
SO Name
Kärntner Wirtschaftsförderungsfonds
Steirische Wirtschaftsförderungs- gesellschaft m.b.H.
MediPrime GmbH
Steirische Wirtschaftsförderungs- gesellschaft m.b.H.
Kärntner Wirtschaftsförderungsfonds
Cashpoint Sportwetten Vertrieb GmbH
APK Vorsorgekasse AG
SOP Hilmbauer & Mauberger GmbH
MOTILE USERS Software GmbH
GRZ IT Center GmbH
solicon IT GmbH
EI-TEA Partner GmbH
TOGETHER CCA GmbH
hammerdigital gmbh
Österreichisches Rotes Kreuz
SVS Gesundheitszentrum Betriebs-GmbH
Österreichische Agentur für Gesundheit und Ernährungssicherheit GmbH
SOP Hilmbauer & Mauberger GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
Post Business Solutions GmbH
"fit4internet" - Verein zur Steigerung der digitalen Kompetenzen in Österreich
Österreichische Post Aktiengesellschaft
"fit4internet" - Verein zur Steigerung der digitalen Kompetenzen in Österreich
Post Business Solutions GmbH
Post Business Solutions GmbH
KfV Sicherheit-Service GmbH
Zentrum für sichere Informationstechnologie - Austria (A-SIT)
Österreichische Post Aktiengesellschaft
A-Trust GmbH
Brainformance IT-Services GmbH
PrimeSign GmbH
PrimeSign GmbH
"fit4internet" - Verein zur Steigerung der digitalen Kompetenzen in Österreich
ÖBB-Business Competence Center GmbH
FAIRKOM Gesellschaft zur Förderung medialer Kommunikation und immaterieller Ge
Ramsauer & Stürmer Software GmbH
APA-IT Informations Technologie GmbH
NEOS - Das neue Österreich
PrimeSign GmbH

Namirial GmbH
WIGeo-GIS Softwareerstellungs- und Handelsgesellschaft m.b.H.
Generali Versicherung AG
Axamit Wolfgang Mag.



KfV Sicherheit-Service GmbH
IBQ GmbH
Generali Versicherung AG
VBV - Betriebliche Altersvorsorge AG
Hauptverband der allgemein beeideten und gerichtlich zertifizierten Sachverständig
Fabasoft R&D GmbH
CAMPUSonline Community zur Förderung von Open- und Inner-Source Entwicklungen
Party With Me OG
Verein zur Entwicklung von standardisierten und barrierefreien Notrufen
WIENER STÄDTISCHE VERSICHERUNG AG Vienna Insurance Group
MASS Response Service GmbH
FRC - Finance & Risk Consult GmbH
hpc DUAL Österreich GmbH
hpc DUAL Österreich GmbH
hpc DUAL Österreich GmbH
Skribble AG
MASS Response Service GmbH
"fit4internet" - Verein zur Steigerung der digitalen Kompetenzen in Österreich
Verein zur Entwicklung von standardisierten und barrierefreien Notrufen
A-Trust GmbH
Worldline Austria GmbH
Möstl IT e.U.
WIENER STÄDTISCHE VERSICHERUNG AG Vienna Insurance Group
Verein für politische Mitgestaltung (kurz VPM) - Verein für die Entwicklung von Mitg
Zeintlinger Systemtechnik GmbH
hpc DUAL Österreich GmbH
paybox Service GmbH
Niederösterreichische Vorsorgekasse AG
Kerzinger Oliver
Verein zur Förderung der selbstständigen Nutzung von Daten
HOT Telekom und Service GmbH
EWP Recycling Pfand Österreich gGmbH
EWP Recycling Pfand Österreich gGmbH
KSV1870 Information GmbH
A-Trust GmbH
SEMOTEC GmbH
Jumio Software Development GmbH
citiesapps S&R GmbH
citiesapps S&R GmbH
notarity GmbH
ANKÖ Service Ges.m.b.H.
ANKÖ Service Ges.m.b.H.
paybox Service GmbH
mtms Solutions GmbH
NOYB - Europäisches Zentrum für digitale Rechte, NOYB - European Center for Digital 
POS Solutions GmbH
NTB SOLUTIONS GmbH
Galler Peter
Bausparkasse der österreichischen Sparkassen Aktiengesellschaft
dot L GmbH
ONGEMA GmbH



NTB SOLUTIONS GmbH
BKS Bank AG

Infinity Vertigo GmbH
Auftragnehmerkataster Österreich
BKS Bank AG
COYERO GmbH
Allianz Elementar Versicherungs- Aktiengesellschaft
Mühl-Speiser-Bauer-Spitzauer und Partner Fachärzte für medizinische und chemische
Namirial GmbH
servas.ai FlexCo
BONUS Vorsorgekasse AG
Merkur Versicherung Aktiengesellschaft
BAWAG P.S.K. Bank für Arbeit und Wirtschaft und Österreichische Postsparkasse Aktie
RAITEC GmbH
sproof GmbH
A1 Telekom Austria Aktiengesellschaft
Kloss Patrick Alexander Clemens
Bitpanda GmbH
Lew Stefan
Bausparkasse der österreichischen Sparkassen Aktiengesellschaft
signteq GmbH
BAWAG P.S.K. Bank für Arbeit und Wirtschaft und Österreichische Postsparkasse Aktie
Ram?ak Markus Thomas
BONUS Pensionskassen Aktiengesellschaft
Bundespensionskasse AG
Niederösterreichische Versicherung AG
MP2 IT-Solutions GmbH
PSA Payment Services Austria GmbH
Losgehts GmbH
Valida Plus AG
MASS Response Service GmbH
NTB SOLUTIONS GmbH
Bundesrechenzentrum Gesellschaft mit beschränkter Haftung
Ram?ak Markus Thomas
Ram?ak Markus Thomas
RMTS Telekom und Service GmbH
Purple Ball GmbH
sproof GmbH
FINcredible GmbH
CRIF GmbH
UNIQA Österreich Versicherungen AG
A1 Telekom Austria Aktiengesellschaft
Allianz Vorsorgekasse AG
Allianz Pensionskasse Aktiengesellschaft
UniCredit Bank Austria AG
sproof GmbH
sproof GmbH
Bank für Tirol und Vorarlberg Aktiengesellschaft
mohemian services GmbH
Grazer Wechselseitige Versicherung Aktiengesellschaft



Hinterland Systems - Verein zur Förderung von regenerativen Regionalsystemen
CURSORCONSULT e.U.
Österreichischer Gewerkschaftsbund
POS Solutions GmbH
DID Daten-Intermediär-Dienste FlexCo
AMERICAN EXPRESS EUROPE S.A. -------------------------------------- (ausländische Firma)
Oberbank AG
WIENER STÄDTISCHE VERSICHERUNG AG Vienna Insurance Group
DONAU Versicherung AG Vienna Insurance Group
Loishandl Sascha
hpc DUAL Österreich GmbH
KISO Software GmbH
SenOps GmbH



SP Name OKZ
portaltest.kwf.at XFN-423155m
portaltest.sfg.at XFN-044903i
docsy / MeinArztOnline Production XFN-416669z
portal.sfg.at XFN-044903i
portal.kwf.at XFN-423155m
Cashpoint_KYC_A-trust XFN-227987a
www.kontostand.at XFN-224799m
Mobility-Online (Europe) XFN-179026z
eid.motile.at XFN-250333m
Raiffeisen XFN-075422s
portaldemo.solicon.org XFN-441209m
eitea_connectos XFN-372217d
TogetherCCA-Produktion XFN-202498t
DBK XFN-552247d
wissen.roteskreuz.at XZVR-0432857691
GZ XFN-442070d
https://sso.ages.at XFN-223056z
Mobility-Online (AT) XFN-179026z
Postfach Innsbruck XFN-310867h
Postfach IT-Kommunal Bindingservice XFN-310867h
Postfach IT-Kommunal XFN-310867h
Postfach Sendhybrid  Bindingservice XFN-310867h
Postfach Sendhybrid Demoanwendung XFN-310867h
Postfach Sendhybrid Demoanwendung Bindingservice XFN-310867h
Postfach Sendhybrid XFN-310867h
Postfach Innsbruck Bindingservice XFN-310867h
Digital Skills Profile XZVR-1882525812
Post Web XFN-180219d
bizExaminer XZVR-1882525812
Postfach Fürstenfeld XFN-310867h
Postfach Fürstenfeld Bindingservice XFN-310867h
Chax eID FS-AM XFN-123723x
A-SIT ID Austria Login XZVR-0948166612
Post App XFN-180219d
A-Trust GmbH XFN-195738a
ÖH-eWAS-Prodsystem XFN-409026i
KeyCloak Wraptor (Production) XFN-405391p
KeyCloak Wraptor (Staging) XFN-405391p
Digital Skills Profile Prod XZVR-1882525812
ÖBB BCC Pensionsservice XFN-248730f
fairlogin XZVR-0353444457
Aptean Austria XFN-534355t
MediaKey XFN-195806a
NEOS Vorwahl XERSB-9110020339996
KeyCloak Wraptor (TSD-Prod) XFN-405391p

eSignAnyWhere OIDC Client XFN-444595t
WIGeoGIS Authentifizierung BMF XFN-030853y
Generali Kundenportal Serviceprovider XFN-038641a
EasyFirma ID Austria XERSB-9110011117978



Chax-ID FS-AM v2 XFN-123723x
LearnLinked XFN-361628g
Meine Generali Serviceprovider XFN-038641a
www.meinevbv.at XFN-279897p
Gerichts-SV Login XZVR-0576968154
Fabasoft PROCECO Cloud XFN-190091x
CAMPUSonline COmmunity XZVR-1398400115
Party With Me XFN-609427t
Registrierung XZVR-1909709555
s-Versicherung-online XFN-333376i
Tchibo mobil XFN-219470a
FRC Plattform XFN-449262f
Hpcdual Kundenportal Administration XFN-533192g
Hpcdual Kundenportal Login XFN-533192g
Hpcdual Kundenportal Onboarding XFN-533192g
Skribble XERSB-9110032737100
HELP mobile XFN-219470a
fit4internet XZVR-1882525812
Onboarding XZVR-1909709555
eIDAS Ident XFN-195738a
Worldline ID Center Customer Demo XFN-398616a
Müllterminbuchung XFN-616905p
S-Versicherung-Online OIDC XFN-333376i
Gemeinsam entscheiden XZVR-1264853468
LogoAppOnline XFN-134490f
Briefbutler Portal Login XFN-533192g
PbxIdent-Prod XFN-358327b
Onlinekonto.noevk.at XFN-225137i
lezli.at XERSB-9110023794235
Data Intermediary XZVR-0789007092
SIM-Registrierung XFN-411421g
DRS_ID_Austria_UAT XFN-594052g
DRS_ID_Austria XFN-594052g
KSV1870 Auszug XFN-308571g
SiegelIdentifizierung XFN-195738a
Semotec XFN-204719h
jumio-prod XFN-347557p
CITIES Prod XFN-493704k
CITIES Prod App2App XFN-493704k
notarity XFN-563077f
eVergabe XFN-232302x
Vergabeportal XFN-232302x
PbxIdent-GWG-Prod XFN-358327b
mtms IDAustria XFN-469801i
noyb XZVR-1354838270
POSident Basis XFN-329918z
DatenraumNotare XFN-378267a
autoprobleme.at [SP PROD] XERSB-9110004236105
BausparenOnline XFN-038732i
dot L GmbH SSO XFN-576642d
Gemeindefuchs XFN-549621t



Patientenverfügungsregister (PatVR) XFN-378267a
BKS Bank AG XFN-091810s

FirmaDigital XFN-571837m
lgu.ankoe.at XZVR-0217122495
BKS Bank AG XFN-091810s
COYERO XFN-507296z
Allianz Elementar Versicherungs- Aktiengesellschaft XFN-034004g
Labors.at MFA XFN-364646w
Namirial OIDC Client XFN-444595t
SIB22-ID-AUSTRIA XFN-626573g
Bonusvorsorge Prod SP XFN-226590x
merkur-sp-id-austria-prod XFN-038045z
BAWAG Group KYC XFN-205340x
Raiffeisen XFN-586670a
sproof GmbH XFN-520262t
A1.net Login XFN-280571f
PK Full Stack IT Solutions e.U. XERSB-9110020730274
BitpandaProduction XFN-569240v
Stefan Lew SSO XERSB-9110022211887
Kundenportal XFN-038732i
signteq.io XFN-526887i
easybank KYC XFN-205340x
Team Wahlnuss Login/Registrierung XERSB-9110022997804
BONUS Pensionskasse Produktiv SP XFN-154331h
Bundespensionskasse AG Produktiv SP XFN-189482a
Meine NV XFN-100888s
info.James XFN-221082x
PSA PROD Anwendung XFN-370048p
Losgehts Production XFN-659159b
Valida Vorsorgeportal XFN-224730k
spusu XFN-219470a
Urkundenarchiv des österreichischen Notariats - Einsichtnahme XFN-378267a
Online Terminal Service XFN-160573m
Team Wahlnuss Login XERSB-9110022997804
Team Wahlnuss Registrierung XERSB-9110022997804
SIM-Registrierung XFN-544325d
Homevote XFN-380363h
sproof GmbH XFN-520262t
FINcredible GmbH XFN-481488x
CRIF Phyon XFN-200570g
myUNIQA XFN-063197m
Mein A1 App XFN-280571f
Allianz Vorsorgekasse AG XFN-223765t
Allianz Pensionskasse Aktiengesellschaft XFN-157971k
UCX XFN-150714p
sproof GmbH XFN-520262t
sproof GmbH XFN-520262t
BTV Vier Länder Bank AG XFN-032942w
mohemian Authentication and Identity Service XFN-390505y
GRAWE Kundenportal XFN-037748m



Hinterland Systems XZVR-1596541419
Cursorconsult User Identification XFN-397179m
PV/GEW Briefwahlantrag XZVR-0576439352
POSident FM-GwG (ohne EU Login) XFN-329918z
Daten Intermediär XFN-637970t
Arkwright_prod-ID-Austria XFN-495241x
Oberbank Onboarding XFN-079063w
Keycloak tf-idp-prod XFN-333376i
Keycloak tf-idp-prod XFN-032002m
Donovus XERSB-9110025298328
Briefbutler Registrierung XFN-533192g
KISO XFN-645238f
SENVEND XERSB-9110038053464



Friendly Name
Portal des Kärntner Wirtschaftsförderungsfonds
Portal der Steirischen Wirtschaftsförderungsgesellschaft m.b.H.
docsy / MeinArztOnline
Portal der Steirischen Wirtschaftsförderungsgesellschaft m.b.H.
Portal des Kärntner Wirtschaftsförderungsfonds
Merkur Bets
www.kontostand.at
Mobility-Online
motile users
Raiffeisen
solicon IT Demo Portal
EITEA - ConnectOS
TOGETHER Plattform
Digitaler Baukoordinator
wissen.roteskreuz.at
Gesundheitszentrum für Selbständige
https://sso.ages.at
Mobility-Online Österreich
Postfach Innsbruck
Postfach IT Kommunal Binding Service
Postfach IT Kommunal
Postfach Sendhybrid Anwendung Binding
Sendhybrid Postfach Anwendung für Demostrationszwecke
Sendhybrid Postfach Anwendung für Demostrationszwecke Binding
Postfach sendhybrid Anwendung
Postfach Innsbruck Binding
Digital Skills Profile
Österreichische Post AG
fit4internet
Postfach Fürstenfeld
Postfach Fürstenfeld Binding
CD95
A-SIT - Zentrum für sichere Informationstechnologie - Austria
Österreichische Post AG
A-Trust GmbH
eWAS (Österreiche HochschülerInnenschaft)
primesign
primesign
Digital Skills Profile
Elektronisches Self Service für ÖBB Pensionist:Innen
fairapps
https://intranet.rs-soft.com/
MediaKey
NEOS Vorwahl
primesign

Namirial eSignAnyWhere SaaS
wigeogis.com
kundenportal.generali.at
prod.eid.easyfirma.net



CD95_Prodv1
LearnLinked
meine.generali.at
www.meinevbv.at
Gerichts-SV Login
Fabasoft PROCECO Cloud
CAMPUSonline COmmunity
Party With Me
DEC112
s-Versicherung-online
Tchibo mobil
FRC Digital Plattform
Kundenportal Admin
hpcdual Kundenportal
Hpcdual Kundenportallogin
Skribble
HELP mobile
fit4Internet
DEC112
A-Trust eIDAS Ident
Worldline ID Center Customer Demo
mülltermine.at
s-Versicherung-Online
Volksabstimmung - gemeinsam gestalten
LogoAppOnline
Briefbutler Portal
PbxIdent
onlinekonto.noevk.at
Lezli
OwnYourData
HoT
EWP Portal UAT
EWP Portal
KSV1870 Auszug
A-Trust SealIdent
Semotec E-Signing
jumio.com
eid.citiesapps.com
eid.citiesapps.com/app2app
notarity
evergabe.ankoe.at
vergabeportal.at
PbxIdent
mtms.at
noyb
POSident
Datenraum Notare
H&G Kraftfahrzeugtechnik
sbausparkasse.at
dot L GmbH SSO
Gemeindefuchs



Patientenverfügungsregister (PatVR)
bks.at

FirmaDigital
lgu.ankoe.at
bks.at
COYERO
Meine Allianz Kundenportal
Labors.at
Namirial
ID Austria Integration Research
Meine BONUS Vorsorgekasse
portal.merkur.at
BAWAG Group KYC
Raiffeisen
sproof GmbH
A1 Telekom Austria
hVerify
Bitpanda GmbH
stefanlew.com
sbausparkasse.at
signteq.io
easybank KYC
Team Wahlnuss
Meine BONUS Pensionskasse
Portal der Bundespensionskasse
Meine NV
info.James Gesundheitsportal, info.James – Die Patient:innen App
ich.app
Losgehts
Valida Vorsorgeportal
spusu
https://view.cyberdocr8.at
Anmeldung BRZ Empfang
Team Wahlnuss Login
Team Wahlnuss
Raiffeisen Mobil
Homevote
sproof GmbH
FINcredible GmbH
CRIF Phyon
myuniqa.at
A1 Telekom Austria
Allianz Vorsorgekasse Portal
Allianz Pensionskasse Portal
UniCredit Bank Austria AG
sproof GmbH
sproof GmbH
BTV Vier Länder Bank AG
poni.mohemian.com
portal.grawe.at



Hinterland Systems
User Identification
Online Briefwahlantrag 
POSident
DID Daten-Intermediär-Dienste FlexCo
American Express Europe S.A. - Austrian Branch
Oberbank
Wiener Städtische Versicherung
DONAU Versicherung AG
Donovus
https://www.briefbutler.com
KISO
SENVEND



Verwendungszweck
Schulungs- und Integrationstestumgebung des KWF
Test bzw. Integrationstestumgebung

Produktivumgebung des KWF

Login-Anbindung für www.kontostand.at
Dieser SP dient zur Anmeldung in Mobility-Online Europe, hauptsächlich für Europa-w
Es soll eine Anmeldung mit Klarnamen in ein Forum / eine Kommunikationsplattform e

Präsentationsumgebung des solicon IT Portals
Auth von Usern (CloudApp connectos.eu) und später die Signierung von Daten
Der SP wird verwendet um Versicherungsmaklern, Versicherungsmaklerinnen, Versic

Anmeldung zum Gesundheitssystem für Patient:innen
Tierärzte-Anmeldung am AHDS (Animal Health Data Service)
Dieser SP dient zur Anmeldung in Mobility-Online Österreich, hauptsächlich für Erasm
'Postfach Innsbruck' ist eine Anwendung, welche der Magistrat der Stadt Innsbruck 

Zur Authentifizierung der Teilnehmer*innen im bizExaminer. Mithilfe der Authentifizi

Für die ID Austria basierte Benutzeridentifikation der Identity Provider Software von A

Die Anmeldung als ID Austria Serviceprovider erfolgt zum Zwecke des Logins (Single 
Gemäß Ausschreibung der Österreichischen HochschülerInnenschaft sind wir damit beau

Das Service wird zum Zweck der Identifikation und Authentifikation zur Ausstellung u
Zur Authentifizierung der Teilnehmer*innen am Digital Skill Profile (digitales Skill

ERP Zugriff für den Login in die Software und die Signatur eines Bescheides für die Ä
Der Service Provider ist ein Identitätsmanagement System. Durch die Anbindung an I
NEOS sind eine politische Partei in Österreich und führen Ihre Listenerstellung zu Wa
Das Service wird zum Zweck der Identifikation und Authentifikation zur Ausstellung u

Kunden können sich derzeit mittels Handy-Signatur in das Kundenportal der Generali 

Die MediPrime GmbH betreibt die Produkte docsy und MeinArztOnline.docsy ist eine Ordinationssoftware für Wahlärzte. MeinArztOnline ist ein Patientenportal zur Kommunikation zwischen Ärzten und Patienten, welches mit docsy verbunden ist.Der Login mittels Handy-Signatur / ID-Austria in beide Plattformen soll die Sicherheit beim Einloggen erhöhen.Die Verifizierung von Personendaten über das Patientenportal ist für Ärzte wichtig, da diese laut Gesundheitstelematikgesetz sicher stellen müssen, dass der Patient wirklich der ist, der er vorgibt zu sein. Über die Validierung von Vorname, Nachname und Geburtsdatum, können wir die Ärzte dabei unterstützen.
Die Steirische Wirtschaftsförderungsgesellschaft m.b.H. (im Folgenden SFG genannt) stellt als zusätzliche unentgeltliche Serviceleistung für ihre KundInnen das „Förderungsportal“ zur Verfügung. Über dieses Internetportal können Förderungs- und Finanzierungsanträge elektronisch eingereicht und abgewickelt werden. Voraussetzung für die Nutzung desFörderungsportals ist die Annahme der Nutzungsbedingungen in der jeweils geltenden Fassung durch die Benutzerin/den Benutzer. 

Cashpoint Sportwetten Vertrieb GmbH übt in den Bundesländern die Tätigkeit zur gewerbsmäßigen Vermittlung von Wetten/Wettkunden an den Buchmacher Cashpoint (Malta) Ltd., Level 3, St Julians Business Centre, Triq Elija Zammit, St. Julians STJ 3155, Malta, aus. Um die gesetzlichen Auflagen an Geldwäscheprävention (Feststellung Identität) und Wettkundenschutz (Jugendschutz) zu erfüllen, wird dem Wettkunden die Möglichkeit geboten, sich unter Nutzung der ID Austria im Cashpoint System zu identifizieren. Es sollen somit österreichische Kunden unter Einbindung ID Austria identifiziert & authentifiziert werden. Dies betrifft Neukunden sowie Bestandskunden hinsichtlich Prüfung der Datenaktualität.-

Die ID-Austria soll in den Online Systemen der „Raiffeisen Banken Gruppe“ genutzt werden um ein Identifikationsverfahren für Nicht-Raiffeisen-Kunden zur Verfügung zu stellen. Zusätzlich soll für bestehende Raiffeisen-Kunden ein alternatives Identifikationsverfahren angeboten werden. Für diese Zwecke nutzen wir bereits jetzt die MOA-ID (lautend auf Raiffeisen Software GmbH – FBNr.: 86804d) die wir durch die ID-Austria ablösen wollen. Folgende konkrete Use-Cases werden aktuell durch MOA-ID abgebildet:•

Beim Digitalen Baukoordinator handelt es sich um ein Softwaresystem mit welchem die Baustellenüberprüfung durch Fachpersonal digital abgewickelt wird. In weiterer Folge wird auf Basis der Überprüfung ein Bericht im PDF-Format erstellt, welcher dem Auftraggeber übermittelt wird. Dieser Bericht soll in Zukunft mittels ID-Austria digital signiert werden, um die Authentizität zu gewährleisten.Hintergrund der Applikation: "Baustellen müssen in regelmäßigen Abständen von Fachfirmen überprüft werden. (Baukoordinationsgesetz § 3. (1))"
Zur Anmeldung zum Erste-Hilfe Führerscheinkurs (2+4) müssen Sie sich mit der Handysignatur registrieren. Aufgrund einer gesetzlichen Vorgabe ist diese Registrierung unbedingt persönlich durch den Kursteilnehmer durchzuführen.

'Postfach IT-Kommunal Bindingservice' ist eine Anwendung, welche ein existierendes Benutzerkonto mittels Authentifizierung durch ID Austria (früher Handy-Signatur oder Bürgerkarte) mit einem eindeutigen bPK (bereichsspezifischen Personenkennzeichen) verbindet. Ab diesem Zeitpunkt, kann sich die Person digital in ihrem elektronischen Postfach anmelden und kann ihre Schriftstücke elektronisch abholen und versenden.Die betroffene Benutzerkontos sind ein Teil der Anwendung 'Postfach IT-Kommunal', welche diversen Gemeinden (hauptsächlich in Kärnten) ein Service bietet, damit die Gemeindeverwaltungen den Bewohnern der Gemeinden diverse Schriftstücke elektronisch versenden und von denen Rückmeldungen empfangen können.'IT-Kommunal' ist ein IT Dienstleistungsunternehmen.
'Postfach IT-Kommunal' ist eine Anwendung, welche  diversen Gemeinden (hauptsächlich in Kärnten) ein Service bietet, damit die Gemeindeverwaltungen den Bewohnern der Gemeinden diverse Schriftstücke elektronisch versenden und von denen Rückmeldungen empfangen können.'IT-Kommunal' ist ein IT Dienstleistungsunternehmen.
'Postfach Sendhybrid Bindingservice' ist eine Anwendung, welche ein existierendes Benutzerkonto mittels Authentifizierung durch ID Austria (früher Handy-Signatur oder Bürgerkarte) mit einem eindeutigen bPK (bereichsspezifischen Personenkennzeichen) verbindet. Ab diesem Zeitpunkt, kann sich die Person digital in ihrem elektronischen Postfach anmelden und kann ihre Schriftstücke elektronisch  abholen und versenden.Die betroffene Benutzerkontos sind ein Teil der Anwendung 'Postfach Sendhybrid', welche für die Mitarbeiter des Unternehmens 'Sendhybrid ÖPBD GmbH' zum elektronischen Empfang und Versenden von Schriftstücken dient.Das Unternehmen 'Sendhybrid ÖPBD GmbH' ist ein IT Dienstleistungsunternehmen, welches ab 01.09.2022 'Post Business Solutions GmbH' heißt.
'Postfach Sendhybrid Demoanwendung' ist eine Anwendung, welche ursprünglich von dem Unternehmen namens 'Sendhybrid ÖPBD GmbH' entwickelt wurde. 'Sendhybrid ÖPBD GmbH' ist ein IT Dienstleistungsunternehmen. Diese Anwendung wird ausschließlich für die Demonstrationszwecke verwendet. Das Unternehmen zeigt mit dem Programm dem potentiellen Kunden vor, wie sich die Benutzer anmelden können und ihre Poststücke digital empfangen und versenden können.Das Unternehmen 'Sendhybrid ÖPBD GmbH' heißt ab 01.09.2022 'Post Business Solutions GmbH'.
'Postfach Sendhybrid Demoanwendung Bindingservice' ist eine Anwendung, welche ein existierendes Benutzerkonto mittels Authentifizierung durch ID Austria (früher Handy-Signatur oder Bürgerkarte) mit einem eindeutigen bPK (bereichsspezifischen Personenkennzeichen) verbindet. Ab diesem Zeitpunkt kann sich die Person auch mittels ID Austria Login  mit ihrem Benutzerkonto verbinden und nicht nur mit dem Benutzernamen und Passwort.Die oben genannten Benutzerkontos sind ein Teil der 'Postfach Sendhybrid Demoanwendung'. Die 'Post Business Solutions GmbH' stellt diese Applikation den interessierten Kunden zur Verfügung, um die Funktionalität der Anwendung testen zu können. Dafür werden die Testbenutzerkonten erstellt und die Personen (Mitarbeiter) aus den jeweiligen Unternehmen können sich anmelden und Bindungen (durch bPK und ihren eigenen Identitäten) mittels ID Austria mit dem Testbenutzerkonten herstellen. 
'Postfach Sendhybrid' ist eine Anwendung, welche für die Mitarbeiter des Unternehmens 'Sendhybrid ÖPBD GmbH' zum elektronischen Empfang und Versenden von Schriftstücken dient. Das Unternehmen 'Sendhybrid ÖPBD GmbH' ist ein IT Dienstleistungsunternehmen, welches ab 01.09.2022 'Post Business Solutions GmbH' heißt. 
'Postfach Innsbruck Bindingservice' ist eine Anwendung, welche ein existierendes Benutzerkonto mittels Authentifizierung durch ID Austria (früher Handy-Signatur oder Bürgerkarte) mit einem eindeutigen bPK (bereichsspezifischen Personenkennzeichen) verbindet. Ab diesem Zeitpunkt, kann sich die Person digital in ihrem elektronischen Postfach anmelden und kann ihre Schriftstücke elektronisch abholen und versenden.Die betroffene Benutzerkontos sind ein Teil der Anwendung 'Postfach Innsbruck', welche der Magistrat der Stadt Innsbruck verwendet, um den Bewohnern des Landes Tirol und den Mitarbeitern der Stadtverwaltung diverse Schriftstücke (wie z.B. Lohnzettel, Parkgebühren, usw.) elektronisch zu versenden und von denen Rückmeldungen zu empfangen.
Zur Authentifizierung der Teilnehmer*innen am Digital Skill Profile (digitales Skills-Portfolio, Kombinationszertifikat) muss die Handysignatur von eID Austria abgelöst werden. Mithilfe der Authentifizierung sollen die Userdaten (Nach- und Vorname und Geburtsdatum) dem User automatisch im Portal zur Verfügung stehen. Auch sollen später Zertifikate von https://www.bizexaminer.com/ mittels der bPK synchronisiert werden. Dieser Provider soll lediglich für eine Staging-Environment verwendet werden, wo ausschließlich akkreditierte User (Entwickler) Tests mit ihren eigenen Accounts durchführen.
Die Online Identifikation ist ein Service auf der Unternehmenswebseite der Österreichische Post und der Post App (Link Übersicht: https://www.post.at/p/c/identifizierung). Mit dem Service ist es Post Online Account Inhaber*innen möglich ihren Post Account zu identifizieren, sodass die Inhaber*innen mithilfe eines identifizierten Accounts identifizierungspflichtige Online Services (z.B. Nachsendeauftrag, Paketumleitung, Abstellgenehmigung, etc.) buchen können. Bei der Identifizierung handelt es sich um eine Identitätsfeststellung der Post Online Account Inhaber*innen. Die Identitätsfeststellung geschieht durch einen glaubwürdigen Nachweis der Identität des*der Account Inhaber*in.Für die Nutzung der identifizierungspflichtigen Online-Services ist eine Identifizierung verpflichtend notwendig.Es werden keine Datensätze, die zu unterschiedlichen Zwecken erhoben wurden, zusammengeführt. Alternativ zur Nutzung der Online Services kann der/die Kund*in die gleichen Services in einer Filiale ohne Online Account manuell bei einem/einer Mitarbeiter*in persönlich buchen.

'Postfach Fürstenfeld' ist eine Anwendung, welche die Verwaltung der Stadt Fürstenfeld verwendet, um den Bewohnern der Stadt und den Mitarbeitern der Stadtverwaltung diverse Schriftstücke (wie z.B. Lohnzettel, Rechnungen, usw.) elektronisch zu versenden und und von denen Rückmeldungen zu empfangen.
'Postfach Fürstenfeld Bindingservice' ist eine Anwendung, welche ein existierendes Benutzerkonto mittels Authentifizierung durch ID Austria (früher Handy-Signatur oder Bürgerkarte) mit einem eindeutigen bPK (bereichsspezifischen Personenkennzeichen) verbindet. Ab diesem Zeitpunkt, kann sich die Person digital in ihrem elektronischen Postfach anmelden und kann ihre Schriftstücke elektronisch abholen und versenden.Die betroffene Benutzerkontos sind ein Teil der Anwendung 'Postfach Fürstenfeld', welche die Verwaltung der Stadt Fürstenfeld verwendet, um den Bewohnern der Stadt und den Mitarbeitern der Stadtverwaltung diverse Schriftstücke (wie z.B. Lohnzettel, Rechnungen, usw.) elektronisch zu versenden und von denen Rückmeldungen zu empfangen.
Auf der CD95 Website müssen sich Prüfer authentifizieren um die CD95 Führerscheinprüfung abnehmen zu können.Hierfür ist ein Nachweis erforderlich, dass der Prüfer auch tatsächlich jene Person ist, die sich angemeldet hat.Bisher wurde die Verifikation über die Handy-Signatur abgewickelt.

Die Online Identifikation ist ein Service auf der Unternehmenswebseite der Österreichische Post und der Post App (Link Übersicht: https://www.post.at/p/c/identifizierung). Mit dem Service ist es Post Online Account Inhaber*innen möglich ihren Post Account zu identifizieren, sodass die Inhaber*innen mithilfe eines identifizierten Accounts identifizierungspflichtige Online Services (z.B. Nachsendeauftrag, Paketumleitung, Abstellgenehmigung, etc.) buchen können. Bei der Identifizierung handelt es sich um eine Identitätsfeststellung der Post Online Account Inhaber*innen. Die Identitätsfeststellung geschieht durch einen glaubwürdigen Nachweis der Identität des*der Account Inhaber*in.Für die Nutzung der identifizierungspflichtigen Online-Services ist eine Identifizierung verpflichtend notwendig.Es werden keine Datensätze, die zu unterschiedlichen Zwecken erhoben wurden, zusammengeführt. Alternativ zur Nutzung der Online Services kann der/die Kund*in die gleichen Services in einer Filiale ohne Online Account manuell bei einem/einer Mitarbeiter*in persönlich buchen.

Das Service wird zum Zweck der Identifikation und Authentifikation zur Ausstellung und Nutzung von qualifizierten primesign MOBILE (Einmal-)Signaturzertifikaten genutzt.- Friendly URL: https://www.prime-sign.com

Verwendungszweck des Service ProvidersDas Pensionsservice der ÖBB-BCC GmbH stellt allen ÖBB – Ruhe- und Versorgungsgenussempfängern (kurz: „Pensionist:innen“) bzw. deren gesetzlichen Vertreter:innen (Erwachsenenvertreter:innen) ein Self Service Portal zur Verfügung. Die Anmeldung erfolgt mittels qualifizierter digitaler Signatur.Im Portal selbst können insbesondere folgende Services in Anspruch genommen werden:• Monatliche Pensionsabrechnung• Detaillierte Pensionsaufstellung (ein od. mehrere Monate)• Jahreslohnzettel• Fahrbegünstigungsrechner für Pensionist:innen• Verständigung über die Pensionserhöhung• Daten über gebuchte Steuertickets der at. Fahrbegünstigung• Richtlinien über die at. Fahrbegünstigung• Elektronisches Ausfüllen und Übermitteln von Anträgen und FormularenBetroffenenkreise:• Ruhe- und Versorgungsgenussempfänger: innen (kurz: Pensionist:innen)• Gesetzliche Vertreter:innen sowie Erwachsenenvertreter:innen von Ruhe- und Versorgungsgenussempfänger:inne
Der Verein hat  laut Statuten Aktivitäten zur verstärkten Nutzung von Onlinediensten für die faire  Nutzung gemeinsamer Ressourcen zu setzen. Der Zweck des Vereins ist die konzeptuelle und praktische Bereitstellung von Kommunikations medien, mit dem Ziel, neue Einsatzmöglichkeiten für Online Medien speziell unter Nutzung Freier Software aufzuzeigen. Hierzu wurden in den vergangenen Jahren ein Portfolio datenschutzkonformer Online Dienste als Alternativen zu den Diensten von US-basierten Cloud Providern wie  Google oder Microsoft entwickelt. Die Authentifizierung bei allen Diensten erfolgt komfortabel per SingleSignOn, welches mit der Möglichkeit, sich per eID anmelden zu können, erweitert werden soll. Die Anmeldung erfolgt über das fairapps.net Portal. Darüber sind u.a. folgende  Onlinedienste verfügbar: 1. faircloud: Dateien, Kalender oder Aufgaben bearbeiten mit der Möglichkeit diese mit dem Desktop oder Smartphone zu synchronisieren2. fairchat: Messenger - Service, welcher das eigene Adressbuch nicht auf den Server kopiert (wie dies Telegram, Whatsapp oder Signal tun)3. fair.tube: Plattform um Videos zu veröffentlichen4. fairteaching: Videokonferenzsystem mit besonderer Eignung für Bildung, Seminare und Events5. fairmove: Mastodon Instanz als Alternative zu Twitter

Nutzung in Verbindung mit der eSignatur Lösung “eSignAnyWhere” von Namirial um von Usern * Fortgeschrittene e-Signaturen (FES) * Qualifzierte e-Signaturen (QES)zu erfassen.In beiden Varianten müssen die User die mit eSignAnyWhere Dokumente unterzeichnen (= Unterzeichner) nicht nur die alleinige Kontrolle über ihre Signatur-Aktivitäten haben, sondern auch identifizierbar sein. eIDAS sieht hierfür auch explizit die e-IDs vor.
WIGeoGIS Softwareerstellungs- und Handelsgesellschaft m.b.H entwickelt und betreibt seit mehreren Jahren für das Bundesministerium für Finanzen (BMF), Abteilung VI/10 – Telekompolitik und IKT-Infrastruktur (Breitbandbüro) das sogenannte „Breitbandförderungsportal“. Das ist ein browserbasiertes System, in das Unternehmen, Gemeinden und Stadtwerke die von ihnen geplanten Glasfasernetz-Bauprojekte auf digitalen Landkarten einzeichnen und auf Basis unterschiedlicher Parameter um die „Breitbandförderung“ für ihre Bauprojekte ansuchen können. Die antragsgegenständlichen Gebiete werden auf dem Server der WIGeoGIS Softwareherstellungs- und Handelsgesellschaft mbH auf einer digitalen Landkarte dargestellt. Die Überprüfung und Begutachtung von im Rahmen der Breitbandförderung eingereichten Förderanträgen auf Förderungswürdigkeit erfolgt durch die vom BMF betraute Forschungsförderungsgesellschaft (FFG), welche sich hierfür bestellter Gutachter bedient.Der Zugriff auf Antragstellerdaten unterliegt – sofern diese noch nicht öffentlich gemacht wurden – einer Geheimhaltung und darf nur von befugten Personen eingesehen werden. Die Gutachter, welche die Förderungswürdigkeit der beantragten Projekte zu prüfen haben, greifen auf das Breitbandförderungsportal direkt über den eCall (das elektronische Kundenzentrum der FFG) auf die jeweils zugeteilten Landkarten und Antragsdaten zu. Die Administratoren des BMF sowie ausgesuchte Mitarbeiter der FFG haben dahingegen über einen gesonderten Login jederzeit Zugriff auf alle Landkarten aller Antragsteller. Derzeit ist dieser Zugang über Eingabe eines Passworts möglich und soll nunmehr auf Wunsch des BMF auf die „ID Austria“ (digitale Handy- Signatur) umgestellt werden. Die jeweils berechtigten Personen werden vom Administrator (BMF, Breitbandbüro) in der Anwendung freigeschaltet und erhalten dadurch Zugriff auf die gespeicherten Förderanträge.

Vorführ App für PC und Windows.Um potentiellen Kunden die Vorzüge und technischen Möglichkeiten der ID Austria im Rahmen von verschiedenen praktischen Anwendungsbeispielen im Bürosoftware & eCommerce-Bereich zeigen zu können, haben wir eine Vorführapplikation für Windows-PCs programmiert. Mit dieser sollen insbesondere die technischen Möglichkeiten des ID Austria Systems demonstriert werden.  Diese soll auch mit Echtdaten funktionieren. Mit der Vorführapplikation soll gezeigt werden, wie Bürger ihre Identität sicher online bestätigen können, um diese für bestimmte Anwendungen (wie z.B. im eCommerce-Bereich) nutzen zu können. Dies inkludiert auch das rechtsgültige Signieren von Dokumenten.Es besteht großes Interesse bestehende E-Signatur Lösungen, durch auf ID Austria basierenden Lösungen zu ersetzen und zu erweitern.Auf Grund der technischen Basis der Vorführ App, kann dann ID Austria Funktionalität in die bestehenden EDV System von Kunden implementiert werden.



LearnLinked ist eine eLearning- und Kursbuchungs-Plattform für von externen Organi
Kunden können sich derzeit mittels Handy-Signatur in das Kundenportal der Generali 
Applikation zur Beauskunftung von Berechtigten der Pensionskasse und Vorsorgekass

Authentisierung von Benutzern in der Fabasoft PROCECO Cloud
Zur Erfüllung des Vereinszwecks (Wissensverbreitung) werden viele Online-Services (Gi

Authentifizierung von Benutzern für den barrierefreien Text-Notruf (DEC112)

Die FRC Digital Plattform ermöglicht es Kunden der FRC (primär Gemeinden, bzw. der
MItarbeiter der HPCDUAL sollen nur mittels Austria ID auf das Backend des HPCDUAL 
Kunden  der HPCDUAL sollen optional  mittels Austria ID auf das s HPCDUAL Kundenpor
Kunden  der HPCDUAL sollen optional  mittels Austria ID auf das s HPCDUAL Kundenpor

Identifikation von Endkunden im Zusammenhang mit Telekommunikationsdiensten, beis
 personalisierte Angabe von Daten (Vorname, Nachname, Geburtsdatum) auf Digitalem
Authentifizierung von Benutzern für den barrierefreien Text-Notruf (DEC112)

Das E-ID-System ermöglicht Kund:innen die Registrierung und den Log-in, sowie die A
Wird verwendet als Nutzeraccount für eine Meinungsbildungsplattform. Dabei ist es 
Identifizierung von natürlichen Personen. Im Rahmen des Logins von Patienten via Onl
Kunden  der HPCDUAL sollen optional  mittels Austria ID auf das s Briefbutler Kunden

Bereitstellen Daten und Services für Berechtigte der NÖVK

Der Service Provider soll zur Registrierung von Wertkartenkunden zum Einsatz kom

Das E-ID-System dient zur Identifizierung von Privatpersonen, die beim KSV1870 entwe

Wir entwicklen eine Webanwendung für digitale notarielle Dienstleistungen. Nach den 

Zweck der Datenverarbeitung ist die Legitimierung des Betroffenen im Sinne des Fin

Abholung der Zulassungsscheindaten bei Kundenanfragen via Kontaktformular.
Legitimierung von Kunden im Zuge des Abschlusses eines Bausparvertrags
Die dot L GmbH führt u.a. Beratungsleistungen für die öffentliche Verwaltung durch
Authentifizierung von Einwohnern einer Gemeinde. Nach der Registierung ist bei je

Version für eID Login für Prüfungsaufsicht bei CD95 Prüfung.Das KFV bietet die Prüfungssoftware für die Berufskraftfahrer an. Diese wird unter anderem von der Stadt Wien und dem Land Oberösterreich benutzt. Die Prüfer müssen sich in der Software mittels Handysignatur ausweisen. Bisher passierte dies mit der Handysignatur. Hiermit wollen wir auf die eID  upgraden.

Login der Gerichtssachverständigen per ID-Austria auf das Typo3 Portal.Die Mitglieder erhalten individuelle auch personenbezogene Informationen zur Tätigkeit als Gerichtssachverständige.

Sehr geehrte Damen und Herren,hiermit teile ich Ihnen den Verwendungszweck für die ID Austria mit. Wir nutzen diese Identifikationsmethode, um dieAltersauthentifizierung für unsere Party-App durchzuführen.Unsere Party-App bietet eine Plattform für Menschen jeden Alters, um sich über bevorstehende Veranstaltungen und Feierlichkeitenzu informieren. Wir möchten sicherstellen, dass nur volljährige Personen Zugang zu bestimmten Inhalten und Funktionen der Apphaben.Die ID Austria ermöglicht es uns, das Alter unserer Benutzer zu überprüfen, ohne sensible persönliche Informationen preiszugeben.Wir respektieren die Privatsphäre unserer Nutzer und behandeln alle Daten streng vertraulich gemäß den geltendenDatenschutzbestimmungen.Die Altersauthentifizierung dient also dem Schutz unserer Benutzer und der Einhaltung der gesetzlichen Bestimmungen bezüglichdes Zugangs zu altersbeschränkten Inhalten und Veranstaltungen.

Das E-ID-System ermöglicht Kund:innen die Registrierung und den Log-in, sowiedie Authentifizierung und Vertragsunterzeichnung bei digitalen Produktabschlüssen über s-Versicherung-online.
Identifikation von Endkunden im Zusammenhang mit Telekommunikationsdiensten, beispielsweise aufgrund der Identifikationsverordnung oder für den Zugang zu persönlichen Bereichen. Außerdem werden digitale Unterschriften z.B. für Vertragsthemen ermöglicht.

Skribble ist der europäische Anbieter für elektronische Signaturen mit Schweizer Datenschutz. Skribble liefert für jede Art von Vertrag die rechtsgültige elektronische Signatur. Grundlage sind gesetzlich geregelte Standards, unter anderem die qualifizierte elektronische Signatur (QES) - die einzige Form der elektronischen Signatur, die im europäischen und schweizerischen Recht der handschriftlichen Unterschrift gleichgestellt ist. Um Verträge mit Schriftformerfordernis rechtsgültig elektronisch unterzeichnen zu können, ist eine einmalige, vorgängige Identifikation des Unterzeichners notwendig. Dies ist derzeit sowohl im persönlichen Kontakt als auch online per Video-Identifikation möglich.Immer mehr Menschen in Europa verfügen über eine verifizierte elektronische Identität (eID). Skribble benötigt eine eindeutige Identifizierung der Benutzer und beabsichtigt, seine Kunden durch Authentifizierung mit der AustriaID und einer bestehenden europäischen eID zu identifizieren und zu registrieren. Damit können Benutzer, die über eine eID verfügen, unsere Dienste ohne weitere zusätzliche Identifikation direkt nutzen und müssen sich nicht mehr persönlich oder online per Video identifizieren lassen.

Die Anmeldung als ID Austria Serviceprovider erfolgt zum Zwecke des Logins für E-ID Nutzende, um aufgrund dieser Identifizierung ein qualifiziertes Signaturzertifikat auszustellen. Beispielsweise können Nutzende des neuen Deutschen Personalausweises sich mit diesem idetifizieren aber nicht signieren, über dieses Service würde ihnen ein qualifziertes Zertifikat ausgestellt werden.Da Qualifizierte Signaturzertifiakte gemäß eIDAS und SVV nicht an Personen unter 14 Jahren ausgegeben werden dürfen, wird das Merkmal "Älter als 14" benötigt
Der Verwendungszweck ist die Identifizierung einer Person durch eine Authentifizierung mit ID Austria im Zuge des (Self-)Onboarding ins Worldline ID Center Kunden-Demo.Worldline ID Center wird in den verschiedensten Anwendungsfällen als Identity Provider und Authentifizierungs-Service eingesetzt. Dabei handelt sich um Enterprise-Umgebungen, welche der Authentifizierung von Mitarbeitern dienen, genauso wie um Portallösungen zum Authentifiziernen von Kunden, bis hin zu eID Anwendungen.Die Kunden-Demo zeigt unter anderem wie ein (Self-Onboarding) mittels ID Austria auf österreichscher nationaler Ebene und auf EU-Ebene funktionieren kann.Nach erfolgreicher Authentifizierung sollen zum Aufsetzen der Identität in ID Center der Kundenname (Vorname, Nachname), Geburtsdatum und Wohnadresse des Kunden geliefert werden. Des Weiteren zeigt die Kunden-Demo, dass ID Center zu ID Austria weiterleiten kann, wenn eine Authentifizierung des Benutzers auf dem LoA=High verlangt wird.
In einigen österreichischen Gemeinden (z.B. in Passail in der Steiermark) kann spezieller Müll, beispielsweise Sperrmüll, nur nach Terminvereinbarung abgegeben werden. Der Vorteil ist, dass auf diese Weise unnötige Wartezeiten in den Abfallwirtschaftszentren vermieden werden.Allerdings können derartige Termine meist nur per Telefon zu den entsprechenden Gemeindeamtszeiten reserviert werden. Das kann für Bürgern:innen nachteilig sein, die in diesen Zeiten zum Beispiel aufgrund beruflicher Verpflichtungen (z.B. Busfahrer:in) nicht telefonieren können. Außerdem entsteht für die telefonische Annahme der Termine ein erhöhter Personalaufwand in den Gemeindeämtern.Deswegen ist das Ziel des Service Providers, Gemeindebürgern:innen das Buchen von Müllentsorgungsterminen in ihrer jeweiligen Wohngemeinde rund um die Uhr online zu ermöglichen.Die ID Austria spielt dabei eine zentrale Rolle. Denn über die Anmeldung per ID Austria kann zweifelsfrei festgestellt werden, dass die Anfrage tatsächlich von einem berechtigten Bürger erfolgt. Außerdem können die Adressdaten, die für die Terminbuchung und die richtige Zuordnung bei der Abrechnung notwendig sind, aus dem ID Austria System übernommen werden. Das erspart die Eingabe der Daten durch den Benutzer. 

Zweck der Datenverarbeitung ist die Legitimierung des Betroffenen mittels ID Austria Verfahren vor Eingang einer Vertragsbeziehung mit diesem zur Verhinderung von Betrugsfällen und Missbrauch der angebotenen Dienstleistungen des Verantwortlichen.

Der Service Provider ist ein URL Shortener nur eine Anmeldung mit ID Austria ermöglicht, um insbesondere die missbräuchliche Verwendung zum Verschleiern von schadhaften Links durch Threat Actors zu reduzieren.ID Austria dient der Registrierung sowie der Anmeldung auf der Plattform für Einzelpersonen.
In der Bauwirtschaft soll der Datenaustausch zwischen Zementanbietern und Betonproduzenten verbessert werden, um eine CO2-Reduzierung bei der Betonproduktion zu ermöglichen. Im Rahmen eines EU Forschungsprojekts (https://www.ownyourdata.eu/en/dpp-crc/) ist es nun das Ziel, diesen Datenaustausch von Industriedaten (Eigenschaften des Zement, Zusammensetzung des Betons) mittels eines Datenmittlers (Data Intermediation Service Provider im Sinne des Data Governance Acts) zu demonstrieren.Da es sich dabei um kommerziell sensitive Daten handelt, ist es sowohl für die Abfrage der Verfügbarkeit der Daten, als auch für den Vertragsabschluss zum Austausch der Daten unbedingt notwendig, eine behördlich verifizierte Identität zu verwenden. Aufgrund der Regionalität der Bauwirtschaft, eignet sich dafür insbesondere die ID Austria.Der E-ID Service Provider wird für die Authentifizierung der Benutzer an dem Datenmittler mit den oben beschriebenen Eigenschaften verwendet.

Log-in für das Pfandverwaltungssystem Österreich (User Acceptance Test)Die sichere User-Authentifizierung soll über ID-Austria erreicht werdenID-Austria soll als Identity-Provider in Microsoft Azure B2C angebunden werden
Log-in für das Pfandverwaltungssystem ÖsterreichDie sichere User-Authentifizierung soll über ID-Austria erreicht werdenID-Austria soll als Identity-Provider in Microsoft Azure B2C angebunden werden

Für die Ausstellung eines qualifizierten Siegels nach Art. 24 eIDAS-VO (https://www.a-trust.at/de/produkte/firmensiegel/qualifiziertes_firmensiegel/) muss neben der Identität der antragstellenden Person auch geprüft werden, ob die Person für das antragstellende Unternehmen zeichnungsberechtigt ist, deshalb soll hier über ein MOA-Zentral Login die Vollmachten der Person geprüft werden.Art. 24 eIDAS-VO beschreibt die Anforderungen an qualifizierte Vertrauensdiensteanbieter zur Ausstellung eines qualifizierten elektronischen Siegels.
Anwendung bietet die Möglichkeit Dokumente digital mit anderen zu teilen und digital zu signieren.Die E-ID soll zur Authentifizierung als Login Möglichkeit eingebunden werden.
Jumio würde die im Wege der Nutzung des E-ID ermittelten personenbezogenen Daten dafür verwenden, um genaue und zuverlässige Informationen zum Zweck der Überprüfung der Identität von Endnutzern zu erhalten.Dies dient insbesondere der Einhaltung geltender Anti-Geldwäsche-Bestimmungen.
Verwendungszweck Kooperation Villach:Im Rahmen der Zusammenarbeit zwischen der Stadt Villach und der citiesapps S&R GmbH sind die Erarbeitung und Bereitstellung kommunaler Services zentraler Kooperationsgegenstand in der SAAS Plattform CITIES [1].Eine zentrale Anforderung von personalisierten Online-Anwendungen ist stets die behördliche, sichere und zuverlässige Authentifizierung von Personen. Für kommunale Anwendungen ist weiters die Identifizierung der Person als Gemeindebürger zwingend notwendig. Diese Authentifizierung eines Gemeindebürgers kann mittels der neu eingeführten eID erreicht werden. Voraussetzung dafür ist die Akkreditierung von citiesapps als privater Service Provider für die ID Austria und eine Schnittstelle zur Abfrage, ob ein mittels eID authentifizierter citiesapps Anwender mit Hauptwohnsitz in Villach gemeldet ist.Auf Basis der Integration der Authentifizierungsfunktion resultieren einige konkrete “Point-of-verification” Anwendungsfälle, die auch die erste Iteration der citiesapps - Villach Kooperation bilden:* Beispiel AltstoffsammelzentrumDer authentifizierte Gemeindebürger ist berechtigt Altstoffe zu entsorgen.* Beispiel FreizeitangeboteDer authentifizierte Gemeindebürger ist berechtigt dan Strandbad gratis zu nutzen.Der authentifizierte Gemeindebürger unter 18 Jahren ist berechtigt das Museum mit Jugendlichen-Rabatt zu besichtigen.Der authentifizierte Gemeindebürger über 65 Jahren ist berechtigt das Museum mit Pensionisten-Rabatt zu besichtigen.Verwendungszweck CITIES [1]:Darüber hinaus arbeitet citiesapps inzwischen mit über 250 österreichischen Gemeinden und Städten zusammen. Diese Gemeinden möchten sicherstellen, dass für die verschiedenen Funktionen der CITIES-Plattform alle Benutzer (Bürger) ordnungsgemäß authentifiziert sind.* Beispiel Anliegen übermittelnDer authentifizierter Gemeindebürger kann verschiedene Anliegen direkt an die Gemeinde übermitteln, entweder anonym oder mit Angabe seines Namens.* Beispiel MüllkalenderDer authentifizierter Gemeindebürger erhält direkt seinen individuellen Abfuhrplan.* Beispiel "Mit Gemeinde verbinden"Der authentifizierter Gemeindebürger bekommt direkt Informationen rund um seine Heimatgemeinde vorgeschlagen.[1]: https://citiesapps.com
Verwendungszweck Kooperation Villach:Im Rahmen der Zusammenarbeit zwischen der Stadt Villach und der citiesapps S&R GmbH sind die Erarbeitung und Bereitstellung kommunaler Services zentraler Kooperationsgegenstand in der SAAS Plattform CITIES [1].Eine zentrale Anforderung von personalisierten Online-Anwendungen ist stets die behördliche, sichere und zuverlässige Authentifizierung von Personen. Für kommunale Anwendungen ist weiters die Identifizierung der Person als Gemeindebürger zwingend notwendig. Diese Authentifizierung eines Gemeindebürgers kann mittels der neu eingeführten eID erreicht werden. Voraussetzung dafür ist die Akkreditierung von citiesapps als privater Service Provider für die ID Austria und eine Schnittstelle zur Abfrage, ob ein mittels eID authentifizierter citiesapps Anwender mit Hauptwohnsitz in Villach gemeldet ist.Auf Basis der Integration der Authentifizierungsfunktion resultieren einige konkrete “Point-of-verification” Anwendungsfälle, die auch die erste Iteration der citiesapps - Villach Kooperation bilden:* Beispiel AltstoffsammelzentrumDer authentifizierte Gemeindebürger ist berechtigt Altstoffe zu entsorgen.* Beispiel FreizeitangeboteDer authentifizierte Gemeindebürger ist berechtigt dan Strandbad gratis zu nutzen.Der authentifizierte Gemeindebürger unter 18 Jahren ist berechtigt das Museum mit Jugendlichen-Rabatt zu besichtigen.Der authentifizierte Gemeindebürger über 65 Jahren ist berechtigt das Museum mit Pensionisten-Rabatt zu besichtigen.Verwendungszweck CITIES [1]:Darüber hinaus arbeitet citiesapps inzwischen mit über 250 österreichischen Gemeinden und Städten zusammen. Diese Gemeinden möchten sicherstellen, dass für die verschiedenen Funktionen der CITIES-Plattform alle Benutzer (Bürger) ordnungsgemäß authentifiziert sind.* Beispiel Anliegen übermittelnDer authentifizierter Gemeindebürger kann verschiedene Anliegen direkt an die Gemeinde übermitteln, entweder anonym oder mit Angabe seines Namens.* Beispiel MüllkalenderDer authentifizierter Gemeindebürger erhält direkt seinen individuellen Abfuhrplan.* Beispiel "Mit Gemeinde verbinden"Der authentifizierter Gemeindebürger bekommt direkt Informationen rund um seine Heimatgemeinde vorgeschlagen.[1]: https://citiesapps.com

Die Webplattform eVergabe+ des Auftragnehmerkataster Österreichs ist eine der größten Ausschreibungsplattformen des Landes über dem mehr als 75% an nationale Ausschreibungen veröffentlicht werden. Über diese Plattform haben öffentliche Auftraggeber die Möglichkeit den kompletten Vergabeprozess abzubilden und zu verwalten.Uns als ANKÖ ist die Sicherheit unserer Benutzer oberstes Gebot. Daher möchten wir unseren Kunden die Möglichkeit bieten, sich mittels ID Austria in unsere Plattform einzuloggen.
Mit der ANKÖ eAbgabe können Unternehmen elektronische Angebote, Teilnahmeanträge oder Wettbewerbsbeiträge schnell, einfach und rechtssicher abgeben. In einem nahtlosen Prozess kann Ihr Angebot elektronisch signiert und digital abgegeben werden. Nach erfolgreicher Abgabe erhalten Auftragnehmer ein PDF-Abgabeprotokoll sowie eine E-Mail-Bestätigung. Hat der Auftraggeber Rückfragen zu dem Angebot, können diese direkt über die Plattform beantwortet werden bzw. können ergänzende Dokumente upgeloadet werden. So haben Auftragnehmer mit der elektronischen Angebotsabgabe des ANKÖ einen besonders leichten und effizienten Zugang zum öffentlichen Vergabemarkt.Wie schon bei der Webplattform evergabe+ wollen wir unseren Kunden auch im Vergabeportal des ANKÖ die Möglichkeit eines weiteren sicheren Logins mittels ID Austria bieten.

Anbindung der ID Austria an das Skidata/mtms Akkreditierungssystem um bei einer Veranstaltungsakkreditierung die Identität eines Antragsstellers nachzuweisen und die Daten für die Akkrediterung/Besucherausweis zu verifizieren. Beispiele: Formel 1 GP, MotoGP Spielberg, Forum Alpbach; Veranstaltungen in Behörden, Besuchermanamgent für Behörden und Unternehmen. Die Daten werden ausschließlich für den Zweck des Zutritts  bzw. der Registrierung für die Veranstaltung (Gebäudezutritt) erhoben. mtms Solutions GmbH ist als Partner verantwortlich bei Skidata für den Bereich Guestmanagement und Akkreditierung.
Für Klagen nach der “Verbandsklagen-Richtlinien-Umsetzungs-Novelle“ (BGBl. I Nr. 85/2024) können eine große Zahl von Einzelpersonen national und in der EU grenzüberschreitend vertreten werde. Diese Kläger müssen mit einem „Opt-In“ sich der Klage anschließen und gerichtsfest identifiziert werden. noyb bereitet eine Software vor um dies für Klagen in Österreicher aber auch im EU-Ausland abzuwickeln. Als eine europaweite Option wollen wir hierzu die eIDAS einbinden.Die rechtlichen Voraussetzungen für das "Onboarding" bei einer Kollektivklage sind noch nicht in allen EU-Mitgliedsstaaten klar formuliert. Wir gehen daher vorerst von den rechtlichen Gegebenheiten in Österreich aus:- Zu den Datenarten "Vorname", "Nachname", "Geburtsdatum", "Meldeadresse": Mindestanforderungen für personenbezogene Informationen in einer Klage sind für Österreich in § 75 ZPO definiert: Vorname, Zuname, Geburtsdatum und Wohnort. Die Meldeadresse ist auch für jegliche gerichtliche Zustellung notwendig. Da ein Abruf der Meldeadresse aus dem EU-Ausland jedoch technisch nicht funktioniert, müssen wir diese wohl außerhalb der ID Austria wohl manuell eintragen lassen.- Ausstellungsland: Für die Gerichtsfestigkeit der Identifizierung ist es notwendig inadäquate Authentifizierungslevels auszuschließen (siehe in Österreich zB §§ 292 und 294 ZPO) und das Land der eID Ausstellung zu benennen.
Zweck der Datenverarbeitung ist die Legitimierung des Betroffenen mittels ID Austria Verfahren vor Eingang einer Vertragsbeziehung mit diesem zur Verhinderung von Betrugsfällen und Missbrauch der angebotenen Dienstleistungen des Verantwortlichen.
Die NTBS bietet österreichischen Notar:innen das Produkt „Datenraum Notare“ (Version 1.0) an, der die originär elektronische Errichtung von öffentlichen Urkunden unter Nutzung einer elektronischen Kommunikationsmöglichkeit (vgl. § 69b NO) technisch ermöglicht. Um den Zugang zum Produkt zu gewährleisten, basiert das Berechtigungskonzept (Log-In) bis dato auf der Nutzung der sog. „Handysignatur“. Künftig sollte dies unter Nutzung des E-ID-Systems erfolgen, um das Sicherheitsniveau an den aktuellen Stand der Technik anzupassen und den Nutzer:innen einen einheitlichen Anmeldeprozess bereitzustellen. Dieses Verfahren ist weiters nötig, um die gesetzlich zwingend vorgesehene Vertraulichkeit im angesprochenen Produkt zu gewährleisten.  Die im Produkt stattfindende Kommunikation (inkl. Austausch von Dokumenten) unterliegt der beruflichen Verschwiegenheit der Kund:innen der NTBS (Notar:innen).Eine weitere gesetzliche Anforderung an das hier gegenständliche Produkt ist die technische Unterstützung der Identitätsfeststellung der Parteien (natürliche Personen) der jeweiligen Amtshandlung bzw. der für eine Partei (juristische Person) handelnden natürlichen Personen (zB. Geschäftsführer) gemäß § 69b Abs. 2 Z 2 NO iVm § 36b Abs. 2 NO. Die Nutzung des E-ID-Systems im vorliegenden Produkt ist dabei Voraussetzung, da es sich bei diesem System um ein „gesetzlich vorgesehenes Verfahren“  handelt, mit dem aufgrund der nun verfügbaren Attribute „gesichert dieselben Informationen wie mit der Vorlage eines amtlichen Lichtbildausweises zur Verfügung gestellt wird“. Die Zurverfügungstellung folgender Attribute sind im Rahmen des E-ID-Systems für die Identitätsfeststellung notwendig (vgl § 36 Abs. 2 drittletzter Satz NO) und sohin für das Produkt „Datenraum Notare“ essentiell:  •



Die ANKÖ - Liste geeigneter Unternehmen (kurz LgU) des Auftragnehmerkatasters Öster

Authentifizierung im Kundenportal 
Online Befundauskunft
Verwendung in Kombination mit KYC- und/oder elektronischen Signatur-Lösungen von Na

Als BONUS Vorsorgekasse AG betreiben wir ein Kundenportal für die Kommunikation m
Registrierung, Login und Meldedaten Aktualisierung am Merkur Kundenportal und der
Legitimation des Benutzers bei Erstellung/Entsperrung seines Kontos
Mit der neuen Version des Service Providers werden die Attribute Staatsangehörigke

ID Austria wird als Login-Alternative auf A1.net angeboten, damit natürliche Person
Überprüfung von den anonymen E-ID Parametern "Alter über x Jahre" (x gleich 14/16/

Legitimierung von Kunden für das s Bausparkassen Kundenportal als Login. Die Kund

Legitimation des Benutzers bei Erstellung/Entsperrung seines Kontos

Als BONUS Pensionskasse betreiben wir ein Kundenportal für die Kommunikation mit u
Als Bundespensionskasse AG betreiben wir ein Kundenportal für die Kommunikation mi

Der Zweck der Verwendung der E-ID ist die Identifizierung von Nutzern unseres Gesu
Der Verwendungszweck besteht darin, dass sich eine Person mit der ID-Austria für die 
Der Zweck unseres Services, losgehts.at, besteht darin, privaten Personen, Unternehm
Dient der Authentifizierung unserer User am Valida Vorsorgeportal.

Authentifizierung von natürlichen Personen unter Zuhilfenahme der ID Austria für di
Das Service dient der Anmeldung von Besucherinnen und Besuchern beim Empfang des BRZ

Wir sind ein bei der FMA registriert Kontoinformationsdienst und bieten onboarding, 
Identifikation von Nutzern um das CRIF Ident Service unseren Kunden anbieten zu könn

ID Austria wird als Login-Alternative in der Mein A1 App angeboten, damit natürlich
Authentifizierung von Anwartschaftsberechtigten im Portal, als Alternative zur Registr
Authentifizierung für Kundenportal

Wir beabsichtigen ID Austria in unserer Online Onboarding Produktabschlussstrecke a

Kundenportal des Versicherers GRAWE. ID Austria dient zur eindeutigen Identifikation

Die NTBS entwickelt und betreibt die Register ÖZTR, ÖZVV und PatVR für die ÖGIZIN GmbH.Im Rahmen der Erweiterung der berechtigten Abfragenden im PatVR mit Wirksamkeit 15.01.2025 sind Gesundheitsdiensteanbieter, wie Krankenanstalten und niedergelassene Ärzte, nunmehr ebenfalls abfrageberechtigt. Auf Grund der Vertraulichkeit der Inhalte des PatVR ist der Zugriff nur mittels einer sicheren sowie persönlichen Authentifizierung zulässig und ist somit mittels ID Austria (Stand der Technik anzupassen und den Nutzer:innen einen einheitlichen Anmeldeprozess) umzusetzen.
Kundenidentifikation und -legitimation mittels ID Austria: In unseren Online Antragsstrecken (zB Kontoeröffnung) soll sich der Kunde zu Beginn der Antragsstrecke identifizieren (entspricht einer Registrierung/ einem Log-in) und in weiterer Folge legitimieren. Dabei sollen die verfügbaren Daten in die Antragsstrecke übernommen  werden (Basisattribute, Meldeadresse, Lichtbild, Ausweisdaten, weitere Personendaten…)
Eingangs wird festgehalten, dass auf den Verbesserungsauftrag (XFN-571837m/2057 /2758) vom 27.9.2024 auch mittels schriftlicher Eingabe an die E-Mail-Adresse BMI-III-A-5-a@bmi.gv.at geantwortet wird.1.
vorzunehmenden Beurteilung (Abs. 8) angemessen zu berücksichtigen und erforderlichenfalls zusätzliche geeignete und beweiskräftige Maßnahmen zu ergreifen, um die Identität der Partei verlässlich festzustellen und zu prüfen."Zwischenergebnis: Die über "FirmaDigital" angebotenen Leistungen sind idR mit einem auf eine bestimmte Dauer angelegten Auftragsverhältnis verknüpft. Die Identität des Mandanten ist daher vor Aufnahme des Auftrags festzustellen und zu prüfen. Die Identität einer Partei kann grundsätzlich mittels persönlicher Vorlage eines amtlichen Lichtbildausweises überprüft werden. Alternativ kann die Identitätsfeststellung mittels elektronischer Identifizierungsmittel erfolgen. Das E-ID-System ist als ein solches elektronisches Identifizierungsmittel zu qualifizieren. Da die Leistungen von "FirmaDigital" in einem ersten Schritt jedenfalls nur digital und automatisiert erbracht werden, ist eine Identitätsfeststellung mittels persönlicher Vorlage eines amtlichen Lichtbildausweises nicht möglich bzw. auch unter diesem Produktangebot nicht praktikabel. Folglich ist zu berücksichtigen, dass die über "FirmaDigital" angebotenen Rechtsberatungsleistungen Ferngeschäfte darstellen und somit zusätzliche geeignete und beweiskräftige Maßnahmen zu ergreifen sind, um die Identität der Partei verlässlich festzustellen und prüfen zu können. 1.3.1

Kundenidentifikation und -legitimation mittels ID Austria: In unseren Online Antragsstrecken (zB Kontoeröffnung) soll sich der Kunde zu Beginn der Antragsstrecke identifizieren (entspricht einer Registrierung/ einem Log-in) und in weiterer Folge legitimieren. Dabei sollen die verfügbaren Daten in die Antragsstrecke übernommen  werden (Basisattribute, Meldeadresse, Lichtbild, Ausweisdaten, weitere Personendaten…)
Identifikation der PersonFeststellen des Wohnorts der Person zur Ermittlung der Gebühr für das gemeindeeigene Altstoffsammelzentrum (Gemeindebewohner bekommen einen vergünstigten Zugang)

Diese Version des Service Providers dient als Grundlage für die Bachelorarbeit „Praktische Untersuchung der Integration von ID Austria als Identity Provider in private Anwendungen“ an der FH Hagenberg im Studiengang "Sichere Informationssysteme", Jahrgang 2022.Sie enthält alle grundlegenden Funktionen zur Authentifizierung von Nutzer:innen über die ID Austria und ermöglicht die prototypische Analyse technischer, rechtlicher und organisatorischer Aspekte.

Die sproof GmbH entwickelt einen digitalen Signatur-Workflow, der auch ein sicheres Verfahren zur Nutzeridentifikation integriert.Ziel ist es, insbesondere Banken über eine standardisierte Schnittstelle die Möglichkeit zu geben, Personen im Zuge einer digitalen Kontoeröffnung gemäß dem Online-IDV-Gesetz zu identifizieren und im selben Prozessschritt rechtsgültige elektronische Signaturen einzuholen.Hierfür ist eine Anmeldung mit einem hohen Vertrauensniveau (Level of Assurance "High" gemäß eIDAS-Verordnung) vorgesehen – beispielsweise mittels ID Austria.Für Nutzer, denen ID Austria nicht zur Verfügung steht, wird als alternative Lösung eine konforme Videoidentifikation angeboten.Die Anbindung an die ID Austria vereinfacht den Identifikations- und Signaturprozess erheblich und trägt so zu einer benutzerfreundlichen und sicheren Digitalisierung kritischer Prozesse bei.

Die Bitpanda GmbH hat als Verpflichteter, laut FM-GWG §6 (2) sowie dem Rundschreiben 01/2022 Sorgfaltspflichten unter Punkt 4.1, den Auftrag ausreichend Informationen zur Identität ihrer Kunden und deren wirtschaftlich Berechtigten einzuholen.Die Bitpanda GmbH ist eine führende europäische Handelsplattform für digitale Assets, welche bereits verschiedene elektronische Identifikationssysteme nutzt, um die Identität ihrer Nutzenden sicher und gesetzeskonform zu verifizieren. Durch die Integration der ID Austria in ihren Verifizierungsprozess kann Bitpanda die Identität von Nutzerinnen und Nutzern, die über eine ID Austria verfügen, effizient und sicher überprüfen. Der KYC-Prozess wird für beide Seiten vereinfacht.Ermöglicht wird zudem eine schnelle und gesetzeskonforme Kundenidentifikation im Einklang mit den Anforderungen zur Bekämpfung von Geldwäsche (AML) und Terrorismusfinanzierung.Bitpanda würde sich freuen im „Ökosystem ID Austria“ ein weiteres Einsatzfeld zu werden.Wir sind davon überzeugt, dass die Einbindung der ID Austria unser Onboarding-Angebot vereinfachen, beschleunigen und verständlicher machen wird. Kunden werden für ihre Verifizierung die Möglichkeit erhalten ID Austria zu verwenden, um sich gegenüber Bitpanda zu legitimieren.Bitpanda wiederum wird die Daten zur Verifizierung nach dem FM-GWG verwenden. Dies reduziert den Aufwand für Kunden und für Bitpanda.
Die Nutzung des E-ID-Systems dient ausschließlich der Bereitstellung und Verbesserung des Login-Prozesses unseres Kundenportals unter stefanlew.com, konkret für den Login zu Funktionen des Auftrags- und Angebotsmanagements, des Zugriffs auf Rechnungen und Fakturierungsdaten sowie der Projektadministration. Im Einzelnen verfolgen wir damit folgende Zwecke:    Ermöglichen eines eindeutig identitätsgeprüften Zugangs zu unserem Kundenportal als sicheren Ersatz für herkömmliche Login-Verfahren (z. B. Passwörter). Dies dient der Betrugsprävention, dem Schutz sensibler Kundendaten sowie kritischer Administrationsfunktionen. Eine Nutzung der Login-Funktionalität durch oder für Drittanbieter findet nicht statt.    Automatisierte Übertragung von Namen und Adresse des Kunden in unser internes Rechnungs- und CRM-System nach erfolgreicher Authentifizierung zur Generierung personalisierter Rechnungen und Vermeidung manueller Dateneingaben. Diese Synchronisation dient ausschließlich der internen Prozessoptimierung.

signteq.io (signteq GmbH) ist ein digitaler Signatur- sowie Legitimationsanbieter aus Österreich und bietet (vor allem) für stark regulierte Unternehmen (Banken, Versicherungen, etc.) FM-GwG konforme Digitale-Legitimationsverfahren ("Autoident") an. In diesen Verfahren bieten wir den End-Usern auch die Möglichkeit an, sich mit Staatlichen IDs zu identifizieren um unseren eigenen Prozess zu überspringen. Bis dato hatten wir hier eine direkt "Handy-Signatur"-Anbindung im Einsatz. 

Registrierung und Login (Verifizierung der Identität) von Eltern für die Privatschule Wahlnuss-Schule in Edling (https://wahlnuss-schule.at).Wenn Eltern ihre Kinder an der Wahlnuss-Schule in Edling anmelden wollen, ist die Schule gesetzlich verpflichtet gewisse Daten an die Bildungsdirektion zu melden. Dafür prüft die Schule natürlich die Daten genau, um keine falschen Daten zu übermitteln.ID Austria soll dabei helfen, sowohl bei Registrierung, als auch bei späterer Prüfung sicherstellen zu können, dass die erfassten Daten in der Wahlnuss-Schule keine Tippfehler oder bewusste Falschdaten enthalten.Weiters soll Eltern auch die Möglichkeit haben sich mit ID Austria einloggen zu können, um kein extra Passwort zu benötigen.Hintergrund: Eltern benutzen die Team Wahlnuss Plattform (ähnlich Sokrates, aber speziell für die die Privatschule Wahlnuss-Schule als Ergänzung zu Sokrates - https://www.sokrates-bund.at) zur Kommunikation mit der Schule, sowie um Krankmeldungen hochzuladen und wichtige interne Schulinformationen zu lesen.

Wird zum Abgleich der Daten (Vorname, Nachname, Geburtsdatum) im Registrierungsprozess des Kundenportals der NV verwendet. Dazu wird nach dem Login mittels ID Austria verglichen ob die Daten (Name, Geb.Datum) mit den Daten des Kunden auf der gewünschten Polizze übereinstimmen. Sollte das nicht der Fall sein, wird der Registrierungsprozess über den Postweg weitergeführt. Sollten die Daten übereinstimmen, kann das Konto direkt aktiviert werden.

Identifikation von Endkunden im Zusammenhang mit Telekommunikationsdiensten, beispielsweise aufgrund der Identifikationsverordnung oder für den Zugang zu persönlichen Bereichen. Außerdem werden digitale Unterschriften z.B. für Vertragsthemen ermöglicht.

Login der Elterndaten der Wahlnuss-Schule.Login (Verifizierung der Identität) von Eltern für die Privatschule Wahlnuss-Schule in Edling (https://wahlnuss-schule.at).ID Austria soll dabei helfen, dass sich die Eltern einfach einloggen können ohne Passwort und ohne E-Mail-Adresse.
Registrierung (Verifizierung der Identität) von Eltern für die Privatschule Wahlnuss-Schule in Edling (https://wahlnuss-schule.at).Wenn Eltern ihre Kinder an der Wahlnuss-Schule in Edling anmelden wollen, ist die Schule gesetzlich verpflichtet gewisse Daten an die Bildungsdirektion zu melden. Dafür prüft die Schule natürlich die Daten genau, um keine falschen Daten zu übermitteln.ID Austria soll dabei helfen, sowohl bei Registrierung, als auch bei späterer Prüfung sicherstellen zu können, dass die erfassten Daten in der Wahlnuss-Schule keine Tippfehler oder bewusste Falschdaten enthalten.Hintergrund: Eltern benutzen die Team Wahlnuss Plattform (ähnlich Sokrates, aber speziell für die die Privatschule Wahlnuss-Schule als Ergänzung zu Sokrates - https://www.sokrates-bund.at) zur Kommunikation mit der Schule, sowie um Krankmeldungen hochzuladen und wichtige interne Schulinformationen zu lesen.
Der Service Provider soll zur Registrierung von Wertkartenkunden zum Einsatz kommen. Seit 1.1.2019 müssen in Österreich alle Wertkartenkunden durch die Erfassung von Name/Geburtsdatum identifiziert werden bevor eine SIM-Karte aktiviert werden darf. "ID Austria" soll als zusätzliche Identifikationsmethode für "Raiffeisen Mobil" angeboten werden und zur Erfassung von Name/Geburtsdatum verwendet werden.Informationen zur Wertkartenregistrierung: https://www.rtr.at/TKP/was_wir_tun/telekommunikation/konsumentenservice/information/informationen_fuer_konsumenten/Wertkartenregistrierung.de.htmlRechtliche Grundlage:https://www.ris.bka.gv.at/GeltendeFassung.wxe?Abfrage=Bundesnormen&Gesetzesnummer=20010545Abfrage=Bundesnormen&Gesetzesnummer=20011678&Artikel=&Paragraf=166&Anlage=&Uebergangsrecht= (§166 Absatz 2 TKG 2021)
Nutzer können sich auf Homevote registrieren und verwenden dabei die ID Austria, um ihre Identität zu verifizieren.Dies schafft Rechtssicherheit für die von Homevote angebotenen Dienstleistungen.
Die sproof GmbH entwickelt einen digitalen Signatur-Workflow, der auch ein sicheres Verfahren zur Nutzeridentifikation integriert.Ziel ist es, insbesondere Banken über eine standardisierte Schnittstelle die Möglichkeit zu geben, Personen im Zuge einer digitalen Kontoeröffnung gemäß dem Online-IDV-Gesetz zu identifizieren und im selben Prozessschritt rechtsgültige elektronische Signaturen einzuholen.Hierfür ist eine Anmeldung mit einem hohen Vertrauensniveau (Level of Assurance "High" gemäß eIDAS-Verordnung) vorgesehen – beispielsweise mittels ID Austria.Für Nutzer, denen ID Austria nicht zur Verfügung steht, wird als alternative Lösung eine konforme Videoidentifikation angeboten.Die Anbindung an die ID Austria vereinfacht den Identifikations- und Signaturprozess erheblich und trägt so zu einer benutzerfreundlichen und sicheren Digitalisierung kritischer Prozesse bei.

UNIQA betreibt für ihre Kund:innen ein Kundenportal namens myUNIQA, welches sowohl in einer Webversion über den Browser (www.myuniqa.at) als auch am Mobiltelefon über eine App (Android und iOS, Links siehe unten) verfügbar ist. Kund:innen können in diesem Kundenportal ihre Versicherungsverträge einsehen, Nachrichten erhalten, Schäden melden, Arztrechnungen einreichen, etc. ID Austria möchten wir dazu verwenden, um Kunden im nicht-authentifizierten Bereich sicher zu identifizieren. Use Case Registrierung: Im Zuge der Registrierung wollen wir die vom Kunden eingegeben Daten gegen die von ID Austria gelieferten Daten (Vorname, Nachname, Geburtsdatum, PLZ) abgleichen, um die Identität des registrierenden Users sicherzustellen.Passwort vergessen:Wir möchten im Zuge des Prozesses der Passwortzurücksetzung, sofern Kund:innen ihr Passwort vergessen haben, sicherstellen, dass der registrierte User, für den die Passwortzurücksetzung angefragt wird, auch wirklich die Person ist, die die Zurücksetzung des Passworts anfordert. Für diese Prüfung möchten wir, wie auch bei der Registrierung, Vorname, Nachname, Geburtsdatum, PLZ gegen die vorhandenen Daten abgleichen.Login:Wir möchten Kund:innen die zusätzliche Möglichkeit bieten, sich über ID Austria in myUNIQA einzuloggen (statt derzeit mit Username/Passwort).Apple Store: https://apps.apple.com/at/app/myuniqa-%C3%B6sterreich/id6443941291Android Store: https://play.google.com/store/apps/details?id=at.uniqa.myuniqa.ionic

Aktuell bieten wir Neukunden die Möglichkeit ein Konto Online über die BankAustria-Homepage mittels Video-Ident-Verfahren (via IDnow) zu eröffnen. Künftig möchten wir dem Kunden für die Identifikation neben dem Video-Ident-Verfahren auch die Möglichkeit mittels ID Austria anbieten. Daher benötigen wir die Akkreditierung um im Online-Eröffnungsprozess die Möglichkeit einer Anmeldung mittels ID Austria dem Kunden anzubieten um in weiterer Folge sämtliche Ausweisdaten vom Kunden zu erhalten um ein korrektes Kundenonboarding gemäß FMGWG zu gewährleisten.
Die sproof GmbH entwickelt einen digitalen Signatur-Workflow, der auch ein sicheres Verfahren zur Nutzeridentifikation integriert.Ziel ist es, insbesondere Banken über eine standardisierte Schnittstelle die Möglichkeit zu geben, Personen im Zuge einer digitalen Kontoeröffnung gemäß dem Online-IDV-Gesetz zu identifizieren und im selben Prozessschritt rechtsgültige elektronische Signaturen einzuholen. Hierfür ist eine Anmeldung mit einem hohen Vertrauensniveau (Level of Assurance "High" gemäß eIDAS-Verordnung) vorgesehen – beispielsweise mittels ID Austria. Ergänzend möchten wir — gemäß dem Prinzip der Datensparsamkeit — nur so wenige personenbezogene Daten wie unbedingt erforderlich verarbeiten. Daher wird zusätzlich ein Zugang mit einem niedrigeren Vertrauensniveau (Level of Assurance „Low“) bereitgestellt, bei dem ausschließlich Vor- und Nachname bzw. eine Altersverifikation abgefragt werden.Für Nutzer, denen ID Austria nicht zur Verfügung steht, wird als alternative Lösung eine konforme Videoidentifikation angeboten.Die Anbindung an die ID Austria vereinfacht den Identifikations- und Signaturprozess erheblich und trägt so zu einer benutzerfreundlichen und sicheren Digitalisierung kritischer Prozesse bei.
Die sproof GmbH entwickelt einen digitalen Signatur-Workflow, der auch ein sicheres Verfahren zur Nutzeridentifikation integriert.Ziel ist es, insbesondere Banken über eine standardisierte Schnittstelle die Möglichkeit zu geben, Personen im Zuge einer digitalen Kontoeröffnung gemäß dem Online-IDV-Gesetz zu identifizieren und im selben Prozessschritt rechtsgültige elektronische Signaturen einzuholen. Hierfür ist eine Anmeldung mit einem hohen Vertrauensniveau (Level of Assurance "High" gemäß eIDAS-Verordnung) vorgesehen – beispielsweise mittels ID Austria. Ergänzend möchten wir — gemäß dem Prinzip der Datensparsamkeit — nur so wenige personenbezogene Daten wie unbedingt erforderlich verarbeiten. Daher wird zusätzlich ein Zugang mit einem niedrigeren Vertrauensniveau (Level of Assurance „Low“) bereitgestellt, bei dem ausschließlich Vor- und Nachname bzw. eine Altersverifikation abgefragt werden.Für Nutzer, denen ID Austria nicht zur Verfügung steht, wird als alternative Lösung eine konforme Videoidentifikation angeboten.Die Anbindung an die ID Austria vereinfacht den Identifikations- und Signaturprozess erheblich und trägt so zu einer benutzerfreundlichen und sicheren Digitalisierung kritischer Prozesse bei.

Digitale Lösung zur sicheren Identifizierung und Authentifizierung auf Basis von ID Austria. Unser Service ermöglicht es, Personen nicht nur einmalig im Laufe eines Onboarding-Prozesses zu registrieren, sondern auch wiederkehrend zu authentifizieren. Dies gewährleistet eine verlässliche Verifikation ihrer Identität. Die Identitätsdaten können durch Verfahren wie Gesichtsvergleich (Selfie-Check) und Liveness-Prüfungen ergänzt werden.Die Verarbeitung der Daten erfolgt gemäß den Bestimmungen des österreichischen E-Government-Gesetzes (E-GovG) und der DSGVO und erfüllt höchste Sicherheitsstandards.Unser Service integriert sich nahtlos in bestehende Systeme, unterstützt sichere digitale Prozesse und bietet eine benutzerfreundliche, vertrauenswürdige Lösung für Unternehmen und ihre Kunden.



Identifizierung und Authentifizierung von Benutzern von Dienstleistungen einer Dat

Zweck der Datenverarbeitung ist die FM-GwG konforme Legitimierung des Betroffenen 
Zur Effizienzsteigerung und Vertrauensbildung beim Datenaustausch zwischen unterschie

Kundenidentifikation & Legitimation durch ID Austria für den Prozess zur Online-Ko
Die Wiener Städtische Versicherung / Donau Versicherung betreiben für ihre Versiche
Die Wiener Städtische Versicherung / Donau Versicherung betreiben für ihre Versiche

Registrierung/Login für den Briefbutler für die einfache Elektronische Zustellung

Der Service Provider dient zum Altersnachweis beim Erwerb von altersbeschränkten Pr

Der geplante Service „Cursorconsult User Identification“ dient ausschließlich der Authentifizierung von Benutzerinnen und Benutzern mittels ID-Austria für Webanwendungen, die von Cursorconsult entwickelt oder betrieben werden.Der geplante Einsatzbereich umfasst sowohl:- eigene Cursorconsult-Webanwendungen, als auch- Webanwendungen von künftigen Kunden, in die dieser Login-Mechanismus technisch integriert werden kann.Zweck ist die sichere und eindeutige Anmeldung von Personen ohne Speicherung oder Weiterverarbeitung der übermittelten Identitätsdaten.Bei der Anmeldung werden ausschließlich folgende Daten vom ID-Austria-System abgefragt:- Vorname,- Nachname,- Geburtsdatum.Diese Daten werden nur zur einmaligen Authentifizierung und zur Zuordnung eines Benutzerkontos verwendet. Es erfolgt keine Speicherung, Profilbildung oder Weitergabe über den Authentifizierungsvorgang hinaus.Die Nutzung des E-ID-Systems verfolgt damit ausschließlich den Zweck der Identitätsfeststellung und Zugangssicherung in Webanwendungen, nicht aber die Verarbeitung oder Auswertung personenbezogener Daten.Eine Weitergabe personenbezogener Daten an Dritte im Sinne des Art. 4 Z 10 DSGVO erfolgt nicht. Cursorconsult e.U. agiert als technischer Dienstleister und bleibt für die ID-Austria-Schnittstelle Verantwortlicher gemäß Art. 4 Z 7 DSGVO, soweit es sich um eigene Systeme handelt.Im Fall künftiger Kundenprojekte erfolgt die Integration der ID-Austria-Authentifizierung im Auftrag des jeweiligen Kunden (Verantwortlicher), wobei Cursorconsult e.U. als Auftragsverarbeiter gemäß Art. 28 DSGVO handelt. Auch in diesen Fällen findet keine unzulässige Weiterleitung oder zusätzliche Verarbeitung personenbezogener Daten statt.Es werden ausschließlich die oben genannten minimalen Authentifizierungsdaten verarbeitet, und diese verbleiben im System des Verantwortlichen.
Für die Gewerkschaftswahl der younion Wien sowie die Personalvertretungswahlen der Stadt Wien (werden von der younion im Auftrag der Stadt Wien durchgeführt) soll für die Wahlen in den Jahren 2028 und 2029 für rd. 100.000 Wahlberechtigte ein Online-Portal entwickelt werden, über das auch ein Wahlkartenantrag gestellt werden kann. Diesen Wahlkartenantrag wird es in einer klassischen "Offline-Variante"  geben (Download, Ausdruck, Ausfüllen und Rücksenden eines Papier-Formulars), aber auch in einer Online-Variante. Dabei füllt der Wahlberechtigte online ein Formular aus und muss den Antrag vor der Übermittlung an das Wahlbüro noch mit der ID Austria signieren. Bei der Online-Variante ist es für das Wahlbüro essentiell zu erkennen, wer den Antrag für sich gestellt hat. Über Vor-, Zuname und Geburtsdatum ist für das Wahlbüro relativ einfach, die Person zu identifizieren und einen entsprechenden Wahlkartenantrag in der (von ELECT erstellten) Wahlsoftware zu erfassen. Durch  die Verwendung der via ID Austria im Claim bereitgestellten Daten werden *keine* zusätzlichen  personenbezogenen Daten in der Wahlsoftware gespeichert, da durch die Wahlordnung bereits festgelegt ist, dass der Dienstgeber diese Daten (inkl. auch Wohnadresse) dem Wahlbüro zur Verfügung stellen muss. 

American Express Europe S.A. - Austrian Branch (AEESA-AT), ist eine Zweigniederlassung der American Express Europe S.A. (AEESA) mit Sitz in Madrid, einer Aktiengesellschaft (Sociedad Anónima) nach spanischem Recht. AEESA-AT betreibt das „Kreditkartengeschäft“ in Österreich durch die Herausgabe von Charge-Karten an Verbraucher und kleinere Unternehmen. Als Zweigniederlassung eines Zahlungsinstituts ist die AEESA-AT ein Verpflichteter nach den Bestimmungen des § 2 Nr. 2 lit. h) FM-GwG. Gemäß § 6 Abs. 1 Nr. 1 FM-GWG zählt zu den von den Verpflichteten zu erfüllenden kundebezogenen Sorgfaltspflichten die Feststellung und Überprüfung der Identität des Kunden auf der Grundlage von Dokumenten, Daten oder Informationen, die von einer glaubwürdigen und unabhängigen Quelle stammen, einschließlich elektronischer Mittel für die Identitätsfeststellung und einschlägiger Vertrauensdienste gemäß der Verordnung (EU) Nr. 910/2014 (eIDAS Verordnung ) und anderer sicherer Verfahren zur Identifizierung aus der Ferne oder auf elektronischem Weg.Gemäß § 6 Abs. 2 Nr. 1 FM-GwG erfolgt die Überprüfung der Identität von natürlichen Personen anhand der Vorlage eines amtliches Lichtbildausweises. Im Ferngeschäft kann die Vorlage eines amtlichen Lichtbildausweises durch angemessene Sicherungsmaßnahmen ersetzt werden (§ 6 Abs. 4 FM-GwG). Als Sicherungsmaßnahm ist u.a.  eine qualifizierte elektronische Signatur gem. der eIDAS Verordnung zulässig. Bei der ID Austria mit Vollfunktion handelt es sich um eine qualifizierte elektronische Signatur (QeS) gem. der eIDAS Verordnung. ID Austria wurde der Europäischen Kommission als eine die Voraussetzungen der eIDAS Verordnung erfüllende qualifizierte elektronische Signatur angezeigt, und weist ein Sicherheitsniveau von „Hoch“ gemäß Art. 8 eIDAS Verordnung auf. AEESA-AT beantragt die Nutzung des E-ID-Systems, um den oben genannten Anforderungen Rechnung zu tragen, und die Identität ihrer Vertragspartner mit Hilfe der ID Austria gem. § 6 Abs. 2 Nr. 1 FM-GwG zu überprüfen. 

Der Service Provider dient der Durchführung einer zuverlässigen Altersverifikation im Checkout-Prozess des Webshops ‚DoNovus‘ (Verantwortlicher: David Dorfmeister).Konkreter Zweck: Einhaltung der gesetzlichen Jugendschutzbestimmungen beim Online-Verkauf von altersbeschränkten Waren.Ablauf: Im Zuge der Bestellung authentifiziert sich der Kunde mittels ID Austria. Die übermittelten Daten (Vorname, Nachname, Geburtsdatum) werden vom Service Provider automatisiert verarbeitet, um das Erreichen des erforderlichen Mindestalters zu prüfen. Das Ergebnis dieser Prüfung (Erfolg/Misserfolg) wird an das Shopsystem übermittelt, um den Kaufvertrag freizugeben oder abzulehnen. Die Verarbeitung erfolgt im Rahmen eines Auftragsverarbeitungsverhältnisses.

Der Bedarf entsteht hauptsächlich durch den Wunsch nach einer sicheren Anmeldemethode und klaren Identitätszuweisung bei den Eltern Accounts der Administrationsanwendung.Nachdem FRIDA in Tirol nun ID Austria Verlangt macht es für uns als nächsten Schritt auch Sinn darauf aufzubauen wenn alle Eltern das ohnehin schon haben 



Begründung
Familienname und Vorname zur Identifikation; Geburtsdatum zu statistischen Zwecke

Familienname und Vorname zur Identifikation; Geburtsdatum zu statistischen Zwecke
Die Attribute Kopfbild, Vor- und Nachname, Geschlecht, Geburtsdatum (Volljährigkei
Identifizierung der verwendenden natürlichen Personen und Abgleich mit den Daten, 
Minimale Personendaten um einen Benutzer im System anzulegen und die Daten beim
Es soll eine Anmeldung mit Klarnamen in ein Forum / eine Kommunikationsplattform 

Geburtsdatum, Vorname und Familienname zur Identifikation bzw. Anrede der User

Familienname und Vorname werden verwendet um einen entsprechenden Benutzer au

§6 Abs 1a der Führerscheingesetz Durchführungsverordnung (FSG-DV) : ... eine Identi
Identifikation der Person
Zur eindeutigen Identifizierung von Tierärzten am AHDS notwendig.
Minimale Personendaten um einen Benutzer im System anzulegen, Land zur Auswahl-Ei
Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti
Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti
Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti

Vorname, Nachname und Geburtsdatum werden für die eindeutige Authentifizierung von

Vorname, Nachname und Geburtsdatum werden für die eindeutige Authentifizierung von
Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benöti

Identifikation der Personen

Als VDA für die Ausstellung qualifizierter Signaturzertifikate muss primesign in der 
Als VDA für die Ausstellung qualifizierter Signaturzertifikate muss primesign in der 
Vorname, Nachname und Geburtsdatum werden für die eindeutige Authentifizierung von
Mit den Attributen Vorname, Nachname und Geburtsdatum wird die Identität mit der 
Identifikation der/des Benutzer/in mit dem Vor- und Nachnamen zur Anlegung einer I

Das Geburtsdatum ermöglich uns Inhalte auf online Medien freizuschalten und somit
Wir müssen die Identifikation der Person überprüfen und einen Abgleich mit der Wäh
Als VDA für die Ausstellung qualifizierter Signaturzertifikate muss primesign in der 

Zweck der Identifikation der Person
Identifikation der Kunden um das Einloggen der Kundinnen mittels ID Austria zu ermög

Familienname => um die Person anzuredenVorname => um die Person anzuredenGeburtsdatum => für statistische Auswertungen
Die Verifizierung von Personendaten über das Patientenportal ist für Ärzte wichtig, da diese laut Gesundheitstelematikgesetz sicher stellen müssen, dass der Patient wirklich der ist, der er vorgibt zu sein. Über die Validierung von Vorname, Nachname und Geburtsdatum, können wir die Ärzte dabei unterstützen.
Familienname => um die Person anzuredenVorname => um die Person anzuredenGeburtsdatum => für statistische Auswertungen

• Vorname, Familienname und Geburtsdatum wird benötigt um im Unternehmens-Banking-Portal die Vertretungsbefugnis von natürlichen Personen für Unternehmen auf Basis des österreichischen Firmenbuchs ermitteln zu können.•

Vorname, Nachname -> Damit wir den Benutzer in der App mit seinem Namen Ansprechen könnenAusstellungsland --> Ländergebundene Funktionen. z.B. darf ein Benutzer aus DE keine FinanzApp in ConnectOS verwendenID Austria Level --> je nach Level unterschiedliche ZugriffsbereicheSignatur Zertifikat --> zu Validierung

Vorname: Zur Identifikation der Person.Familienname: Zur Identifikation der Person.Geburtsdatum: Zur Identifikation der Person.Signatur Zertifikat: Zur Signierung von PDFs.

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benötigt.bPK-Bereich wird benötigt, um ein Benutzerkonto mit dem eindeutigen bPK auszustatten.

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benötigt.bPK-Bereich wird benötigt, um ein Benutzerkonto mit dem eindeutigen bPK auszustatten.

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benötigt.bPK-Bereich wird benötigt, um ein Benutzerkonto mit dem eindeutigen bPK auszustatten.

Vorname: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu könnenNachname: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu könnenGeburtsdatum: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu können (Vorbeugung Namensgleichheiten)bPK-Bereich: für die eindeutige Verknüpfung zwischen Post Online Account und ID-Austria. Use Case: Ermöglichung Login über ID-Austria um auf den Verknüpften Post Online Account zugreifen zu können.

Vorname, Nachnahme, Geburtsdatum werden für die Authentifizierungszwecke benötigt.bPK-Bereich wird benötigt, um ein Benutzerkonto mit dem eindeutigen bPK auszustatten.

Vorname, Familienname und Geburtsdatum werden zur internen Benutzerverwaltung benötigt.Ausstellung wird zur Unterscheidung von eIDAS Identitäten benötigtbPK Bereich wird zur internen Validierung benötigtID Austria Level wird zur Serviceoptimierung benötigtDas Signaturzertifikat wird für die Umsetzung eines nachgelagerten Signaturerstellungsservices benötigt
Vorname: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu könnenNachname: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu könnenGeburtsdatum: für die Identifikationsfeststellung um identifizierungspflichtige Post Online Services nutzen zu können (Vorbeugung Namensgleichheiten)bPK-Bereich: für die eindeutige Verknüpfung zwischen Post Online Account und ID-Austria. Use Case: Ermöglichung Login über ID-Austria um auf den Verknüpften Post Online Account zugreifen zu können.
Vornamen, Familiennamen und Geburtsdatum werden zum  Zweck der Identifikation der Person benötigt.bPK-Bereich wird benötigt, um die natürliche Person eindeutig zu identifizieren.ID Austria Level wird benötigt, da das Single Sign On in von A-Trust betriebene webbasierte Datenanwendungen  aus Sicherheitsgründen ausschließlich mittels qualifizierter Signatur vorgesehen ist.Signatur Zertifikat wird benötigt, um die Zuordnung des im Rahmen des A-Trust Kontos zur Verfügung zu stellenden Signaturvertrages  zum Zertifikat zu gewährleisten.
 Vornamen, Familiennamen und Geburtsdatum wird benötigt zur Identifikation der PersonAustellungsland und bPK-Bereich wird benötigt um den Benutzer eindeutig mit der WählerInnenliste der ÖH abzugleichen

Die Österreichischen Ärzte nutzen das Portal zur Abfrage des Mitgliederverzeichnisses der ÖAK und erhalten dazu ihre persönlichen Daten / Zuordnungen.Zugriff erhalten alle in Österreich aktiven und registrierten Ärzte

Grundlage für die Beantragung der Akkreditierung ist vollinhaltlich die Abdeckung von rechtlichen Anforderungen aus der eIDAS-VO (Verordnung (EU) Nr. 910/2014). Diese gibt den rechtlichen Rahmen für elektronische Unterschriften im EU-Raum vor, wobei wir  nachfolgend für jedes Datum die Gründe sowohl für die Erfassung der1)
Für “Hauptwohnsitz: Meldeadresse wurde aktuell “nein” gewählt, da es in der bisherigen akkreditieren Version hier zu einem Fehler kommt. Dies wird zwecks Vorteile bei der eindeutigen Identifizierung des Unterzeichners ev. in einem weiteren Schritt nachgeholt.Für die Ausstellung von qualifizierten Zertifikaten ist entsprechend dem eingangs erwähnten Operative Manual wie dargelegt neben dem Identifikationsnummer zuordnenden Landes auch ein ein “Identifikationsdokument-ausstellendes Land” zu erheben. Zu diesem Zweck beabsichtigen wir auch in diesem Anwendungsfall die Verwendung des Hauptwohnsitz-Landes aus der “Hauptwohnsitz-Postanschrift”. Die Hauptwohnsitz-Postanschrift ist die einzige Option innerhalb der bereitgestellten Rubriken, welches die Hauptwohnsitz-Postanschrift beinhaltet. Für den Anwendungsfall “Sicherstellen der Identifizierbarkeit für die fortgeschrittene elektronische Unterschrift”, der bereits eingangs auch näher beschrieben wurde, werden die aus der Hauptwohnsitz-Postanschrift ermittelten Adressdaten in Verbindung mit dem eindeutigen bereichsspezifischen Personenkürzel für den eigenen Bereich (notwendig zur Identifizierbarkeit, zB falls mehrere Personen mit gleichem Namen an selber Anschrift gemeldet sind) erfasst, um diese rechtliche Anforderung abzudecken.Für“Hauptwohnsitz: Gemeindedaten” wurde „nein“ gewählt, da diese für den Einsatzzweck nicht notwendig sind.Weiterführende Quellen:Operating Manual Certificate Policy & Certificate Practice Statement for Certification and Time Stamping Services - gelistet auf https://support.namirial.com/en/docs/docs-tsp-qualified-signature-timestamp/ als “Certification Practice Statement and Certificate Policy” und direkt abrufbar unter https://support.namirial.com/download/9/certification-practice-statement-and-policies/2328/certification-practice-statement-and-certificate-policy.pdf Disposable Signature Certificates Operating Manual Addendum - gelistet auf https://support.namirial.com/en/docs/docs-tsp-qualified-signature-timestamp/ als “Practice Statement Addendum - Disposable Signature Certificates” und direkt abrufbar unter https://support.namirial.com/download/9/certification-practice-statement-and-policies/2343/practice-statement-addendum-disposable-signature-certificates.pdf eIDAS-VO - https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32014R0910

Identifikation der Person & Vorführung der technischen Möglichkeiten und AttributeGrundsätzlich sollen in der Demo Applikation alle zur Zeit möglichen Daten abgerufen werden können, um den vollen Umfang der ID Austria herzeigen zu können.Eine Einschränkung wäre für die beabsichtigen Demonstrationszwecke nicht nur ungünstig, sondern würde auch die Anwendungszwecke limitieren.



Vor & Nachname für Überprüfung der eingeloggten Prüfaufsicht
Identifikation der Person
Identifikation der Kunden um das Einloggen der Kundinnen mittels ID Austria zu ermög
Attribute sind für die Identifizierung des Berechtigten notwendig.
Identifikation der Person durch Vergleich mit der Mitgliederdatenbank

Vornamen, Familiennamen und bPK für die Identifikation

Die Wbpk wird benötigt um das Matching zwischen Login und User zu gewährleisten
Die WBPK wird benötigt um den Account mit der austgestelleten wbpk mit dem Login 
Vorname + Nachname +  Geburtsdatum sind benötigt um die Atthentifzierung zu loggin

 personalisierte Angabe von Daten (Vorname, Nachname, Geburtsdatum) auf Digitalem

Die ausgewählten Attribute werden von den einzelnen Services der e-Health Bereiche 
Die WBPK wird benötigt um den Account mit der austgestelleten wbpk mit dem Login 

Wir benötigen Vorname, Familienname und Geburtsdatum zwecks eindeutiger Identifi

Vorname, Familienname, Geburtsdatum: Registrierung von Wertkartenkunden laut Ide
Identifikation der Person im Microsoft B2C-Tenant und damit Zuordnung zum jeweili
Identifikation der Person im Microsoft B2C-Tenant und damit Zuordnung zum jeweili

Bei der Ausstellung eines qualifizierten Siegels muss neben der Identität der antrag

Vorname und Familienname wird für die Identifikation der Person benötigt.
Vorname und Familiennamen benötigen wir für die Identifikation der Person

Vornamen, Familiennamen, Geburtsdatum und Ausstellungsland werden für die Legitimie

Mit Hilfe der Zulassungsscheindaten können Kundenanfragen bearbeitet / Kostenvoran

Über die E-ID-Schnittstelle sollen die Attribute des MDS abgerufen werden. Dadurch
Vorname/Familienname um die Person ansprechen/identifizieren zu können. \nbPK-Ber

Sehr geehrte Damen und Herren,wir möchten Ihnen hiermit erläutern, warum wir das aktuelle Foto (IDR) für unseren Service benötigen. Das aktuelle Foto wirdbenötigt, um eine zuverlässige Authentifizierung der Person sowohl beim Ticketkauf in unserer App als auch vor Ort beiVeranstaltungen zu gewährleisten.Unsere App bietet Benutzern die Möglichkeit, Tickets für verschiedene Veranstaltungen zu erwerben. Durch die Erfassung einesaktuellen Fotos während des Registrierungsprozesses stellen wir sicher, dass die Person, die das Ticket erwirbt, mit der auf der IDhinterlegten Person übereinstimmt. Dies dient dem Schutz unserer Benutzer vor betrügerischen Aktivitäten und dem Missbrauch vonTickets.Bei der Veranstaltung selbst wird das aktuelle Foto (IDR) benötigt, um eine reibungslose und effiziente Überprüfung der Identität derPerson vor Ort zu ermöglichen. Dies gewährleistet, dass nur die tatsächlichen Ticketinhaber Zugang zur Veranstaltung erhalten underhöht die Sicherheit für alle Teilnehmer.Wir legen großen Wert auf den Schutz der Privatsphäre unserer Benutzer. Das aktuelle Foto (IDR) wird ausschließlich fürAuthentifizierungszwecke verwendet und gemäß den geltenden Datenschutzbestimmungen behandelt. Es wird nicht an Dritteweitergegeben oder für andere Zwecke als die Identitätsüberprüfung verwendet.Wir bedanken uns für Ihr Verständnis und Ihre Unterstützung bei der Umsetzung dieser Sicherheitsmaßnahme. Sollten Sie weitereFragen oder Bedenken haben, stehen wir Ihnen gerne zur Verfügung.
Im Zuge eines EU Forschungsprojekt soll eine staatlich ausgestellte Identität für das Absetzen eines Notrufes verwendet werden - Details: https://trustchain.ngi.eu/im4dec/Vorname, Familienname, Geburtsdatum: Identifikation der PersonAusstellungsland: das Service soll nur für in Österreich ausgestellte Identitäten angeboten werdenSignaturzertifikat: Nachweis der Identitätsfeststellung zum Zeitpunkt des ServiceaufrufsHauptwohnsitz: Adresse im Falle der missbräuchlichen Verwendung des Notrufs
Vorname: Wird als erster Paramater zur Authentifizierung des Kunden benötigtFamilienname: Wird als zweiter Paramater zur Authentifizierung des Kunden benötigtGeburtsdatum: Wird als dritter Paramater zur Authentifizierung des Kunden benötigtbPK-Bereich: Wird als vierter Parameter zur Authentifizierung des Kunden benötigt
Vorname - Zweck der Identifikation der PersonNachname - Zweck der Identifikation der PersonGeburtsdatum - Zweck der Identifikation der PersonAusstellungsland - Zweck Bestimmung der HerkunftbPK - Zur Authentifizierung im persönlichen BereichID Austria Level - um EU konforme eIDAS Identifikationen durchführen zu können und festzustellen welche weiterführenden Features verfügbar sind.
Vorname, Nachname, Geburtsdatum: Zur eindeutigen Identifikation der Person sowie zur Generierung von Vertragstexten in weitere Folge.Ausstellungsland: Zur Entscheidung welche Rechtsgrundlage für die Zusammenarbeit notwendig ist (z.B. deutsches oder österreichisches Recht).bPK Bereich: Zur Sicherstellung und Prüfung dass unser eigener Bereich verwendet wird.ID Austria Level: Zur Vertragserfüllung bzw. Abwicklung sowie insbesondere in der Kommunikation mit Finanzinstituten sind wir vertraglich und gesetzlich verpflichtet die Identität zu prüfen, bzw. dies durch Einwilligung für unsere Kunden zu tun; sofern die Anmeldung mittels ID Austria "FULL" erfolgte, können wir dem Nutzer hier ein besseres Service bieten.Hauptwohnsitz Gemeindedaten: Wir sind verpflichtet zur prüfen ob die handelnden Akteure (Amtsleiter und Bürgermeister) auf unserer Gemeinde-Plattform auch tatsächlich als deren Gemeinde agieren (Bgm verpflichtender Hauptwohnsitz), die GKZ des Hauptwohnsitzes soll daher geprüft werden, aus Datenschutz gründen wird die Adresse nicht verarbeitet nur die Gemeindedaten)

Vornamen, Familiennamen und Geburtsdatum: Eindeutige Identifizierung der PersonAusstellungsland: Analog Reisepass oder Personalausweis bei der Online-Video-IdentifikationID Austria Level: Um sicherzustellen, dass ein ausreichendes Identifizierungsniveau für die Nutzung unseres Dienstes gegeben ist.Signaturzertifikat: Fingerabdruck der Identifikation, um festzustellen, ob sich bei verschiedenen AustriaID Logins sich etwas geändert hat.
Vorname - Zweck der Identifikation der PersonNachname - Zweck der Identifikation der PersonGeburtsdatum - Zweck der Identifikation der PersonAusstellungsland - Zweck Bestimmung der HerkunftbPK - Zur Authentifizierung im persönlichen BereichID Austria Level - um EU konforme eIDAS Identifikationen durchführen zu können und festzustellen welche weiterführenden Features verfügbar sind.

Im Zuge eines EU Forschungsprojekt soll eine staatlich ausgestellte Identität für das Absetzen eines Notrufes verwendet werden - Details: https://trustchain.ngi.eu/im4dec/Vorname, Familienname, Geburtsdatum: Identifikation der PersonAusstellungsland: das Service soll nur für in Österreich ausgestellte Identitäten angeboten werdenSignaturzertifikat: Nachweis der Identitätsfeststellung zum Zeitpunkt des ServiceaufrufsHauptwohnsitz: Adresse im Falle der missbräuchlichen Verwendung des Notrufs
Vornamen, Familiennamen und Geburtsdatum werden zum Zweck der Identifikation der Person benötigt.bPK-Bereich wird benötigt, um die natürliche Person eindeutig zu identifizieren.ID Austria Level wird benötigt, um zu entscheiden, ob auf Basis dieser Identifizierung ein qualifiziertes Zertifikat ausgestellt werden darf.Signatur Zertifikat wird benötigt, um die Zuordnung des im Rahmen des A-Trust Kontos zur Verfügung zu stellendenSignaturvertrages zum Zertifikat zu gewährleisten.Da Qualifizierte Signaturzertifiakte gemäß eIDAS und SVV nicht an Personen unter 14 Jahren ausgegeben werden dürfen, wird das Merkmal "Älter als 14" benötigt.Ausstellungsland wird benötigt, da dieses im dann ausgestellten Zertifikat im Subject/Ausstellungsland eingetragen werden muss.
Vorname: Identifikation der PersonFamilienname: Identifikation der PersonGeburtsdatum: Identifikation der PersonAusstellungsland: Identifikation der PersonbPK-Bereich: Wiedererkennung des BenutzersID Austria Level: Anwendungsfälle mit unterschiedlichen Stärken der IdentifizierungHauptwohnsitz: Identifikation der Person Geschlecht: Identifikation der Person 
Begründung für die Verwendung der beantragten Attribute- "Vorname", "Familienname": Zur Identifikation der Person- "Hauptwohnsitz: Meldeadresse", "Weitere aktive Wohnsitze": Um zu (i) prüfen, ob die angemeldete Person einen ihrer Wohnsitze in der Gemeinde hat, in der der Termin gebucht werden soll (nur Gemeindebürger:innen haben in der Regel das Recht der Müllentsorgung) und um (ii) die Person mithilfe der Wohnadresse unter den Gemeindebürger:innen eindeutig zu identifizieren (es könnte Personen mit dem gleichen Vor- und Nachnamen geben) und so die individuelle Abrechnung per Haushalt zu ermöglichen.- "Alter als 18": Um zu prüfen ob die angemeldete Person volljährig und damit berechtigt ist einen Mülltermin zu vereinbaren.
Vorname: Wird als erster Paramater zur Authentifizierung des Kunden benötigt Familienname: Wird als zweiter Paramater zur Authentifizierung des Kunden benötigt Geburtsdatum: Wird als dritter Paramater zur Authentifizierung des Kunden benötigt bPK-Bereich: Wird als vierter Parameter zur Authentifizierung des Kunden benötigt
Vorname: Für die automatische Erstellung eines NutzernamensHauptwohnsitz: Gemeindedaten: Um die Meinungsbildung auf Gemeinden einschränken zu können. Es sollen für Themen die in einer Gemeinde diskutiert werden, nicht gemeldete Personen für diese Gemeinde auch nicht dort mitmachen können.Älter als 16: Der Nutzerkreis soll auf Personen über 16 Jahren eingeschränkt sein.

Dient der Identifikation von Kunden (VName, NName, Geb-Datum); Daten die durch das eID-System ermittelt werden, werden nicht an Dritte (z.B. Lotterien) weitergegeben; es wird nur OK/NOK weiter gegeben; die Unterscheidung des ID-Austria-Levels wird benötigt, um sicherzustellen, dass nur ID-Austria Benutzer mit Full-Version für die Identitätsprüfung nach FM-GwG zugelassen werden.

Vorname:  Erstellung eines Benutzerprofils für die AnmeldungNachname: Erstellung eins Benutzerprofils für die AnmeldungGeburtsdatum: Feststellung der Geschäftsfähigkeit einer PersonPersonendaten: Weitergabe zur Identifizierung einer Person an (Ermittlungs)Behörden für den Fall von Anfragen dieser.Ausstellungsland: Information die HerkunftbPK-Bereich: Eindeutiger Identifier, damit User sich wiederholt anmelden können.ID-Austria-Level: Anbieten unterschiedlicher Funktionen je nach Qualität der ID-Austria
Im Zuge eines EU Forschungsprojekt soll eine staatlich ausgestellte Identität für den Zugriff auf einen Datenintermediär verwendet werden - Details: https://www.ownyourdata.eu/en/dpp-crc/Vorname, Familienname, bPK: Identifikation der PersonAusstellungsland, Älter als 18: das Service soll nur für in Österreich ausgestellte Identitäten die volljährig sind angeboten werdenSignaturzertifikat: Nachweis der Identitätsfeststellung zum Zeitpunkt des ServiceaufrufsPostleitzahl: für eine grobe Kategorisierung der Nutzer und der Möglichkeit eines automatischen lokalisierten Angebots

Vorname: Identifikation der PersonFamilienname: Identifikation der PersonGeburtsdatum: Identifikation der PersonHauptwohnsitz: Weiteres Identifikationsmerkmal, um Datenzwillinge (gleicher Name/Geb.Datum) zu unterscheidenGeschlecht: Identifikation und korrekte AnredeWeitere aktive Wohnsitze: Erkennung von etwaigen Doppelanlagen von Personen, (zur Erkennung von z.B. Negativ-Einträgen auf zwei verschiedenen Adressen). 

Anwendung bietet die Möglichkeit Dokumente digital mit anderen zu teilen und digital zu signieren.Die E-ID soll zur Authentifizierung als Login Möglichkeit eingebunden werden.
Diese Datenkategorien sind die Hauptmerkmale eines Ausweises und erlauben es Jumio, die Identität von Endnutzern auf eine genaue und zuverlässige Weise zu verifizieren.Der von Jumio verfolgte Zweck für das Verarbeiten der Attribute „Älter als 18“und „Älter als 21“ besteht darin, in Fällen, in denen keine vollständigeIdentifizierung der Person, sondern lediglich ein Altersnachweis erforderlich ist,an Stelle der vollen Identitätsdaten inklusive des Geburtsdatums lediglich dieAttribute „Älter als 18“ und „Älter als 21“ abzufragen und zu verarbeiten.Hierdurch beabsichtigt Jumio insbesondere seinen Verpflichtungen zurZweckbindung und Datenminimierung nach Art. 5 Abs. 1 lit. b und c DSGVOnachzukommen.
* Vorname + Familienname: Persönliche Ansprache des Gemeindebürgers (siehe Beispiel Anliegen übermitteln)* Geburtsdatum: Ermittlung ob jünger/älter als ein gewisser Grenzwert. (siehe Beispiel Freizeitangebote)* Hauptwohnsitz + weitere Wohnsitze: Ermittlung ob Gemeindebürger (siehe Beispiel Altstoffsammelzentrum,  Beispiel Müllkalender, Beispiel "Mit Gemeinde verbinden")* Aktuelles Lichtbild + Datum: Wenn nötig Abgleich mit Lichtbild (eID kann mit Passcode authentifiziert werden). (siehe Beispiel Freizeitangebote, Beispiel Altstoffsammelzentrum)
* Vorname + Familienname: Persönliche Ansprache des Gemeindebürgers (siehe Beispiel Anliegen übermitteln)* Geburtsdatum: Ermittlung ob jünger/älter als ein gewisser Grenzwert. (siehe Beispiel Freizeitangebote)* Hauptwohnsitz + weitere Wohnsitze: Ermittlung ob Gemeindebürger (siehe Beispiel Altstoffsammelzentrum,  Beispiel Müllkalender, Beispiel "Mit Gemeinde verbinden")* Aktuelles Lichtbild + Datum: Wenn nötig Abgleich mit Lichtbild (eID kann mit Passcode authentifiziert werden). (siehe Beispiel Freizeitangebote, Beispiel Altstoffsammelzentrum)
Personenattribute:Für die Identifikation bei Notar:innen laut der Notariatsordnung ist in § 69b Abs 2 Z 2 NO geregelt, dass diese anhand eines elektronischen Ausweises erfolgen kann. Nach § 36 Abs 2 Satz 3 NO sind im amtlichen Lichtbildausweis zu enthalten: Kopfbild, Namen, Geburtsdatum, ausstellendes Land, Unterschrift. Ausstellungsland:Für die Identifikation bei Notar:innen laut der Notariatsordnung ist in § 69b Abs 2 Z 2 NO geregelt, dass diese anhand eines elektronischen Ausweises erfolgen kann. Nach § 36b Abs 2 Satz 3 NO sind im amtlichen Lichtbildausweis zu enthalten: ausstellendes Land.Foto:Für die Identifikation bei Notar:innen laut der Notariatsordnung ist in § 69b Abs 2 Z 2 NO geregelt, dass diese anhand eines elektronischen Ausweises erfolgen kann. Nach § 36b Abs 2 Satz 3 NO sind im amtlichen Lichtbildausweis zu enthalten: Kopfbild.Datum aktuellstes Foto IDR:Bei der Identifikation durch den Notar, soll ein Abgleich von der im Videochat anwesenden Person mit dem Kopfbild aus dem Ausweis Dokument gemacht werden, dazu ist es relevant zu wissen wie alt das Foto ist.Unterschrift:Die händische Unterschrift der signierenden Partei ist maßgebend, damit die Notar:in bei beglaubigten Dokumenten sicherstellen kann, dass ein bereits unterschriebenes Dokument tatsächlich von der ihr vorliegenden Person unterschrieben wurde.IDA-Level:Es ist nur die Vollversion zugelassen zur Identifikation bei Notar:innenSignaturzertifikat:Es gibt Anwendungsfälle (§ 79 Abs 2a NO), bei welchen die Übereinstimmung des bei uns verwendeten Signaturzertifikats mit einem von der Person bei der Notar:in hinterlegten Musterzertifikat abgeglichen werden muss.Meldeadresse:Für die Erstellung der Beglaubigungsklausel durch das Notariat ist es notwendig, dass die Anschrift der signierenden Person angegeben wird (§ 79 Abs 5 S 2 NO).Älter als 18:Für den Service sollen nur Personen zugelassen werden, welche älter als 18 Jahre alt sind.Geschlecht:Notar:innen müssen an alle Beglaubigungen eine Beglaubigungsklausel anhängen. Die Formulierung dieser Klausel ist abhängig vom Geschlecht der Person.Staatsangehörigkeit:Für die Identifikation bei Notar:innen laut der Notariatsordnung ist in § 69b Abs 2 Z 2 NO geregelt, dass diese anhand eines elektronischen Ausweises erfolgen kann. Nach § 36b Abs 2 Satz 3 NO sind im amtlichen Lichtbildausweis zu enthalten: Staatsangehörigkeit.Aktuelles Ausweisdokument, aktueller Reisepass, aktueller Personalausweis:Der/Die Notar:in muss sicherstellen, dass die Person im Videochat bei einem online Notariatstermin, auch die Person ist, welche sich zuvor mittels IDAustria identifiziert hat. Dazu kann der/die Notar:in einen Abgleich mit den erhobenen Identifikationsdaten und dem echten Ausweis der Person vornehmen. Bei solch einem Abgleich ist es wichtig, dass die originalen Ausweisdaten dem/der Notar:in zur Verfügung gestellt werden.Dies ist auch in der Notariatsordnung geregelt: § 69b Abs. 2 4. Satz NO

Dient der Identifikation von Kunden (VName, NName, Geb-Datum) nach §6 FM-GwG; diese Daten werden nicht an Dritte (z.B. Lotterien) weitergegeben; es wird nur OK/NOK weiter gegeben; ID-Austria Level wird benötigt, da nur ID Austria Full zugelassen werden; Ausstellungsland: wird benötigt um Kunden aus risikobehafteten Ländern abzulehnen;  bPK-Bereich und Signaturzertifikat: Überprüfung der Online-Personenbindung nach Rechtsmeinung der FMA;  Unterschrift,  aktuelles Lichtbild und Datum aktuelles Lichtbild: notwendig nach Rechtsmeinung der FMA; Hauptwohnsitz: Meldeadresse, weitere Wohnsitze und Staatsangehörigkeit: dient der Risikominimierung von künftigen Vertragsabschlüssen; die genannten Daten stehen dem Geschäftskunden (z.B. Lotterien) eine bestimmte Zeit zum Abruf zur Verfügung und werden spätestens nach 48h automatisch gelöscht.
Vornamen, Familiennamen und Geburtsdatum: Eindeutige Personenidentifikation. Name für Ausweisdruck, Geburtsdatum zur Verifikation der Person und bei Akkreditierten notwendig für nachgelagerte Sicherheitsüberprüfungen  (z.B. Überprüfung aller Mitarbeiter mit Zutritt zu Sicherheitsbereichen durch die Bezirkshauptmannschaft ).ID Austria Level: Zur Klassifikation für spezielle Sicherheitsbereiche ob eine weitere Verifikation notwendig ist (Trustlevel)Ausstellungsland: zur Klassifikation des Vertrauenlevels und für nachgelagerte SicherheitsprüfungenHauptwohnsitz: Meldeadresse: Übliche Daten bei Akkreditierung für Zustellung der Akkreditierung (falls postalisch ein Ausweis versendet wird), gesicherte Zustelladresse.Geschlecht: Zur Personenidentifikation bzw. bei Sportveranstaltungen z.b. für AthletInnen zur Zuordnung notwendig. Übliches Datum bei Akkreditierungen.bPK-Bereich: Eindeutige Zuordnung bei mehrfacher IdentifikationAktuelles Lichtbild: Wird für den Akkreditierungs/Besucherausweisdruck und die Zutrittskontrolle verwendet, damit der Ausweis nicht weitergeben werden kann und eine Identitiätsprüfung durch Sicherheitspersonal möglich ist.Datum aktuelles Lichtbild: Um festszustellen ob das Bild noch für die Akkreditierung/Ausweis verwendbar ist  (maximales Alter des Fotos meist 3-5 Jahre) Staatsangehörigkeit: Übliches Akkreditierungsfeld, auch um Folgefragen bezüglich Visa etc. zu ermöglichen  bzw. für Mitarbeiter um Arbeitsbewilligung  etc. abzufragen bei nicht EU-Bürgern. Relevant auch für vertiefende Sicherheitsüberprüfung im Nachgang.
Für Klagen nach der “Verbandsklagen-Richtlinien-Umsetzungs-Novelle“ (BGBl. I Nr. 85/2024) können eine große Zahl von Einzelpersonen national und in der EU grenzüberschreitend vertreten werde. Diese Kläger müssen mit einem „Opt-In“ sich der Klage anschließen und gerichtsfest identifiziert werden. noyb bereitet eine Software vor um dies für Klagen in Österreicher aber auch im EU-Ausland abzuwickeln. Als eine europaweite Option wollen wir hierzu die eIDAS einbinden.Die rechtlichen Voraussetzungen für das "Onboarding" bei einer Kollektivklage sind noch nicht in allen EU-Mitgliedsstaaten klar formuliert. Nach den rechtlichen Gegebenheiten in Österreich sind jedenfalls folgende Daten notwendig:- Zu den Datenarten "Vorname", "Nachname", "Geburtsdatum", "Meldeadresse": Mindestanforderungen für personenbezogene Informationen in einer Klage sind für Österreich in § 75 ZPO definiert: Vorname, Zuname, Geburtsdatum und Wohnort. Die Meldeadresse ist auch für jegliche gerichtliche Zustellung notwendig. Da ein Abruf der Meldeadresse aus dem EU-Ausland jedoch technisch nicht funktioniert, müssen wir diese wohl außerhalb der ID Austria wohl manuell eintragen lassen.- Ausstellungsland & ID Austria Level: Für die Gerichtsfestigkeit der Identifizierung ist es notwendig inadäquate Authentifizierungslevels auszuschließen (siehe in Österreich zB §§ 292 und 294 ZPO) und das Land der eID Ausstellung zu benennen.

Abfrage der erweiterten Attribute (Lichtbild und Unterschriftszug) der ID Austria zur Identitätsfeststellung durch Notariate lt. Notariatsordnung bzw. NEIV (siehe obigen Verwendungszweck).Mit dem Beschluss der „Richtlinien der Österreichischen Notariatskammer vom 18.10.2024 über Risikofaktoren zur Verhinderung von Geldwäscherei, Terrorismusfinanzierung und Proliferationsfinanzierung (Rf-RL)" ist u.a. die Notwendigkeit der Erfassung des Geburtsortes verpflichtend. Dazu wird ein aktuelles Ausweisdokument benötigt, da das Attribut nicht alleine abgefragt werden können.

Achtung: in Version 1.1 (gegenüber Version 1.0) wurden die Staatsangehörigkeit, das Aktuelle Ausweisdokument und die bPK Nummer hinzugefügt, da wir das für unseren know your customer Prozess benötigen. Vorname, Nachname, Geburtsdatum, Ausstellungsland, Signaturzertifikat, Meldeadresse, Geschlecht und Staatsangehörigkeit, Aktuelles Ausweisdokument : eindeutige Legitimierung für die Übernahme der Kundendaten in eine Antragserfassung eines Bausparvertrages im Sinne des FM-GWGs und zur Erfüllung der bankinternen Compliance und Geldwäsche Richtlinien (know your customer) Unterschrift zur Nutzung und Vergleich der bankinternen U-Probe
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Identifikation von Kunden anhand von Name und Geburtsdatum.

Personenattribute --> zur IdentifikationAusstellungsland --> möglicher CRS relevanter AuslandsbezugbPK-Bereich - um Person eindeutig zuzuordnen (Relevanz für Datenbankabfrage?)ID-Austria Level - zur Segmentierung der Kunden --> Mit IDA Basis ist keine Legitima-tion möglichSignaturzertifikat --> relevanz bei Revisions- oder FMA Prüfung Hauptwohnsitz --> Zur Kundenanlage notwendig (CRS relevant)über 18 Jahre --> erst ab 18 Jahren ist ein online Abschluss eines Produktes möglichaktueller Ausweisdokument --> FmGWG konforme Legitimation des Kunden

Eingangs wird festgehalten, dass auf den Verbesserungsauftrag (XFN-571837m/2057 /2758) vom 27.9.2024 auch mittels schriftlicher Eingabe an die E-Mail-Adresse BMI-III-A-5-a@bmi.gv.at geantwortet wird.2. BEGRÜNDUNG DES ATTRIBUTE Zunächst ist festzuhalten, dass der Antrag auf die beiden folgenden Attribute eingeschränkt wird, die für die nachstehend beschriebenen Zwecke erforderlich sind:• Hauptwohnsitz - Meldeadresse: Die Abfrage des Attributs ist Bestandteil der Maßnahmen gegen Geldwäsche und Terrorismusfinanzierung bei PHH und dient der nachweislichen Identitätsfeststellung bzw Identitätsüberprüfung der Partei sowie der Prävention von Anonymität und der gesicherteren Möglichkeit der Zustellung von Dokumenten. • Staatsangehörigkeit: Die Abfrage des Attributs dient der Überprüfung der Echtheit des hochgeladenen Lichtbildausweises sowie der Einhaltung von Beschränkungen der Zulässigkeit der Erbringung anwaltlicher Dienstleistungen (zB aufgrund länderspezifischer Sanktionen). • Geschlecht: Zum Zweck der Identifizierung und für weitere Automatisierungszwecke (insbesondere Ansprache unter den Dokumenten) ist die Abfrage dieses Attributs erforderlich.Gemäß § 8a Abs 4 RAO hat PHH geldwäschegeneigte Geschäfte mit Bezug zu politisch exponierten Personen einen anderen/strengeren Beurteilungsmaßstab bei der angestrebten Art der Geschäftsbeziehung anzuwenden und, gegebenenfalls, das Mandat nicht anzunehmen.Gemäß § 8b Abs 6 RAO hat PHH weiters bei geldwäschegeneigten Geschäften mit Bezug zu Drittländern, die von der Europäischen Kommission in einem gemäß Art 9 Abs 2 der Richtlinie (EU) 2015/849 erlassenen delegierten Rechtsakt als "Hochrisikoländer" eingestuft wurden, einen anderen/strengeren Beurteilungsmaßstab bei der angestrebten Art der Geschäftsbeziehung anzuwenden und, gegebenenfalls, das Mandat nicht anzunehmen.Die oben angeführten Attribute lassen eine entsprechende Verifizierung und Analyse durch PHH zu.

Personenattribute --> zur IdentifikationAusstellungsland --> möglicher CRS relevanter AuslandsbezugbPK-Bereich - um Person eindeutig zuzuordnen (Relevanz für Datenbankabfrage?)ID-Austria Level - zur Segmentierung der Kunden --> Mit IDA Basis ist keine Legitima-tion möglichSignaturzertifikat --> relevanz bei Revisions- oder FMA Prüfung Hauptwohnsitz --> Zur Kundenanlage notwendig (CRS relevant)über 18 Jahre --> erst ab 18 Jahren ist ein online Abschluss eines Produktes möglichaktueller Ausweisdokument --> FmGWG konforme Legitimation des Kunden
Identifikation der PersonFeststellen des Wohnorts der Person zur Ermittlung der Gebühr für das gemeindeeigene Altstoffsammelzentrum

Abdeckung von rechtlichen Anforderungen aus aus dem FM-GwG und sinngemäßer Gesetzgebung anderer Mitgliedsstaaten, bzw. der eIDAS-VO (Verordnung (EU) Nr. 910/2014) zur Ausstellung von qualifizierten Signatur-Zertifikaten, sowie zur Identifikation von Personen für Signaturvorgänge. Die Ausstellung von Zertifikaten erfolgt für die Antragstellerin über die Verwendung des Vertrauensdienste-Anbieters “Namirial S.p.A.” in Italien; und daher unter Aufsicht der italienischen Regulierungsbehörde AgID (entspr. eIDAS-VO Art.17(3)a; italienisches Äquivalent zur österreichischen RTR). Entsprechend der Vorgaben der AgID, welche dem Vertrauensdienste-Anbieter im freigegebenen Operative Manual verordnet werden, werden dazu die rechtlich erforderlichen Daten erhoben.  Die Erhebung und Dokumentation der Personenattribute, Ausstellungsland, und aktuelles Ausweisdokument erfolgt zur Erfüllung der Anforderungen an die Ausstellung qualifizierter Zertifikate lt Operative Manual des Vertrauensdiensteanbieters.bPK-Bereich dient der zweifelsfreien Rückverfolgbarkeit im etwaigen gerichtlichen Beweisfall.ID Austria Level zur Sicherstellung des für den jeweiligen Anwendungsfall erforderlichen LOA.
1. Vorname   Zweck: Zur eindeutigen Identifikation der Person im Rahmen der Authentifizierung und Verifizierung des Nutzers.2. Familienname   Zweck: Zur eindeutigen Identifikation der Person im Rahmen der Authentifizierung und Verifizierung des Nutzers.3. Geburtsdatum   Zweck: Zur Verifizierung des Alters und zur weiteren eindeutigen Identifikation der Person, insbesondere in Fällen, in denen Personen mit gleichen Namen existieren.4. Eindeutige Benutzerkennung (z. B. ID oder User-ID)   Zweck: Zur sicheren Zuordnung von Authentifizierungsdaten zu einer Person und zur Durchführung der prototypischen Implementierung im Rahmen der Bachelorarbeit.

1) Registriert sich eine Person an unserem Portal mittels ID Austria (oder Handy-Signatur), werden Familienname, Vorname und Geburtsdatum der ID Austria werden mit den bei uns gespeicherten Kundendaten (Familienname, Vorname und Geburtsdatum in der Merkur Versicherung) verglichen. Bei 100% Übereinstimmung wird der Registrierungsprozess mittels ID Austria erlaubt und wir vertrauen darauf, dass diese Person die ist für die wir sie halten.2) Nach erfolgreicher Registrierung mittels ID Austria darf sich eine Person an unserem Portal mit ID Austria anmelden (Login) und wir vergleichen die wbPK der ID Austria dieser Person mit der bei uns aus dem unter 1. genannten Prozess erhaltenen und bei uns gespeicherten wbPK. Bei 100% Übereinstimmung erfolgt der Login in unser Portal.3) Zusätzlich wird im Registrierungs- oder Anmeldeprozess mit ID Austria gefragt, ob die Meldedaten mit den bei uns verfügbaren Kundendaten abgeblichen bzw. gespeichert werden darf. Die Erhebung dieser Information erfolgt ausschließlich auf freiwilliger Basis und setzt die Einwilligung des Kunden voraus. Kunden können die Angabe der Anschrift ablehnen und den Registrierungs- bzw. Anmeldeprozess ohne Einschränkungen fortsetzen. Die Erhebung basiert auf einer freiwilligen Einwilligung gemäß Art. 6 Abs. 1 lit. a DSGVO und erfolgt somit DSGVO-konform.Die Abfrage der Anschrift dient der Sicherstellung der Aktualität der Kundendaten, um eine verlässliche Kommunikation und die Zustellung relevanter Informationen und Dokumente zu gewährleisten. Zudem ermöglicht sie eine effiziente und sichere Kundenkommunikation, indem sie eine zweifelsfreie Identifikation des Kunden erleichtert und eine rasche Bearbeitung von Support-Anfragen sowie vertragsbezogenen Anliegen unterstützt. Darüber hinaus trägt die direkte Abfrage der Anschrift zur Verbesserung der Servicequalität bei, da fehlerhafte oder unvollständige Angaben minimiert und dadurch eine optimale Betreuung der Kunden sichergestellt werden können.Wir ersuchen Sie daher um Genehmigung dieser zusätzlichen Abfrage im Kundenportal und stehen Ihnen für Rückfragen jederzeit gerne zur Verfügung.
Vorname, Familienname, Geburtsdatum, Geschlecht, Ausstellungsland, Hauptwohnsitz-Meldeadresse, Gemeldet Seit, Weitere aktive Wohnsitze, ID Austria Level, (Datum) Aktuellstes Foto IDR, Staatsangehörigkeit, Aktueller Ausweis/Personalausweis/Reisepass: KYC/Identifikation im Rahmen Onboarding, Erkennung von Betrugsversuchen durch Abgleich der NutzerdatenUnterschrift, Signaturzertifikat: Unterschreiben von Kundenverträgen
Die Staatsangehörigkeit wird für die Kontoanlage bzw. Prüfung benötigt, ob es sich um eine/n EU-Bürger:in handelt.Das Ausweisdokument wird für Kundenstammanlage und Kontoanlage benötigt (Erfüllung der eIDAS 2.0 Verordnung).Zusätzlich wird das Attribut dazu benötigt, um Raiffeisen-Kund:innen, die sich mit ID-Austria legitimiert haben, auch in der Filiale identifizieren zu können (Erfüllung des FM-GwG). Dabei werden über das Attribut die Ausweisdaten sowie der Gültigkeitszeitraum des Ausweis-Dokumentes zur Verfügung gestellt, welche bei internen Aktualisierungsmaßnahmen der Stammdaten Anwendung findet.
Um ein Identitätsverifikationsverfahren, das FMA-konform ist, zu unterstützen, müssen Daten, wie sie auch auf einem amtlichen Lichtbildausweis zu finden sind, zur Verfügung gestellt werden. Des Weiteren muss die ID-Austria in Vollfunktion registriert sein:Vorname: Der Vorname dient der Feststellung des Vornamens der Person, die ihre Identität nachweisen möchte.Nachname: Der Nachname dient der Feststellung des Nachnamens der Person, die ihre Identität nachweisen möchte.Geburtsdatum: Das Geburtsdatum wird benötigt, um die Identität der Person eindeutig feststellen zu können.ID Austria Level: Für eine von der FMA zugelassene Sicherung der Identität muss die ID-Austria in Vollfunktion verwendet werden. Um dies zu überprüfen, wird dieses Attribut abgefragt.

Wie in der Einleitung des FMA-Rundschreibens für Sorgfaltspflichten erwähnt, haben Verpflichtete den Auftrag ausreichend Informationen zur Identität ihrer Kunden und deren wirtschaftlich Berechtigten einzuholen . Diese Verpflichtung wird  im FM-GWG §6 (2) sowie dem Rundschreiben 01/2022 Sorgfaltstpflichten unter Punkte 4.1 Feststellung und Überprüfung der Identität von Kunden dargestellt.Aus diesen Vorgaben lässt sich herleiten dass wir als Verplfichteter angewiesen sind folgende Datenpunkte risikobasiert einzuholen:VornameFamiliennameGeburtsdatumAusstellungslandID Austria LevelSignaturzertifikatHauptwohnsitz: MeldeadresseUnterschriftWeitere aktive Wohnsitze18 Jahre oder älter ( Erst ab diesem Alter werden unsere Dienste angeboten)Aktuelles LichtbildDatum aktuelles LichtbildAktuelles AusweisdokumentStaatsangehörigkeit
1. Geburtsdatum        Eindeutige Identifikation: Ermöglicht die Unterscheidung von Personen mit gleichem Vor- und Nachnamen (z. B. in großen Kundendatenbanken).2. Vorname & Nachname        Personalisierung: Ermöglicht eine individuelle Begrüßung/Oberfläche im Kundenportal (z. B. „Willkommen, Max Mustermann“).        Rechtssichere Zuordnung: Garantiert, dass Rechnungen und Verträge korrekt auf den/die Kund:in ausgestellt werden (Vermeidung von Namensabweichungen).        Betrugsprävention: Verknüpfung mit offiziellen Identitätsdaten reduziert das Risiko falscher Konten.3. Meldeadresse        Rechnungslegung: Automatischer Abgleich der Adresse im Rechnungssystem stellt sicher, dass Zahlungsaufforderungen rechtlich korrekt versendet werden.        Regionalspezifische Dienste: Ermöglicht die Bereitstellung lokalisierter Dienste (z. B. sprach- oder rechtsraumspezifische Features).        Sicherheitscheck: Dient als zusätzliches Verifikationsmerkmal bei verdächtigen Login-Versuchen (z. B. Abgleich mit hinterlegter IP-Region).
Die beantragten Attribute sind notwendig für die eindeutige Legitimierung des Kunden/der Kundin zur Verwaltung seiner Kundendaten (zB. Namensänderungen, etc.), sowie zur Einsicht in den Bestand seiner Bausparprodukte inklusive Kontostände und Kontoauszüge. Damit verbunden ist die elektronische Zustellung der Kontoauszüge auf Kundenwunsch.  Unterschriftsbild dient zur Nutzung und Vergleich der bankinternen U-Probe.Als Grundlage dient hier auch das - know your customer Prinzip.
Geschlecht, Vorname, Nachname Geburtsdatum: Wird zur Identifikation der Person verwendet. Unterschrift, aktuelles Lichtbild, aktuelles Ausweisdokument, Staatsangehörigkeit, Hauptwohnsitz / Meldeadresse: Im Rahmen des FM-GwG (Finanzmarkt-Geldwäschegesetz) sind wir verpflichtet, die Identität eindeutig zu überprüfen und zu dokumentieren, um Geldwäsche und Terrorismusfinanzierung zu verhindern. Die Unterschrift dient dabei als rechtlich bindender Nachweis der Identität und der Zustimmung bei Transaktionen. Ein aktuelles Lichtbild ermöglicht die visuelle Verifizierung der Person, um Identitätsbetrug zu verhindern. Das aktuelle Ausweisdokument ist erforderlich, um die Identität durch ein staatlich anerkanntes Dokument zu belegen und sicherzustellen, dass die Person existiert und die Angaben korrekt sind. Die Staatsangehörigkeit muss erfasst werden, um Personen, die unter besondere rechtliche oder regulatorische Vorgaben fallen, wie etwa politisch exponierte Personen oder Personen aus Hochrisikoländern, zu identifizieren und den gesetzlichen Vorschriften entsprechend zu behandeln. Diese Attribute sind notwendig, um die Einhaltung der gesetzlichen Vorgaben zur Geldwäscheprävention sicherzustellen und die Sicherheit des Prozesses zu gewährleisten. In Bezug auf die Adresse verpflichtet uns unser Prozess eine Adress-Prüfung der Person durchzuführen. Aktuell führen wir einen Abgleich der Adressdaten der Person mit ZMR, CRIF, KSV, etc. durch. Signaturzertifikat: Unser Prozess darf laut Zertifizierung sowie den Richtlinien unseres QTSPs ein Signaturzertifikat basierend auf den Daten eines bestehenden Zertifikates erstellen. Wir würden dieses Zertifikat daher verwenden um ein neues Signatur-Zertifikat ausstellen zu können. 
Vorname, Familienname, Geburtsdatum, Geschlecht, Ausstellungsland, Hauptwohnsitz-Meldeadresse, Gemeldet Seit, Weitere aktive Wohnsitze, ID Austria Level, (Datum) Aktuellstes Foto IDR, Staatsangehörigkeit, Aktueller Ausweis/Personalausweis/Reisepass: KYC/Identifikation im Rahmen Onboarding, Erkennung von Betrugsversuchen durch Abgleich der NutzerdatenUnterschrift, Signaturzertifikat: Unterschreiben von Kundenverträgen
Vorname -> Registrierung und Prüfung der Identität des ElternteilsNachname/Familienname  -> Registrierung und  Prüfung der Identität des ElternteilsGeschlecht -> Registrierung und  Prüfung der Identität des ElternteilsGeburtsdatum -> Registrierung und  Prüfung der Identität des ElternteilsStaatsangehörigkeit -> Registrierung und  Prüfung der Identität des ElternteilsHauptwohnsitz -> Registrierung und  Prüfung der Identität des ElternteilsbPK -> dient der einfachen Zuordnung, sodass sich die Eltern optional auch mit ID Austria einloggen können.Alle beantragten Informationen werden ausschließlich für Registrierung und  Prüfung der Identität des Elternteils verwendet. Eltern vertippen sich häufig bei ihren Daten und viele finden es mühsam.Durch diesen Dienst sollen sich Eltern sowohl damit leichter / fehlerfreier registrieren können, als auch zukünftig bequem einloggen und die Schule kommt ihrer Sorgfaltspflicht leichter nach, die Korrektheit der Daten zu verifizieren, denn Falschregistrierungen können restliche Konsequenzen haben.

Vorname: Ist notwendig damit sich Personen für die ich.app Registrieren können. Dieses verifizierte Attribut wird von Akzeptanzpartnern der ich.app für die Identifizierung in deren Geschäftsfällen benötigt.Familienname: Ist notwendig damit sich Personen für die ich.app Registrieren können. Dieses verifizierte Attribut wird von Akzeptanzpartnern der ich.app für die Identifizierung in deren Geschäftsfällen benötigt.Geburtsdatum: Ist notwendig damit sich Personen für die ich.app Registrieren können. Dieses verifizierte Attribut wird von Akzeptanzpartnern der ich.app benötigt, um Altersrestriktionen einhalten zu können.bPK-Bereich: das bPK wird benötigt um Personen mit einem eindeutigen und einzigartigen Kennzeichen im ich.app System zu identifizieren. Der Vorname, Familienname und Geburtstag sind dazu alleine nicht ausreichend. Personen müssen sich im ich.app System erstmalig registrieren und später wiederholt anmelden. Nur mit einem eindeutigen Identifizierungskennzeichen (bPK) können diese Personen im ich.app System erkannt und zugeordnet werden. Mit Hilfe der bPK wird im ich.app System die eindeutige Zuordnung der ich.app Identität zur ID Austria Identität realisiert.ID-Austria Level: das ID-Austria Level ist für das ich.app System relevant, da sich basierend auf dem Identifikationslevel der Person unterschiedliche Anwendungsmöglichkeiten ergeben können bzw. Personen mit IDA-Basis u.U. nicht alle Services nutzen können.Meldeadresse: Dieses verifizierte Attribut wird von Akzeptanzpartnern der ich.app für jene Geschäftsfälle verwendet, die eine verifizierte Adresse benötigen.

Vorname - Zweck der Identifikation der PersonNachname - Zweck der Identifikation der PersonGeburtsdatum - Zweck der Identifikation der PersonAusstellungsland - Zweck Bestimmung der HerkunftbPK - Zur Authentifizierung im persönlichen BereichID Austria Level - um EU konforme eIDAS Identifikationen durchführen zu können und festzustellen welche weiterführenden Features verfügbar sind.
Authentifizierung von natürlichen Personen unter Zuhilfenahme der ID Austria für die Zwecke der Einsichtnahme in das Urkundenarchiv des österreichischen Notariats lt. der UAR 2007 (Urkundenarchivrichtlinie).Das MDS (Vorname, Nachname, Geburtsdatum und bPK) ist für diesen Zweck ausreichend.
Alle 3 Attribute dienen der eindeutigen Identifikation der Person durch den BRZ-Empfang.Vorname und Familienname werden für die Ausstellung der Besucher- bzw. Ersatzkarte im System weiterverarbeitet.Das Lichtbild dient lediglich der visuellen Überprüfung der Person durch die Mitarbeiterin oder den Mitarbeiter am Empfang. Dies erfolgt analog dem Prozess der Identifizierung mittels analogem Ausweis.
Nachname/Familienname, Geschlecht und Geburtsdatum in Kombination sind eindeutig genug, um das Elternteil im System zu finden.Alle beantragten Informationen werden ausschließlich für den Login des Elternteils verwendet.Durch diesen Dienst sollen sich Eltern bequem einloggen können.Im Vergleich zur anderen ID-Austria-App, fragt diese App weniger Daten ab (nur jene, die für den Login erforderlich sind)
Vorname -> Registrierung und Prüfung der Identität des ElternteilsNachname/Familienname  -> Registrierung und  Prüfung der Identität des ElternteilsGeschlecht -> Registrierung und  Prüfung der Identität des ElternteilsGeburtsdatum -> Registrierung und  Prüfung der Identität des ElternteilsStaatsangehörigkeit -> Registrierung und  Prüfung der Identität des ElternteilsHauptwohnsitz -> Registrierung und  Prüfung der Identität des ElternteilsAlle beantragten Informationen werden ausschließlich für Registrierung und  Prüfung der Identität des Elternteils verwendet. Eltern vertippen sich häufig bei ihren Daten und viele finden es mühsam.Durch diesen Dienst sollen sich Eltern sowohl damit leichter / fehlerfreier registrieren können, als auch zukünftig die Daten verifiziert werden können. Die Schule kommt ihrer Sorgfaltspflicht leichter nach, die Korrektheit der Daten zu verifizieren, denn Falschregistrierungen können rechtliche Konsequenzen haben.

Familienname: Verifizierung/Registrierung des Nutzers unserer Web-AnwendungVorname: Verifizierung/Registrierung des Nutzers unserer Web-AnwendungGeburtsdatum: Verifizierung/Registrierung des Nutzers unserer Web-Anwendung
Vorname und Nachname: Wir benötigen Ihren vollständigen Namen, um Ihre Identität zweifelsfrei festzustellen und um alle Vertragsdokumente korrekt auf Sie auszustellen. Dies ist eine zentrale Anforderung zur Geldwäscheprävention.Geburtsdatum: Ihr Geburtsdatum hilft uns, Ihre Identität eindeutig zu verifizieren und Verwechslungen auszuschließen. Es ist ein notwendiges Merkmal zur Erfüllung unserer gesetzlichen Sorgfaltspflichten.ID Austria Level (LOA "Hoch"): Für die rechtsgültige Eröffnung eines Bankkontos und die Erstellung einer qualifizierten elektronischen Signatur (QES) schreibt die FMA ein hohes Vertrauensniveau der Identifikation vor. Wir fragen dieses Attribut ab, um sicherzustellen, dass Ihre ID Austria in Vollfunktion und somit den gesetzlichen Anforderungen entspricht.Altersnachweis (16+): Dieses Attribut wird benötigt, um zu überprüfen, ob Sie das erforderliche Mindestalter für die Eröffnung eines Kontos oder den Abschluss bestimmter Finanzprodukte erreicht haben. Dies dient der Überprüfung Ihrer Geschäftsfähigkeit.Unterschrift: Ihre elektronische Unterschrift auf Basis der ID Austria wird im Zuge des Kontoeröffnungsprozesses erfasst. Sie bestätigt Ihre ausdrückliche Zustimmung zu den Vertragsbedingungen und dient als Nachweis der Integrität des Dokuments. Sie ist ein wesentlicher Bestandteil des rechtsgültigen Vertragsabschlusses.Aktuelles Ausweisdokument / Aktueller Personalausweis: Die Informationen zu Ihrem Ausweisdokument sind für den Abgleich und die Bestätigung Ihrer Identität erforderlich. Dies ist eine Vorgabe der FMA, um die Echtheit und Gültigkeit der Identität zu überprüfen und Betrug zu verhindern.Staatsangehörigkeit: Die Angabe Ihrer Staatsangehörigkeit ist für die Erfüllung regulatorischer Vorgaben, insbesondere im Rahmen der AML-Compliance, notwendig. Bestimmte Bankprodukte oder Dienstleistungen können von der Staatsangehörigkeit abhängig sein, und wir sind verpflichtet, diese Informationen zu erfassen.

Die Attribute - Vorname- Nachname- Geburtsdatum            benötigen wir, um unser CRIF Ident Service unseren Kunden anbieten zu können.
Vorname - das Feld soll benutzt werden, um den in unseren Systemen eingetragenen Vornamen der versicherten Person mit der Person abzugleichen, die versucht sich einen myUNIQA Account einzurichten/das Passwort zurücksetzen/sich einzuloggenNachname - das Feld soll benutzt werden, um den in unseren Systemen eingetragenen Nachnamen der versicherten Person mit der Person abzugleichen, die versucht sich einen myUNIQA Account einzurichten/das Passwort zurücksetzen/sich einzuloggenGeburtsdatum - das Feld soll benutzt werden, um das in unseren Systemen eingetragene Geburtsdatum der versicherten Person mit der Person abzugleichen, die versucht sich einen myUNIQA Account einzurichten/das Passwort zurücksetzen/sich einzuloggenPostleitzahl - das Feld soll benutzt werden, um die in unseren Systemen eingetragene Postleitzahl der versicherten Person mit der Person abzugleichen, die versucht sich einen myUNIQA Account einzurichten/das Passwort zurücksetzen/sich einzuloggen

Vorname und Nachname: Wir benötigen Ihren vollständigen Namen, um Ihre Identität zweifelsfrei festzustellen und um alle Vertragsdokumente korrekt auf Sie auszustellen. Dies ist eine zentrale Anforderung zur Geldwäscheprävention.Geburtsdatum: Ihr Geburtsdatum hilft uns, Ihre Identität eindeutig zu verifizieren und Verwechslungen auszuschließen. Es ist ein notwendiges Merkmal zur Erfüllung unserer gesetzlichen Sorgfaltspflichten.
Personenattribute --> zur IdentifikationAusstellungsland --> möglicher CRS relevanter AuslandsbezugbPK-Bereich --> um Person eindeutig zuzuordnen (Relevanz für Datenbankabfrage?)ID-Austria Level - zur Segmentierung der Kunden --> Mit IDA Basis ist keine Legitimation möglichSignaturzertifikat --> relevanz bei Revisions- oder FMA PrüfungHauptwohnsitz --> Zur Kundenanlage notwendig (CRS relevant)über 18 Jahre --> erst ab 18 Jahren ist ein online Abschluss eines Produktes möglichaktuelles Ausweisdokument --> FmGWG konforme Legitimation des Kunden
- Vorname: Identifikation der Person- Familienname: Identifikation der Person- Geburtsdatum: Identifikation der Person- Ausstellungsland: Einhaltung eventueller länderspezifischer Datenverarbeitungsrichtlinien- ID Austria Level: Unterscheidung von ID Austria Nutzern und eIDAS Nutzern- Signaturzertifikat : Unterscheidung von ID Austria Nutzern und eIDAS Nutzern- Hauptwohnsitz Meldeadresse: Nachweis des Wohnsitzes- Gemeldet seit: Um die Meldeadresse in einen zeitlichen Kontext zu setzen.- Aktuelles Lichtbild: Just-in-time Authentifizierung mittels der biometrischen Merkmale der Person im Rahmen eines Gesichtsvergleich (Selfie-Check) und zusätzlicher Liveness-Prüfungen- Datum aktuelles Lichtbild: Um das aktuelle Lichtbild in einen zeitlichen Kontext zu setzen.- Aktueller Personalausweis: Abgleich der Daten mit dem im Onboardingprozess zur Verfügung gestellten Personalausweis.- Aktueller Reisepass: Abgleich der Daten mit dem im Onboardingprozess zur Verfügung gestellten Reisepass.- Staatsangehörigkeit: Identifikation der Person



Benutzeridentifikation für Login-Vorgang. Keine weitere Verarbeitung der Benutzerda
Eine gesicherte Zuordnung der Wahlkartenanträge  soll im Wahlbüro durch Vorname
Für die FM-GwG konforme Legitimierung des Betroffenen sind sämtliche angeführte F

Zur Dublettenvermeidung
Zur Dublettenvermeidung
Feststellung ob die Person die im Online-Shop bestellt auch die gesetzlichen Alters

Im Zuge eines EU-Forschungsprojekt wird eine staatlich ausgestellte, digitale Identität für datenaltruistische Anwendungsfälle verwendet - Details siehe https://trustchain.ngi.eu/dao4hs/Die Personenattribute sowie die Meldeadresse werden für die Identifikation der Benutzer benötigt. Attribute des bPK-Bereichs werden zur Validierung datenaltruistischer Anwendungsfälle benötigt, welche für den Vereinszweck relevante Verwaltungsbereiche gemäß E-Government-Bereichsabgrenzungsverordnung (Umwelt, Arbeit, Wirtschaft, Gesellschaft und Soziales, Gesundheit, Vereinsregister) betreffen.

Begründung der Attributverwendung im Datenvermittlungsdienst:- bPK, Vorname, Familienname und Geburtsdatum (durch System ausgewählt): Dienen der eindeutigen Identifikation der handelnden Person sowie der Zuordnung von Zustimmungen, Aktionen und Zugriffsereignissen.- Ausstellungsland: Erforderlich zur eindeutigen Zuordnung der verwendeten eID zum jeweiligen Trust-Framework und Rechtsrahmen (z. B. nationale eID vs. grenzüberschreitende Nutzung), zur Auswahl der passenden Prüf-/Validierungsroutinen (Zertifikatskette, Attribute) sowie zur revisionssicheren Dokumentation der Herkunft der Identität im Audit.- bPK-Bereich: Erforderlich zur Prüfung, dass die verwendete bereichsspezifische Personenkennzahl dem richtigen Anwendungsbereich zugeordnet ist, um Nichtverknüpfbarkeit zwischen Bereichen sicherzustellen und Fehlzuordnungen zu vermeiden. Dient als technische Kontrollgröße für Pseudonymisierungs-/Autorisierungsdomänen und die korrekte Rechteprüfung.- ID Austria Level: Erforderlich zur Verifikation des Vertrauensniveaus der verwendeten elektronischen Identität. Das Attribut zeigt an, ob die Authentifizierung mit einem Basis- oder Voll-Level der ID Austria erfolgt ist und ermöglicht damit eine regelkonforme Zugangskontrolle zu unterschiedlichen Sicherheits- und Vertrauensebenen innerhalb des Datenvermittlungsdienstes.- Signaturzertifikat: Belegt die Identitätsfeststellung zum Zeitpunkt des Serviceaufrufs und unterstützt Integrität, Authentizität und Nichtabstreitbarkeit im Zugriffsvorgang.– Vollmacht / Vertretungsdaten: Wenn eine natürliche Person im Namen eines Unternehmens handelt, müssen der zugriffsberechtigte Rechtsträger und die Art der Vertretung eindeutig festgestellt und überprüft werden. Diese Angaben sind zur korrekten Rechtezuordnung, Autorisierung und revisionssicheren Protokollierung erforderlich.- Name des vertretenen Unternehmens: Erforderlich zur menschenlesbaren Identifikation des vertretenen Rechtsträgers im Vertretungsfall. Der Name wird für Transparenz und Fehlerminimierung in Auswahl-/Bestätigungsdialogen, sowie für die korrekte Zuordnung von Zustimmungen, Verträgen und Belegen (z. B. Datennutzungsvereinbarungen, Zugriffsnachweise) verwendet. Die Stammzahl bleibt der technische Primärschlüssel; der Name dient der Anzeige, Kommunikation und Dokumentation.- Stammzahl des vertretenen Unternehmens: Erforderlich zur eindeutigen Identifikation des Rechtsträgers, in dessen Namen gehandelt wird, zur eindeutigen Zuordnung der Vertretungsbefugnis (OID des Vertretungstyps) sowie zur revisionssicheren Protokollierung von B2B-Zugriffen im Datenintermediär.- Typ des vertretenen Unternehmens: Erforderlich für die korrekte technische Validierung/Verarbeitung der Stammzahl (Art der Stammzahl) und zur regelkonformen Aktivierung register- bzw. rechtsträgerartspezifischer Zugriffspolicies; Verarbeitung nur transient. Die Verarbeitung erfolgt zweckgebunden gemäß § 3 E-ID-VO; es werden keine zusätzlichen Unternehmensstammdaten abgeleitet oder gespeichert.  
Identifizierung der Kartenantragssteller Gemäß § 6 Abs. 2 Nr. 1 & § 21 Abs. 1 FM-GwG 
Personenattribute: zur IdentifikationAusstellungsland: möglicher CRS relevanter AuslandsbezugbPK-Bereich: um Person eindeutig zuzuordnenID-Austria Level: zur Segmentierung der Kunden --> Mit IDA Basis ist keine Legitimation möglichSignaturzertifikat: Relevanz bei Revisions- oder FMA PrüfungHauptwohnsitz: Zur Kundenanlage notwendig (CRS relevant) über 18 Jahre: erst ab 18 Jahren ist ein online Abschluss eines Produktes möglichaktuelles Ausweisdokument: FmGWG konforme Legitimation des Kunden

Für die Adressierung von Personen (Empfänger) müssen die Daten korrekt (nachvollziehbar und identifizierbar) im System abgespeichert werden können. Adressiert werden die Empfänger über deren Namen und Geburtsdatum und der im Rahmen des Versandprozesses mitgegebenen postalischen Adresse.Die Versender können für die einfache elektronische Zustellung definieren, ob sie Empfänger, die sich am Briefbutler registriert haben, über diese Parameter adressieren wollen. 
Ausstellungsland:Wird benötigt, um sicherzustellen, dass das elektronische Identifikationsmittel von einem anerkannten österreichischen Aussteller stammt.bPK-Bereich:Dient der eindeutigen, datenschutzkonformen Identifikation von Benutzer:innen innerhalb der Anwendung.ID Austria Level:Ermöglicht die Unterscheidung zwischen Basis- und Voll-ID-Austria-Identitäten zur Einschätzung des Vertrauensniveaus der Authentifizierung.Vorname, Nachname und Geburtsdatum:Werden zur korrekten persönlichen Ansprache und Zuordnung des Benutzerkontos benötigt.Hauptwohnsitz: Gemeindedaten & PLZ Wird verwendet, um Eltern nach der Anmeldung gezielt passende Kinderbetreuungseinrichtungen in ihrer Wohnsitzgemeinde oder in unmittelbar angrenzenden Gemeinden vorzuschlagen. Dadurch können standortbezogene Empfehlungen und automatische Gemeindezuordnungen im Anmeldeprozess bereitgestellt werden, ohne dass vollständige Adressdaten verarbeitet werden müssen.
Es werden die folgenden Claims benötigt, welche alle in die gleiche Kategorie fallen:- 14 Jahre oder älter- 16 Jahre oder älter- 18 Jahre oder älter- 21 Jahre oder älterDiese Claims werden ausschließlich verwendet, um das Alter des Kunden beim Erwerb von altersbeschränkten Produkten an unbedienten Verkaufsautomaten zu verifizieren.



Attribute
Geburtsdatum, Vorname, Familienname
Vorname, Familienname, Geburtsdatum
Geburtsdatum, Vorname, Familienname
Geburtsdatum, Vorname, Familienname
Vorname, Geburtsdatum, Familienname
Ausstellungsland, bPK-Bereich, Aktuelles Ausweisdokument, Vorname, Familienname, Geschlecht, ID Austria Level, Staatsangehörigkeit, Aktuelles Lichtbild, Signatur Zertifikat, Unterschrift, Datum aktuelles Lichtbild, 18 Jahre oder älter, Geburtsdatum, Meldeadresse, Gemeldet seit
Geburtsdatum, Familienname, Vorname
Familienname, Geburtsdatum, Vorname
Familienname, Vorname, Geburtsdatum
Geburtsdatum, Vorname, bPK-Bereich, Familienname, Signatur Zertifikat
bPK-Bereich, Vorname, Familienname, Geburtsdatum
Vorname, Signatur Zertifikat, Ausstellungsland, Familienname, ID Austria Level
Familienname, Vorname
Vorname, Familienname, Signatur Zertifikat, Geburtsdatum
Vorname, Geburtsdatum, Familienname
Familienname, Vorname, Geburtsdatum, bPK-Bereich
Familienname, Geburtsdatum, Vorname
Vorname, Familienname, Ausstellungsland, Signatur Zertifikat, Geburtsdatum
Vorname, Familienname, Geburtsdatum
Familienname, Geburtsdatum, bPK-Bereich, Vorname
Vorname, Geburtsdatum, Familienname
Vorname, Familienname, bPK-Bereich, Geburtsdatum
Geburtsdatum, Vorname, Familienname
Familienname, Vorname, bPK-Bereich, Geburtsdatum
Vorname, Familienname, Geburtsdatum
Vorname, Familienname, bPK-Bereich, Geburtsdatum
Geburtsdatum, bPK-Bereich, Familienname, Vorname
bPK-Bereich, Geburtsdatum, Familienname, Vorname, Ausstellungsland
Vorname, bPK-Bereich, Geburtsdatum, Familienname
Geburtsdatum, Familienname, Vorname
bPK-Bereich, Geburtsdatum, Vorname, Familienname
Familienname, Vorname
Vorname, Geburtsdatum, bPK-Bereich, Signatur Zertifikat, Familienname, Ausstellungsland, ID Austria Level
Ausstellungsland, Vorname, Geburtsdatum, Familienname, bPK-Bereich
Familienname, bPK-Bereich, ID Austria Level, Geburtsdatum, Vorname, Signatur Zertifikat
Familienname, Vorname, Ausstellungsland, bPK-Bereich, Geburtsdatum
Vorname, ID Austria Level, Familienname, Geburtsdatum, Signatur Zertifikat, Ausstellungsland
Signatur Zertifikat, ID Austria Level, Vorname, Ausstellungsland, Familienname, Geburtsdatum
Familienname, bPK-Bereich, Vorname, Geburtsdatum
Vorname, Familienname, Geburtsdatum
Familienname, Vorname
Geburtsdatum, Familienname, Gesundheitsdiensteanbieter, Ausstellungsland, ID Austria Level, Vorname
Geburtsdatum
Familienname, Meldeadresse, Geburtsdatum, Vorname
Signatur Zertifikat, Ausstellungsland, Familienname, Vorname, ID Austria Level, Geburtsdatum

Ausstellungsland, Familienname, ID Austria Level, Geburtsdatum, bPK-Bereich, Vorname
Familienname, Vorname
Geburtsdatum, Familienname, Vorname
Vorname, bPK-Bereich, Familienname, Signatur Zertifikat, Gesundheitsdiensteanbieter, 18 Jahre oder älter, 14 Jahre oder älter, 21 Jahre oder älter, 16 Jahre oder älter, Ausstellungsland, Meldeadresse, ID Austria Level, Aktuelles Lichtbild, Datum aktuelles Lichtbild, Geburtsdatum



Familienname, Vorname
Familienname, Geburtsdatum, Vorname
Geburtsdatum, Vorname, Familienname
Vorname, Geburtsdatum, Familienname
Familienname, Vorname, Geburtsdatum

#VALUE!
ID Austria Level, bPK-Bereich, Vorname, Familienname
Vorname, Geburtsdatum, Aktuelles Lichtbild, Familienname
Meldeadresse, Vorname, Geburtsdatum, Signatur Zertifikat, Ausstellungsland, Familienname
Geburtsdatum, Familienname, bPK-Bereich, Vorname
Ausstellungsland, Vorname, Geburtsdatum, bPK-Bereich, Familienname, ID Austria Level
Gemeindedaten, Geburtsdatum, Ausstellungsland, ID Austria Level, Familienname, bPK-Bereich, Vorname
Signatur Zertifikat, Familienname, Vorname, bPK-Bereich, Geburtsdatum
Familienname, Geburtsdatum, bPK-Bereich, Vorname, Signatur Zertifikat
Geburtsdatum, Vorname, bPK-Bereich, Familienname
Vorname, Familienname, Ausstellungsland, ID Austria Level, Signatur Zertifikat, Geburtsdatum
Vorname, Familienname, Geburtsdatum, bPK-Bereich, ID Austria Level, Ausstellungsland
Familienname, bPK-Bereich, Vorname, Geburtsdatum
Ausstellungsland, Vorname, Signatur Zertifikat, Meldeadresse, Familienname, Geburtsdatum
Vorname, Familienname, Geburtsdatum, Signatur Zertifikat, ID Austria Level, bPK-Bereich, 14 Jahre oder älter, Ausstellungsland
Meldeadresse, bPK-Bereich, Familienname, Vorname, Geschlecht, ID Austria Level, Geburtsdatum, Ausstellungsland
Vorname, Meldeadresse, Familienname, Weitere aktive Wohnsitze, 18 Jahre oder älter
Vorname, Familienname, bPK-Bereich, Geburtsdatum
Gemeindedaten, Vorname, 16 Jahre oder älter
Familienname, Meldeadresse, Ausstellungsland, Aktuelles Lichtbild, ID Austria Level, Vorname, Geburtsdatum, bPK-Bereich, Staatsangehörigkeit, Gesundheitsdiensteanbieter, Geschlecht
Geburtsdatum, Vorname, Familienname
Vorname, Geburtsdatum, Familienname, ID Austria Level
Vorname, Geburtsdatum, Familienname
Geburtsdatum, Familienname, ID Austria Level, bPK-Bereich, Vorname, Ausstellungsland
Postleitzahl, bPK-Bereich, 18 Jahre oder älter, Vorname, Ausstellungsland, Signatur Zertifikat, Familienname
Vorname, Geburtsdatum, Familienname
Vorname, Familienname
Familienname, Geburtsdatum, Vorname
Geburtsdatum, Vorname, ID Austria Level, Weitere aktive Wohnsitze, Familienname, Geschlecht, Meldeadresse
Stammzahl des vertretenen Unternehmens, Name des vertretenen Unternehmens, Signatur Zertifikat, Geburtsdatum, Familienname, bPK-Bereich, Typ des vertretenen Unternehmens (Deprecated), Ausstellungsland, ID Austria Level, Vorname

#VALUE!
Vorname, 18 Jahre oder älter, 21 Jahre oder älter, Familienname, Ausstellungsland, Geburtsdatum, ID Austria Level
Ausstellungsland, Weitere aktive Wohnsitze, Signatur Zertifikat, Vorname, Familienname, Geburtsdatum, bPK-Bereich, Meldeadresse, Aktuelles Lichtbild, Datum aktuelles Lichtbild
bPK-Bereich, Familienname, Meldeadresse, Aktuelles Lichtbild, Weitere aktive Wohnsitze, Ausstellungsland, Datum aktuelles Lichtbild, Vorname, Signatur Zertifikat, Geburtsdatum
Meldeadresse, Vorname, Datum aktuelles Lichtbild, Signatur Zertifikat, 18 Jahre oder älter, Geburtsdatum, Aktueller Reisepass, Geschlecht, Aktuelles Ausweisdokument, ID Austria Level, bPK-Bereich, Staatsangehörigkeit, Aktuelles Lichtbild, Familienname, Aktueller Personalausweis, Ausstellungsland, Unterschrift
Familienname, Vorname
Vorname, Signatur Zertifikat, Familienname
Aktuelles Lichtbild, Vorname, bPK-Bereich, Geburtsdatum, Weitere aktive Wohnsitze, Unterschrift, Meldeadresse, Ausstellungsland, Staatsangehörigkeit, Signatur Zertifikat, Familienname, Datum aktuelles Lichtbild, ID Austria Level
Vorname, Geburtsdatum, Geschlecht, ID Austria Level, bPK-Bereich, Familienname, Staatsangehörigkeit, Aktuelles Lichtbild, Ausstellungsland, Datum aktuelles Lichtbild, Meldeadresse
Ausstellungsland, ID Austria Level, Familienname, Vorname, Geburtsdatum, Signatur Zertifikat
Familienname, Ausstellungsland, Geburtsdatum, Vorname, bPK-Bereich, ID Austria Level
Meldeadresse, Unterschrift, Signatur Zertifikat, Familienname, Aktuelles Ausweisdokument, bPK-Bereich, Vorname, Gemeldet seit, Datum aktuelles Lichtbild, Geburtsdatum, ID Austria Level, Aktuelles Lichtbild, Ausstellungsland
Zulassungsscheindaten
Meldeadresse, Geschlecht, Signatur Zertifikat, bPK-Bereich, Unterschrift, Staatsangehörigkeit, Aktuelles Ausweisdokument, Ausstellungsland, Geburtsdatum, Familienname, ID Austria Level, Vorname
Geburtsdatum, Ausstellungsland, Familienname, ID Austria Level, Name des vertretenen Unternehmens, Vorname, Stammzahl des vertretenen Unternehmens, Typ des vertretenen Unternehmens (Deprecated)
18 Jahre oder älter, Vorname, Geburtsdatum, Familienname, bPK-Bereich, Meldeadresse



Geburtsdatum, Familienname, Vorname
ID Austria Level, Meldeadresse, Aktuelles Lichtbild, bPK-Bereich, Geburtsdatum, Unterschrift, Vorname, Gemeldet seit, 18 Jahre oder älter, Geschlecht, Staatsangehörigkeit, Weitere aktive Wohnsitze, Familienname, Aktuelles Ausweisdokument, Signatur Zertifikat, Ausstellungsland

Ausstellungsland, ID Austria Level, Geburtsdatum, Vorname, Familienname, Staatsangehörigkeit, bPK-Bereich, Geschlecht, Signatur Zertifikat, Meldeadresse
Familienname, Vorname
Gemeldet seit, bPK-Bereich, Vorname, Weitere aktive Wohnsitze, Aktuelles Ausweisdokument, Aktuelles Lichtbild, Geschlecht, Unterschrift, Familienname, Staatsangehörigkeit, 18 Jahre oder älter, Ausstellungsland, ID Austria Level, Geburtsdatum, Meldeadresse, Signatur Zertifikat
Vorname, Meldeadresse, Geburtsdatum, Familienname
Geburtsdatum, Vorname, Familienname
Geburtsdatum, Vorname, Familienname
Familienname, ID Austria Level, bPK-Bereich, Vorname, Geburtsdatum, Ausstellungsland, Aktuelles Ausweisdokument
Familienname, Geburtsdatum, Vorname
bPK-Bereich, Familienname, Vorname, Geburtsdatum
Geschlecht, Meldeadresse, Vorname, Staatsangehörigkeit, Geburtsdatum, Gemeldet seit, Familienname
Weitere aktive Wohnsitze, Geschlecht, Aktueller Reisepass, Signatur Zertifikat, Ausstellungsland, Datum aktuelles Lichtbild, Geburtsdatum, Meldeadresse, Staatsangehörigkeit, Aktuelles Ausweisdokument, ID Austria Level, Gemeldet seit, Unterschrift, Aktueller Personalausweis, Vorname, Familienname, Aktuelles Lichtbild
Familienname, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Weitere aktive Wohnsitze, Datum aktuelles Lichtbild, Ausstellungsland, Unterschrift, Gemeldet seit, ID Austria Level, Signatur Zertifikat, Geburtsdatum, Meldeadresse, Aktuelles Lichtbild, Geschlecht
Familienname, Vorname, ID Austria Level, Geburtsdatum
Meldeadresse, Geburtsdatum, Familienname, Vorname
14 Jahre oder älter, 16 Jahre oder älter, 18 Jahre oder älter, 21 Jahre oder älter
Aktuelles Ausweisdokument, Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, 18 Jahre oder älter, Staatsangehörigkeit, Vorname, Meldeadresse, ID Austria Level, Datum aktuelles Lichtbild, Familienname, Ausstellungsland, Aktuelles Lichtbild, Unterschrift
Meldeadresse, Familienname, Vorname, Geburtsdatum
Geschlecht, Familienname, bPK-Bereich, Ausstellungsland, Signatur Zertifikat, ID Austria Level, Vorname, Meldeadresse, Geburtsdatum
Geburtsdatum, Ausstellungsland, Geschlecht, Familienname, Vorname, ID Austria Level, Aktuelles Lichtbild, Staatsangehörigkeit, Signatur Zertifikat, Unterschrift, Meldeadresse, Aktuelles Ausweisdokument
Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, Staatsangehörigkeit, Datum aktuelles Lichtbild, Meldeadresse, Vorname, Aktueller Reisepass, Aktueller Personalausweis, Ausstellungsland, Unterschrift, Gemeldet seit, Aktuelles Ausweisdokument, ID Austria Level, Geschlecht, Aktuelles Lichtbild, Familienname
Familienname, Vorname, Geburtsdatum, Geschlecht, Meldeadresse, Staatsangehörigkeit, bPK-Bereich
Geburtsdatum, Familienname, Vorname, bPK-Bereich
Geburtsdatum, Familienname, bPK-Bereich, Vorname
Geburtsdatum, Familienname, Vorname
Familienname, Geburtsdatum, Vorname, Postleitzahl
Geburtsdatum, Vorname, Familienname, bPK-Bereich, ID Austria Level, Meldeadresse
Vorname, Weitere aktive Wohnsitze, Familienname, Aktuelles Lichtbild, Staatsangehörigkeit, Meldeadresse, Familienstand, Aktueller Personalausweis, Aktueller Reisepass, Ausstellungsland, Datum aktuelles Lichtbild, ID Austria Level, Geburtsdatum, Aktuelles Ausweisdokument, Geschlecht
Familienname, Geburtsdatum, Vorname
Vorname, Familienname, Geburtsdatum, ID Austria Level, Ausstellungsland, bPK-Bereich
Vorname, Familienname, Geburtsdatum
Familienname, Aktuelles Lichtbild, Vorname
Geschlecht, Geburtsdatum, Familienname
Vorname, Familienname, Geburtsdatum, Staatsangehörigkeit, Meldeadresse, Geschlecht
Familienname, Geburtsdatum, Vorname
Vorname, Geburtsdatum, Familienname
16 Jahre oder älter, Unterschrift, Geburtsdatum, Aktuelles Lichtbild, Aktueller Personalausweis, 21 Jahre oder älter, Meldeadresse, ID Austria Level, 18 Jahre oder älter, Aktueller Reisepass, Vorname, 14 Jahre oder älter, Staatsangehörigkeit, Familienname
Geburtsdatum, Familienname, Vorname
Vorname, Geburtsdatum, Familienname
Geburtsdatum, Vorname, Familienname, Postleitzahl
Familienname, Vorname, Geburtsdatum, Meldeadresse
bPK-Bereich, Vorname, Geburtsdatum, Familienname
bPK-Bereich, Familienname, Geburtsdatum, Vorname
Staatsangehörigkeit, ID Austria Level, Geschlecht, Ausstellungsland, Unterschrift, Familienname, Vorname, Aktuelles Lichtbild, Meldeadresse, Geburtsdatum, Aktuelles Ausweisdokument
18 Jahre oder älter, 21 Jahre oder älter, 14 Jahre oder älter, 16 Jahre oder älter
Geburtsdatum, Vorname, Familienname
Familienname, Geburtsdatum, 18 Jahre oder älter, Signatur Zertifikat, Datum aktuelles Lichtbild, ID Austria Level, Aktueller Personalausweis, Unterschrift, Geschlecht, Aktuelles Lichtbild, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Ausstellungsland, Aktueller Reisepass, bPK-Bereich, Meldeadresse
Ausstellungsland, ID Austria Level, Aktueller Personalausweis, Signatur Zertifikat, Vorname, Familienname, Meldeadresse, Aktuelles Lichtbild, Gemeldet seit, Geburtsdatum, Staatsangehörigkeit, Aktueller Reisepass, Datum aktuelles Lichtbild
Familienname, Geburtsdatum, Vorname



Familienname, Geburtsdatum, bPK-Bereich, Meldeadresse, Vorname
Vorname, Geburtsdatum, Familienname
Geburtsdatum, Vorname, Familienname
Datum aktuelles Lichtbild, ID Austria Level, Staatsangehörigkeit, Unterschrift, Aktuelles Ausweisdokument, bPK-Bereich, Weitere aktive Wohnsitze, Vorname, Familienname, Aktuelles Lichtbild, Meldeadresse, Geburtsdatum, Geschlecht, Signatur Zertifikat, Ausstellungsland
ID Austria Level, bPK-Bereich, Typ des vertretenen Unternehmens, Signatur Zertifikat, Familienname, Vorname, Geburtsdatum, Name des vertretenen Unternehmens, Ausstellungsland, Stammzahl des vertretenen Unternehmens
Geburtsdatum, Familienname, Meldeadresse, Unterschrift, Vorname, Signatur Zertifikat, Aktuelles Lichtbild, Staatsangehörigkeit, Aktuelles Ausweisdokument
ID Austria Level, Signatur Zertifikat, Geschlecht, Vorname, Staatsangehörigkeit, Meldeadresse, Familienname, Ausstellungsland, Aktuelles Ausweisdokument, 18 Jahre oder älter, Geburtsdatum, Unterschrift, bPK-Bereich
Vorname, Familienname, Geburtsdatum
Familienname, Geburtsdatum, Vorname
16 Jahre oder älter, Vorname, 18 Jahre oder älter, Familienname
Vorname, Geburtsdatum, Familienname
bPK-Bereich, ID Austria Level, Ausstellungsland, Postleitzahl, Vorname, Gemeindedaten, Geburtsdatum, Familienname
18 Jahre oder älter, 21 Jahre oder älter, 14 Jahre oder älter, 16 Jahre oder älter



Ausstellungsland, bPK-Bereich, Aktuelles Ausweisdokument, Vorname, Familienname, Geschlecht, ID Austria Level, Staatsangehörigkeit, Aktuelles Lichtbild, Signatur Zertifikat, Unterschrift, Datum aktuelles Lichtbild, 18 Jahre oder älter, Geburtsdatum, Meldeadresse, Gemeldet seit

Vorname, Geburtsdatum, bPK-Bereich, Signatur Zertifikat, Familienname, Ausstellungsland, ID Austria Level

Geburtsdatum, Familienname, Gesundheitsdiensteanbieter, Ausstellungsland, ID Austria Level, Vorname

Vorname, bPK-Bereich, Familienname, Signatur Zertifikat, Gesundheitsdiensteanbieter, 18 Jahre oder älter, 14 Jahre oder älter, 21 Jahre oder älter, 16 Jahre oder älter, Ausstellungsland, Meldeadresse, ID Austria Level, Aktuelles Lichtbild, Datum aktuelles Lichtbild, Geburtsdatum



Gemeindedaten, Geburtsdatum, Ausstellungsland, ID Austria Level, Familienname, bPK-Bereich, Vorname

Vorname, Familienname, Geburtsdatum, Signatur Zertifikat, ID Austria Level, bPK-Bereich, 14 Jahre oder älter, Ausstellungsland
Meldeadresse, bPK-Bereich, Familienname, Vorname, Geschlecht, ID Austria Level, Geburtsdatum, Ausstellungsland

Familienname, Meldeadresse, Ausstellungsland, Aktuelles Lichtbild, ID Austria Level, Vorname, Geburtsdatum, bPK-Bereich, Staatsangehörigkeit, Gesundheitsdiensteanbieter, Geschlecht

Postleitzahl, bPK-Bereich, 18 Jahre oder älter, Vorname, Ausstellungsland, Signatur Zertifikat, Familienname

Geburtsdatum, Vorname, ID Austria Level, Weitere aktive Wohnsitze, Familienname, Geschlecht, Meldeadresse
Stammzahl des vertretenen Unternehmens, Name des vertretenen Unternehmens, Signatur Zertifikat, Geburtsdatum, Familienname, bPK-Bereich, Typ des vertretenen Unternehmens (Deprecated), Ausstellungsland, ID Austria Level, Vorname

Vorname, 18 Jahre oder älter, 21 Jahre oder älter, Familienname, Ausstellungsland, Geburtsdatum, ID Austria Level
Ausstellungsland, Weitere aktive Wohnsitze, Signatur Zertifikat, Vorname, Familienname, Geburtsdatum, bPK-Bereich, Meldeadresse, Aktuelles Lichtbild, Datum aktuelles Lichtbild
bPK-Bereich, Familienname, Meldeadresse, Aktuelles Lichtbild, Weitere aktive Wohnsitze, Ausstellungsland, Datum aktuelles Lichtbild, Vorname, Signatur Zertifikat, Geburtsdatum
Meldeadresse, Vorname, Datum aktuelles Lichtbild, Signatur Zertifikat, 18 Jahre oder älter, Geburtsdatum, Aktueller Reisepass, Geschlecht, Aktuelles Ausweisdokument, ID Austria Level, bPK-Bereich, Staatsangehörigkeit, Aktuelles Lichtbild, Familienname, Aktueller Personalausweis, Ausstellungsland, Unterschrift

Aktuelles Lichtbild, Vorname, bPK-Bereich, Geburtsdatum, Weitere aktive Wohnsitze, Unterschrift, Meldeadresse, Ausstellungsland, Staatsangehörigkeit, Signatur Zertifikat, Familienname, Datum aktuelles Lichtbild, ID Austria Level
Vorname, Geburtsdatum, Geschlecht, ID Austria Level, bPK-Bereich, Familienname, Staatsangehörigkeit, Aktuelles Lichtbild, Ausstellungsland, Datum aktuelles Lichtbild, Meldeadresse

Meldeadresse, Unterschrift, Signatur Zertifikat, Familienname, Aktuelles Ausweisdokument, bPK-Bereich, Vorname, Gemeldet seit, Datum aktuelles Lichtbild, Geburtsdatum, ID Austria Level, Aktuelles Lichtbild, Ausstellungsland

Meldeadresse, Geschlecht, Signatur Zertifikat, bPK-Bereich, Unterschrift, Staatsangehörigkeit, Aktuelles Ausweisdokument, Ausstellungsland, Geburtsdatum, Familienname, ID Austria Level, Vorname
Geburtsdatum, Ausstellungsland, Familienname, ID Austria Level, Name des vertretenen Unternehmens, Vorname, Stammzahl des vertretenen Unternehmens, Typ des vertretenen Unternehmens (Deprecated)



ID Austria Level, Meldeadresse, Aktuelles Lichtbild, bPK-Bereich, Geburtsdatum, Unterschrift, Vorname, Gemeldet seit, 18 Jahre oder älter, Geschlecht, Staatsangehörigkeit, Weitere aktive Wohnsitze, Familienname, Aktuelles Ausweisdokument, Signatur Zertifikat, Ausstellungsland

Ausstellungsland, ID Austria Level, Geburtsdatum, Vorname, Familienname, Staatsangehörigkeit, bPK-Bereich, Geschlecht, Signatur Zertifikat, Meldeadresse

Gemeldet seit, bPK-Bereich, Vorname, Weitere aktive Wohnsitze, Aktuelles Ausweisdokument, Aktuelles Lichtbild, Geschlecht, Unterschrift, Familienname, Staatsangehörigkeit, 18 Jahre oder älter, Ausstellungsland, ID Austria Level, Geburtsdatum, Meldeadresse, Signatur Zertifikat

Familienname, ID Austria Level, bPK-Bereich, Vorname, Geburtsdatum, Ausstellungsland, Aktuelles Ausweisdokument

Geschlecht, Meldeadresse, Vorname, Staatsangehörigkeit, Geburtsdatum, Gemeldet seit, Familienname
Weitere aktive Wohnsitze, Geschlecht, Aktueller Reisepass, Signatur Zertifikat, Ausstellungsland, Datum aktuelles Lichtbild, Geburtsdatum, Meldeadresse, Staatsangehörigkeit, Aktuelles Ausweisdokument, ID Austria Level, Gemeldet seit, Unterschrift, Aktueller Personalausweis, Vorname, Familienname, Aktuelles Lichtbild
Familienname, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Weitere aktive Wohnsitze, Datum aktuelles Lichtbild, Ausstellungsland, Unterschrift, Gemeldet seit, ID Austria Level, Signatur Zertifikat, Geburtsdatum, Meldeadresse, Aktuelles Lichtbild, Geschlecht

Aktuelles Ausweisdokument, Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, 18 Jahre oder älter, Staatsangehörigkeit, Vorname, Meldeadresse, ID Austria Level, Datum aktuelles Lichtbild, Familienname, Ausstellungsland, Aktuelles Lichtbild, Unterschrift

Geschlecht, Familienname, bPK-Bereich, Ausstellungsland, Signatur Zertifikat, ID Austria Level, Vorname, Meldeadresse, Geburtsdatum
Geburtsdatum, Ausstellungsland, Geschlecht, Familienname, Vorname, ID Austria Level, Aktuelles Lichtbild, Staatsangehörigkeit, Signatur Zertifikat, Unterschrift, Meldeadresse, Aktuelles Ausweisdokument
Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, Staatsangehörigkeit, Datum aktuelles Lichtbild, Meldeadresse, Vorname, Aktueller Reisepass, Aktueller Personalausweis, Ausstellungsland, Unterschrift, Gemeldet seit, Aktuelles Ausweisdokument, ID Austria Level, Geschlecht, Aktuelles Lichtbild, Familienname
Familienname, Vorname, Geburtsdatum, Geschlecht, Meldeadresse, Staatsangehörigkeit, bPK-Bereich

Vorname, Weitere aktive Wohnsitze, Familienname, Aktuelles Lichtbild, Staatsangehörigkeit, Meldeadresse, Familienstand, Aktueller Personalausweis, Aktueller Reisepass, Ausstellungsland, Datum aktuelles Lichtbild, ID Austria Level, Geburtsdatum, Aktuelles Ausweisdokument, Geschlecht

16 Jahre oder älter, Unterschrift, Geburtsdatum, Aktuelles Lichtbild, Aktueller Personalausweis, 21 Jahre oder älter, Meldeadresse, ID Austria Level, 18 Jahre oder älter, Aktueller Reisepass, Vorname, 14 Jahre oder älter, Staatsangehörigkeit, Familienname

Staatsangehörigkeit, ID Austria Level, Geschlecht, Ausstellungsland, Unterschrift, Familienname, Vorname, Aktuelles Lichtbild, Meldeadresse, Geburtsdatum, Aktuelles Ausweisdokument

Familienname, Geburtsdatum, 18 Jahre oder älter, Signatur Zertifikat, Datum aktuelles Lichtbild, ID Austria Level, Aktueller Personalausweis, Unterschrift, Geschlecht, Aktuelles Lichtbild, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Ausstellungsland, Aktueller Reisepass, bPK-Bereich, Meldeadresse
Ausstellungsland, ID Austria Level, Aktueller Personalausweis, Signatur Zertifikat, Vorname, Familienname, Meldeadresse, Aktuelles Lichtbild, Gemeldet seit, Geburtsdatum, Staatsangehörigkeit, Aktueller Reisepass, Datum aktuelles Lichtbild



Datum aktuelles Lichtbild, ID Austria Level, Staatsangehörigkeit, Unterschrift, Aktuelles Ausweisdokument, bPK-Bereich, Weitere aktive Wohnsitze, Vorname, Familienname, Aktuelles Lichtbild, Meldeadresse, Geburtsdatum, Geschlecht, Signatur Zertifikat, Ausstellungsland
ID Austria Level, bPK-Bereich, Typ des vertretenen Unternehmens, Signatur Zertifikat, Familienname, Vorname, Geburtsdatum, Name des vertretenen Unternehmens, Ausstellungsland, Stammzahl des vertretenen Unternehmens
Geburtsdatum, Familienname, Meldeadresse, Unterschrift, Vorname, Signatur Zertifikat, Aktuelles Lichtbild, Staatsangehörigkeit, Aktuelles Ausweisdokument
ID Austria Level, Signatur Zertifikat, Geschlecht, Vorname, Staatsangehörigkeit, Meldeadresse, Familienname, Ausstellungsland, Aktuelles Ausweisdokument, 18 Jahre oder älter, Geburtsdatum, Unterschrift, bPK-Bereich

bPK-Bereich, ID Austria Level, Ausstellungsland, Postleitzahl, Vorname, Gemeindedaten, Geburtsdatum, Familienname



Ausstellungsland, bPK-Bereich, Aktuelles Ausweisdokument, Vorname, Familienname, Geschlecht, ID Austria Level, Staatsangehörigkeit, Aktuelles Lichtbild, Signatur Zertifikat, Unterschrift, Datum aktuelles Lichtbild, 18 Jahre oder älter, Geburtsdatum, Meldeadresse, Gemeldet seit

Vorname, bPK-Bereich, Familienname, Signatur Zertifikat, Gesundheitsdiensteanbieter, 18 Jahre oder älter, 14 Jahre oder älter, 21 Jahre oder älter, 16 Jahre oder älter, Ausstellungsland, Meldeadresse, ID Austria Level, Aktuelles Lichtbild, Datum aktuelles Lichtbild, Geburtsdatum



Stammzahl des vertretenen Unternehmens, Name des vertretenen Unternehmens, Signatur Zertifikat, Geburtsdatum, Familienname, bPK-Bereich, Typ des vertretenen Unternehmens (Deprecated), Ausstellungsland, ID Austria Level, Vorname

Meldeadresse, Vorname, Datum aktuelles Lichtbild, Signatur Zertifikat, 18 Jahre oder älter, Geburtsdatum, Aktueller Reisepass, Geschlecht, Aktuelles Ausweisdokument, ID Austria Level, bPK-Bereich, Staatsangehörigkeit, Aktuelles Lichtbild, Familienname, Aktueller Personalausweis, Ausstellungsland, Unterschrift

Aktuelles Lichtbild, Vorname, bPK-Bereich, Geburtsdatum, Weitere aktive Wohnsitze, Unterschrift, Meldeadresse, Ausstellungsland, Staatsangehörigkeit, Signatur Zertifikat, Familienname, Datum aktuelles Lichtbild, ID Austria Level

Meldeadresse, Unterschrift, Signatur Zertifikat, Familienname, Aktuelles Ausweisdokument, bPK-Bereich, Vorname, Gemeldet seit, Datum aktuelles Lichtbild, Geburtsdatum, ID Austria Level, Aktuelles Lichtbild, Ausstellungsland

Geburtsdatum, Ausstellungsland, Familienname, ID Austria Level, Name des vertretenen Unternehmens, Vorname, Stammzahl des vertretenen Unternehmens, Typ des vertretenen Unternehmens (Deprecated)



ID Austria Level, Meldeadresse, Aktuelles Lichtbild, bPK-Bereich, Geburtsdatum, Unterschrift, Vorname, Gemeldet seit, 18 Jahre oder älter, Geschlecht, Staatsangehörigkeit, Weitere aktive Wohnsitze, Familienname, Aktuelles Ausweisdokument, Signatur Zertifikat, Ausstellungsland

Gemeldet seit, bPK-Bereich, Vorname, Weitere aktive Wohnsitze, Aktuelles Ausweisdokument, Aktuelles Lichtbild, Geschlecht, Unterschrift, Familienname, Staatsangehörigkeit, 18 Jahre oder älter, Ausstellungsland, ID Austria Level, Geburtsdatum, Meldeadresse, Signatur Zertifikat

Weitere aktive Wohnsitze, Geschlecht, Aktueller Reisepass, Signatur Zertifikat, Ausstellungsland, Datum aktuelles Lichtbild, Geburtsdatum, Meldeadresse, Staatsangehörigkeit, Aktuelles Ausweisdokument, ID Austria Level, Gemeldet seit, Unterschrift, Aktueller Personalausweis, Vorname, Familienname, Aktuelles Lichtbild
Familienname, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Weitere aktive Wohnsitze, Datum aktuelles Lichtbild, Ausstellungsland, Unterschrift, Gemeldet seit, ID Austria Level, Signatur Zertifikat, Geburtsdatum, Meldeadresse, Aktuelles Lichtbild, Geschlecht

Aktuelles Ausweisdokument, Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, 18 Jahre oder älter, Staatsangehörigkeit, Vorname, Meldeadresse, ID Austria Level, Datum aktuelles Lichtbild, Familienname, Ausstellungsland, Aktuelles Lichtbild, Unterschrift

Geburtsdatum, Ausstellungsland, Geschlecht, Familienname, Vorname, ID Austria Level, Aktuelles Lichtbild, Staatsangehörigkeit, Signatur Zertifikat, Unterschrift, Meldeadresse, Aktuelles Ausweisdokument
Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, Staatsangehörigkeit, Datum aktuelles Lichtbild, Meldeadresse, Vorname, Aktueller Reisepass, Aktueller Personalausweis, Ausstellungsland, Unterschrift, Gemeldet seit, Aktuelles Ausweisdokument, ID Austria Level, Geschlecht, Aktuelles Lichtbild, Familienname

Vorname, Weitere aktive Wohnsitze, Familienname, Aktuelles Lichtbild, Staatsangehörigkeit, Meldeadresse, Familienstand, Aktueller Personalausweis, Aktueller Reisepass, Ausstellungsland, Datum aktuelles Lichtbild, ID Austria Level, Geburtsdatum, Aktuelles Ausweisdokument, Geschlecht

16 Jahre oder älter, Unterschrift, Geburtsdatum, Aktuelles Lichtbild, Aktueller Personalausweis, 21 Jahre oder älter, Meldeadresse, ID Austria Level, 18 Jahre oder älter, Aktueller Reisepass, Vorname, 14 Jahre oder älter, Staatsangehörigkeit, Familienname

Familienname, Geburtsdatum, 18 Jahre oder älter, Signatur Zertifikat, Datum aktuelles Lichtbild, ID Austria Level, Aktueller Personalausweis, Unterschrift, Geschlecht, Aktuelles Lichtbild, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Ausstellungsland, Aktueller Reisepass, bPK-Bereich, Meldeadresse
Ausstellungsland, ID Austria Level, Aktueller Personalausweis, Signatur Zertifikat, Vorname, Familienname, Meldeadresse, Aktuelles Lichtbild, Gemeldet seit, Geburtsdatum, Staatsangehörigkeit, Aktueller Reisepass, Datum aktuelles Lichtbild



Datum aktuelles Lichtbild, ID Austria Level, Staatsangehörigkeit, Unterschrift, Aktuelles Ausweisdokument, bPK-Bereich, Weitere aktive Wohnsitze, Vorname, Familienname, Aktuelles Lichtbild, Meldeadresse, Geburtsdatum, Geschlecht, Signatur Zertifikat, Ausstellungsland
ID Austria Level, bPK-Bereich, Typ des vertretenen Unternehmens, Signatur Zertifikat, Familienname, Vorname, Geburtsdatum, Name des vertretenen Unternehmens, Ausstellungsland, Stammzahl des vertretenen Unternehmens

ID Austria Level, Signatur Zertifikat, Geschlecht, Vorname, Staatsangehörigkeit, Meldeadresse, Familienname, Ausstellungsland, Aktuelles Ausweisdokument, 18 Jahre oder älter, Geburtsdatum, Unterschrift, bPK-Bereich



Meldeadresse, Vorname, Datum aktuelles Lichtbild, Signatur Zertifikat, 18 Jahre oder älter, Geburtsdatum, Aktueller Reisepass, Geschlecht, Aktuelles Ausweisdokument, ID Austria Level, bPK-Bereich, Staatsangehörigkeit, Aktuelles Lichtbild, Familienname, Aktueller Personalausweis, Ausstellungsland, Unterschrift



Weitere aktive Wohnsitze, Geschlecht, Aktueller Reisepass, Signatur Zertifikat, Ausstellungsland, Datum aktuelles Lichtbild, Geburtsdatum, Meldeadresse, Staatsangehörigkeit, Aktuelles Ausweisdokument, ID Austria Level, Gemeldet seit, Unterschrift, Aktueller Personalausweis, Vorname, Familienname, Aktuelles Lichtbild

Geburtsdatum, Signatur Zertifikat, Weitere aktive Wohnsitze, Staatsangehörigkeit, Datum aktuelles Lichtbild, Meldeadresse, Vorname, Aktueller Reisepass, Aktueller Personalausweis, Ausstellungsland, Unterschrift, Gemeldet seit, Aktuelles Ausweisdokument, ID Austria Level, Geschlecht, Aktuelles Lichtbild, Familienname

Familienname, Geburtsdatum, 18 Jahre oder älter, Signatur Zertifikat, Datum aktuelles Lichtbild, ID Austria Level, Aktueller Personalausweis, Unterschrift, Geschlecht, Aktuelles Lichtbild, Vorname, Aktuelles Ausweisdokument, Staatsangehörigkeit, Ausstellungsland, Aktueller Reisepass, bPK-Bereich, Meldeadresse



ID Wert

urn:oid:2.5.4.42
urn:oid:1.2.40.0.10.2.1.1.261.20
urn:oid:1.2.40.0.10.2.1.1.55
urn:oid:1.2.40.0.10.2.1.1.149 bPK

urn:oid:1.2.40.0.10.2.1.1.261.28
urn:oid:1.2.40.0.10.2.1.1.261.22
urn:oid:1.2.40.0.10.2.1.1.261.32
urn:oid:1.2.40.0.10.2.1.1.261.108
urn:oid:1.2.40.0.10.2.1.1.261.107
urn:oid:1.2.40.0.10.2.1.1.261.109
urn:oid:1.2.40.0.10.2.1.1.261.34
urn:oid:1.2.40.0.10.2.1.1.261.64
urn:oid:1.2.40.0.10.2.1.1.261.66
urn:oid:1.2.40.0.10.2.1.1.261.39
urn:oid:1.2.40.0.10.2.1.1.261.68
urn:oid:1.2.40.0.10.2.1.1.261.106
urn:oid:1.2.40.0.10.2.1.1.261.86
urn:oid:1.2.40.0.10.2.1.1.261.88
urn:oid:1.2.40.0.10.2.1.1.261.84
urn:oid:1.2.40.0.10.2.1.1.261.100
urn:oid:1.2.40.0.10.2.1.1.261.77
urn:oid:1.2.40.0.10.2.1.1.261.76
urn:oid:1.2.40.0.10.2.1.1.261.78
urn:oid:1.2.40.0.10.2.1.1.261.80
urn:oid:1.2.40.0.10.2.1.1.261.82
urn:oid:1.2.40.0.10.2.1.1.261.98
urn:oid: 1.2.40.0.10.2.1.1.261.73
urn:oid:1.2.40.0.10.2.1.1.261.72
urn:eidgvat:attributes.gda
urn:eidgvat:attributes.mainAddress
urn:eidgvat:attributes.mainAddressCo
org.iso.18013.5.1:age_over_14
org.iso.18013.5.1:age_over_16
org.iso.18013.5.1:age_over_18
org.iso.18013.5.1:age_over_21
org.iso.18013.5.1:portrait
org.iso.18013.5.1:portrait_capture_date
urn:eidgvat:attributes.mainAddressRegi
urn:eidgvat:attributes.furtherResidences
urn:eidgvat:attributes.gender
org.iso.18013.5.1:signature_usual_mar

Vorname

Familienname

Geburtsdatum

bPK-Liste

Fremd-bPK-Liste

Ausstellungsland

Authentifizierungslevel der Bürgerin / des Bürgers

ID Austria Level

Typ der Identität

bPK-Bereich

URL-Bürgerkartenumgebung

Signatur Zertifikat

Online Personenbindung

Vertretungstyp

OID des Vertretungstyps

OID des Organwalters oder der berufsmäßigen Parteienvertretung

Organwalter oder Typ der berufsmäßigen Parteienvertretung

Name des vertretenen Unternehmens

Stammzahl des vertretenen Unternehmens

Typ des vertretenen Unternehmens

Typ des vertretenen Unternehmens (Deprecated)

Vorname der vertretenen Person

Familienname der vertretenen Person

Geburtsdatum der vertretenen Person

bPK der vertretenen Person

bPK-Liste der vertretenen Person

Fremd-bPK-Liste der vertretenen Person

Gesundheitsdiensteanbieter

Meldeadresse

Gemeindedaten

14 Jahre oder älter

16 Jahre oder älter

18 Jahre oder älter

21 Jahre oder älter

Aktuelles Lichtbild

Datum aktuelles Lichtbild

Gemeldet seit

Weitere aktive Wohnsitze

Geschlecht

Unterschrift

https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Vorname
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Familienname
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Geburtsdatum
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/bPK-Liste
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Fremd-bPK-Liste
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Ausstellungsland
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Authentifizierungslevel
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/ID-Austria-Level
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Typ-der-Identit%C3%A4t
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/bPK-Bereich
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/URL-B%C3%BCrgerkartenumgebung
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Signaturzertifikat
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Online-Personenbindung
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Vertretungstyp
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/OID-des-Vertretungstyps
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/OID-des-Organwalters-oder-der-berufsm%C3%A4%C3%9Figen-Parteienvertretung
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Organwalter-oder-Typ-der-berufsm%C3%A4%C3%9Figen-Parteienvertretung
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Name-des-vertretenen-Unternehmens
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Stammzahl-des-vertretenen-Unternehmens
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Typ-des-vertretenen-Unternehmens
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Typ-des-vertretenen-Unternehmens-%28Deprecated%29
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Vorname-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Familienname-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Geburtsdatum-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/bPK-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/bPK-Liste-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Fremd-bPK-Liste-der-vertretenen-Person
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Gesundheitsdiensteanbieter
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Meldeadresse
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Gemeindedaten
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/14-Jahre-oder-%C3%A4lter
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/16-Jahre-oder-%C3%A4lter
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/18-Jahre-oder-%C3%A4lter
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/21-Jahre-oder-%C3%A4lter
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Aktuelles-Lichtbild
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Datum-aktuelles-Lichtbild
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Gemeldet-seit
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Weitere-aktive-Wohnsitze
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Geschlecht
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Unterschrift


urn:eidgvat:attributes.vehicleRegistratio
org.iso.18013.5.1:resident_postal_code
urn:eidgvat:attributes.nationality
urn:eidgvat:attributes.identificationDo
urn:eidgvat:attributes.idCardData
urn:eidgvat:attributes.passportData
urn:eidgvat:attributes.maritalStatus

Zulassungsscheindaten

Postleitzahl

Staatsangehörigkeit

Aktuelles Ausweisdokument

Aktueller Personalausweis

Aktueller Reisepass

Familienstand

https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Zulassungsscheindaten
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Postleitzahl
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Staatsangeh%C3%B6rigkeit
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Aktuelles-Ausweisdokument
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Aktueller-Personalausweis
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Aktueller-Reisepass
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Familienstand


OID des Organwalters oder der berufsmäßigen Parteienvertretung

Organwalter oder Typ der berufsmäßigen Parteienvertretung

https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/OID-des-Organwalters-oder-der-berufsm%C3%A4%C3%9Figen-Parteienvertretung
https://www.id-austria.gv.at/de/developer/registrieren/personenmerkmale/Organwalter-oder-Typ-der-berufsm%C3%A4%C3%9Figen-Parteienvertretung
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